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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control. 
y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope
The present document specifies the stage 3 protocol and data model for the Namf Service Based Interface. It provides stage 3 protocol definitions and message flows, and specifies the API for each service offered by the AMF.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

2
References
[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

 3
Definitions, symbols and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Overview
This clause will introduce the Service Based Interface specified in this document.  

It will include the relevant architecture aspects of the service based interface. Both representation models (SBI and reference point) shall be shown.
5
Services offered by the AMF
5.1
Introduction

The table 5.1-1 shows the AMF Services and AMF Service Operations:

Table 5.1-1 List of AMF Services

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Namf_Communication
	UEContextTransfer
	Request/Response
	Peer AMF

	
	RegistrationCompleteNotify
	Subscribe/Notify
	Peer AMF

	
	N1MessageNotify
	Subscribe/Notify


	SMF, SMSF, PCF, NEF

	
	N1MessageSubscribe
	
	SMF, SMSF, PCF, NEF

	
	N1MessageUnSubscribe
	
	SMF, SMSF, PCF, NEF

	
	N1N2MessageTransfer
	Request/Response
	SMF, SMSF, PCF, NEF

	
	N2InfoSubscribe
	Subscribe/Notify


	SMF

	
	N2InfoUnSubscribe
	
	SMF

	
	N2InfoNotify
	
	SMF

	Namf_EventExposure
	Subscribe for one UE, group of UE(s) or any UE.
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	
	UnSubscribe for one UE, group of UE(s) or any UE.
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	
	Notify
	Subscribe/Notify
	NEF, SMF, PCF, UDM

	Namf_MT
	EnableUEReachability
	Request/Response
	NEF, SMF, PCF, UDM


Editor's Note 1:
The use of service operations N1MessageSubscribe/N1MessageUnsubscribe, N2InfoSubscribe/ N2InfoUnSubscribe/N2InfoNotify is still under the discussion in SA2. And these service operations are not used in the SA2 procedure.

Editor's Note 2:
Whether the service operation N1MessageNotify can be consumed by SMF, SMSF and NEF is still under the discussion in SA2. This service operation is so far only used in the procedure Registration with AMF relocation.  

Editor's Note 3:
The Service Operation Namf_MT shall be only invoked by a SMSF to make sure UE is reachable to send MT signaling or data as specified in subclause 5.2.2.4 of 3GPP TS 23.502 [3].

5.2
Namf_Communication Service
This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. AMF and NF Service Consumer(s), and list the service operations it supports.

5.2.1
Service Description
This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. NF Service Producer and NF Service Consumer(s), and list the service operations it supports.
5.2.2
Service Operations 
This subclause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
5.2.2.1
Introduction
This subclause will contain a generic introduction of the service operations described in the following subclauses.
5.2.2.2
UEContextTransfer
This subclause will contain a generic introduction of the service operations described in the following subclauses.
5.2.2.2.1
General

The UEContextTransfer service operation is used during the following procedure:

· General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF. 

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by using the HTTP PATCH method with the following URL. See also Figure 5.2.2.2.1-1.

The URL: "{apiRoot}/namf_communication/v1/ue_contexts/{ueContextId}", where the ueContextId is composed by 5g_guti.{5gGuti}.

NOTE:
The Prefix "5g_guti." allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.

[image: image3.emf]NF Service Consume AMF

PATCH …/ue_contexts/{ueContextId} (delta)

2. 200 OK (resource representation)


Figure 5.2.2.2.1-1 UE Context Transfer

1.
The NF Service Consumer, e.g. target AMF, shall send a PATCH request, to modify the attribute "ueContextTransferStatus" to the value "Transitory".  

2. 
The (source) AMF shall respond with the status code 200 OK if the request is accepted. The payload body of the PATCH response shall contain the representation of the requested UE Context, where the attribute "ueContextTransferStatus" is set to "Transitory". 

Editor's Note: the description of failure cases is FFS.

5.2.2.2.2
<Procedure 1 using UEContextTransfer service operation>

5.2.2.2.3
<Procedure 2 using UEContextTransfer service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.

5.2.2.3
RegistrationCompleteNotify
This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.2.2.3.1
General

The RegistrationCompleteNotify service operation is used during the following procedure:

· General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The RegistrationCompleteNotify service operation is invoked by a NF Service Consumer, e.g. the target AMF, towards the Service Producer, i.e. the source AMF, to notify the result of previous UE Context transfer for a given UE (see subclause 5.2.2.2.1).  

The NF Service Consumer (e.g. the target AMF) shall notify the previous UE Context transfer result by using HTTP method PATCH with the following URL. See also Figure 5.2.2.3.1-1. 

The URL: "{apiRoot}/namf_communication/v1/ue_contexts/{ueContextId}", where the ueContextId is composed by 5g_guti.{5gGuti}.

[image: image4.emf]NF Service Consumer
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Figure 5.2.2.3.1-1 Registration Complete Notify
1.
The NF Service Consumer, e.g. target AMF, shall send a PATCH request, to update the attribute "ueContextTransferStatus" for the UE Context resource, which is identified by the UE's 5G-GUTI, in the source AMF. The attribute "ueContextTransferStatus" shall be set to "Unsuccessful", if the UE Context Transfer procedure has failed, i.e. the source AMF shall keep the UE Context as if the context transfer procedure had not happened; or the attribute "ueContextTransferStatus" shall be set to "Successful", if the UE Context Transfer procedure has successfully completed and the target AMF has taken over the UE Context. 
2.
The (source) AMF shall respond with the status code 204 NO Content if the request is accepted. 

Editor's Note 1:
The value of attribute ueContextTransferStatus is from an enumeration, [NULL, TRANSITORY, 
UNSUCCESSFUL, SUCCESSFUL], and the values TRANSITORY, UNSUCCESSFUL, SUCCESSFUL indicate a temporary state, after an implementation specific timer, the ueContextTransferStatus will be reset to Null for TRANSITORY, UNSUCCESSFUL, or the UE context will be removed for SUCCESSFUL. This will be clarified in clause 6.
5.2.2.3.2
<Procedure 1 using RegistrationCompleteNotify service operation>

5.2.2.3.3
<Procedure 2 using RegistrationCompleteNotify service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.3.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.

5.2.2.4
N1MessageNotify
This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.2.2.4.1
General

The N1MessageNotify service operation is used by a AMF notifying the N1 message received from the UE to a destination CN NF, and it is used in the following procedures:

-
Registration with AMF re-allocation (See subclause 4.2.2.2.3 in 3GPP TS 23.502[3])

Editor's Note 1:
If this is only SA2 procedure using this service operation, the following requirements can stay in this general subclause, otherwise, the following requirements are moved to its own subclause, i.e. a new subclause is to be created.

Editor's Note 2:
There may some issues with the SA2 requirement:

˗
N1MessageNotify service operation: producer = AMF receiving the N1 message, Notify semantic, generic AMF operation towards possibly any NF Service Consumer: In this case, how the initial AMF to find the target AMF notification (evt_sink URL) is FFS, since the NF service discovery is to lookup a service producer. 

˗
Rpc/relocate: producer = target AMF, request/response semantic, specific operation for N1 message rerouting between two AMFs

The N1MessageNotify service operation is invoked by an initial AMF (as a Service Consumer) towards a target AMF, when the initial AMF determines that the selected target AMF shall be the AMF to serve the UE, based on local policy and subscription information. 
The initial AMF shall invoke the service operation by using HTTP method POST, by addressing remote procedure for such AMF relocation, in the target AMF. See the figure 5.2.2.4.1-1 as below. The initial AMF shall include the following information in the HTTP Request message body: 

RAN NGAP ID and; (the information enabling (R)AN to identify the N2 terminating point) 
the NAS message;

the UE's SUPI and MM Context;

the Allowed NSSAI together with the corresponding NSI IDs (if network slicing is used and the initial AMF has obtained).
The target AMF shall response with status code 204 indicating the requested procedure call is accepted.

Figure 5.2.2.4.1-1


[image: image5]
URL to invoke the service operation:

"{apiRoot}/namf_ommunication/v1/rpc/relocate_amf"
5.2.2.4.2
<Procedure 1 using N1MessageNotify service operation>

5.2.2.4.3
<Procedure 2 using N1MessageNotify service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.4.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
5.2.2.5
N1N2MessageTransfer
This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.2.2.5.1
General

The N1N2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information to the UE and/or 5G-AN through the AMF in the following procedures:

-
Network triggered Service Request (see subclause 4.2.3.4 in 3GPP 23.502[3]

-
PDU Session establishment (See subclause 4.3.2 in 3GPP TS 23.502[3])

-
PDU Session modification (See subclause 4.3.3 in 3GPP TS 23.502[3])

-
PDU Session release (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
Session continuity, service continuity and UP path management (See subclause 4.3.4 in 3GPP TS 23.502[3])

-
SMS over NAS procedures (See subclause 4.13.3 in 3GPP TS 23.502 [3]

Editor's Note 1:
It is FFS if more stage 2 procedures may use the service operation.

The NF Service Consumer may invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL: 

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId}/n1_n2_messages" where the ueContextId is composed by supi.{supi} or pei.{pei}.

NOTE 1:
The Prefix supi. allows the receiver knowing which identifier, e.g. 5g_guti, supi, pei, is used to identify the UE context.

NOTE 2:
It is assumed there is a collection of sub-resource for n1_n2_messages, to be created in the AMF, for each received N1 and/or N2 information included in the POST request, i.e. a n1_n2_messages queue is defined in the AMF, adding a N1/N2 Message into the end of N1/N2 message queue when the service is invoked.
The NF Service Consumer may invoke the service operation by using HTTP method PUT, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL:

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ ueContextId }/n1_n2_messages/{n1N2MessageId} where the ueContextId is composed by supi.{supi} or pei.{pei}.

NOTE 3: 
When using HTTP PUT, since the service operation may be invoked by more than one NF Service Consumers, e.g. SMF1 and SMF2, to avoid the N1/N2 information being overwritten (by the nature of PUT), it is proposed that the NF Service Consumer allocate the n1N2MessageId, where the construction of this ID should consider the overlapping, e.g. NF Service Consumer ID is embedded.  

The NF Service Consumer may invoke the service operation by using HTTP method PATCH, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the following URL:

"{apiRoot}/namf_ommunication/v1/ue_contexts/{ueContextId} where the ueContextId is composed by supi.{supi} or pei.{pei}. 

NOTE 4:
When using HTTP PATCH, e.g. using JSON PATCH, the N1 and/or N2 information will be appended under the top level resource ueContext, e.g. {"op": "add", "path": "/n1_msg_containers/-", "value" :  "cid:content-id-1"}.
Editor's Note 2:
Which HTTP method to be used for this service operation is FFS.

The NF may include the following information in the HTTP Request message body:

· SUPI 
· PDU Session ID 
· N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)

· N1 SM information

· Priority
· Paging Policy Indication
· Notification URL (used for receiving Paging Failure Indication)

· RAT and/or AN type for the PDU Session

Editor's Note 3:
Including possible additional parameters is FFS.
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Figure 5.2.2.5.1-1 N1N2MessageTransfer
1.
The NF Service Consumer may send a POST, PUT or PATCH request to transfer N1 and N2 information.

2.
If the request is accepted, the AMF shall the representation of the created resource or sub-resource together 
with the status code 200 when the POST is used or with the status code 204 No Content. 

Editor's Note 4: the description of failure cases is FFS.

Editor's Note 5: when using POST, it is FFS whether the AMF need return a resource ID.
5.2.2.5.2
When the UE is in CM-IDLE
And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
When the N1N2MessageTransfer service operation is invoked by a NF Service Consumer for a UE is in CM-IDLE state, the AMF shall:

- 
respond with the status code 204 and update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable, if the asynchronous type communication is invoked;

- 
respond with the status code 200 if the paging is issued;

-
shall notify the NF which invoked the service operation and if the Notification URL is included, when the AMF determine if the paging has failed.

Editor's Note 1: How should the AMF notify the service consumer (e.g. SMF) if the paging is failed. Should use Notify (AMF service) or to consume Nsmf_PDUSession_Update SM Context is FFS. The possible solution is to let the AMF to send a notify for the failure. This changes the Operation Semantics defined in SA2 which is Request/Response.

-
respond with the status code 503 if the paging is not performed, together with a Cause code included in the message body to indicate the detail of failure, e.g. UE is not reachable for paging, or UE is not reachable for paging just for the NF which invoked the service operation, or UE is in a Non-allowed area while the Priority included does not indicate a regulatory prioritized service, or UE is currently involved in an AMF relocation procedure.

5.2.2.5.3
<Procedure 2 using N1N2MessageTransfer service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.2.2.5.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
5.3
Namf_EventExposure Service

This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. AMF and NF Service Consumer(s), and list the service operations it supports.
5.3.1
Service Description
The AMF may offer this service as a Service Provider to enable an NF to subscribe and get notified about an event. The known Service Consumers are NEF, SMF, PCF, UDM. See also subclause 5.2.2.3.1 and 5.4.2 of 3GPP TS 23.502.

Editor's Note: Stage 2 has specified the following requirements, however the detail of these events, e.g. how these events are used, is FFS.  
 Following UE mobility information event are considered:
-
Location changes (TAI, Cell ID, N3IWF node, UE local IP address and optionally UDP source port number);

-
AN type changes (3GPP access or non-3GPP access);
-
Registration state changes (Registered or Deregistered);
-
Connectivity state changes (IDLE or CONNECTED);

-
UE loss of communication;

-
UE reachability status along with optional list of sessions to be activated; 

-
Mobility statistics and

 -
UE indication of switching off SMS over NAS service.
To support external exposure of network capabilities, the AMF may be required to notify the NEF if the following event is subscribed as described in clause 5.4.2 of 3GPP TS 23.502 [x].
Table 5.3.1-1: List of event for monitoring capability applicable to the AMF
	Event
	Description
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	AMF

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CONNECTED mode or when the UE will become reachable for paging, e.g., periodic registration update timer.
	AMF


	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE. One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For One-time Reporting is supported only for the Last Known Location.
	AMF

	Communication failure
	It is identified by RAN/NAS release code
	AMF

	Availability after DNN failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.
	AMF

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID), TA level or other formats e.g. shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.

NOTE 3:
Aforementioned list of monitoring events is not exhaustive.


The relations/synergies between internal exposure and external exposure is FFS. E.g. Location changes and Location reporting can be the same event; UE reachability status along with optional list of sessions to be activated and UE reachability can be the same event,
5.3.2 
Service Operations
This subclause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
5.3.2.1
Introduction

This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.3.2.2 
Subscribe
5.3.2.2.1
General

The Service Operation is used by a NF Service Consumer (e.g. NEF) to subscribe to an event(s) for one UE, group of UE(s) or any UE.
5.3.2.2.2
Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE. 
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with the following URL. 

The URL: "{apiRoot}/namf_event_exposure/v1/subscriptions"

The NF Service Consumer may include the following information in the HTTP message body: 

· NF ID

· UE(s) Identification (one UE ID, identification for a group of UE(s), any UE)
· Event Filters with Event Id(s), Event co-relation ID
· Immediate one time notification flag
· reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Editor's Note 1: Possible additional parameters are FFS.

Editor's Note 2: Some parameters above, e.g. Event co-relation ID, require further clarification.

The NF Service Consumer shall also include a Notification URL in the message body. 
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Figure 5.3.2.2.2-1 Subscribe for Creation
1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created.

2.
If the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. 

Editor's Note 3: the description of failure cases is FFS.

5.3.2.2.3
Modification of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to modify an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall modify the subscription by using:

HTTP method PUT if the modification is to replace the following sub-resource in the subscription with the following URLs.

· URL: "{apiRoot}/namf_event_exposure/v1/subscriptions/{subscriptionId}/ue", when the modification is related UE(s), e.g. change from "any UE" to a specific UE. 
· URL: "{apiRoot}/namf_event_exposure/v1/subscriptions/{subscriptionId}/event/{eventId}", when the modification is related a specific event.

The NF Service Consumer may modify the subscription by using HTTP method PATCH with the following URL.

· URL: "{apiRoot}/namf_event_exposure/v1/subscriptions/{subscriptionId}" 
Editor's Note 1: Possible more HTTP method, e.g. HTTP DELETE to delete an event in a subscription, is FFS.

See also Figure 5.3.2.2.3-1 below.
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Figure 5.3.2.2.3-1 Subscribe for Modification

1.
The NF Service Consumer shall send a PUT or PATCH request to modify a subscription resource in the AMF.

2.
If the request is accepted, the AMF shall the representation of the modified subscription resource or its sub-
resource together with the status code 200. 

Editor's Note 2: the description of failure cases is FFS.
5.3.2.3 
Unsubscribe
5.3.2.3.1
General

The Unsubscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, to remove an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall use HTTP method DELETE with the following URL to request the deletion toward the AMF. See also Figure 5.3.2.3.1-1.

URL: "{apiRoot}/namf_event_exposure/v1/subscriptions/{subscriptionId}"
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Figure 5.3.2.3.1-1 Unsubscribe a subscription

1.
The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2.
If the request is accepted, the AMF shall reply with the status code 204 indicating the resource identified by 
subscription ID is successfully deleted in the response message.
Editor's Note: the description of failure cases is FFS.
5.3.2.4 
Notify

5.3.2.4.1
General

The Notify service operation is invoked by the AMF, to send a notification, towards the notification URL, when certain event included in the subscription has taken place. 

The AMF shall use HTTP method POST, using the notification URL received in the subscription creation as specified in subclause 5.3.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, to send a notification. See Figure 5.3.2.4.1-1.

The Notify service operation shall also be invoked by the AMF, when it determines to delete certain subscriptions.

Editor's Note 1: It is FFS whether and how a server to notify the resource is deleted. Such server initiated resource deletion should have the same mechanism for all 3GPP scenarios.
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Figure 5.3.2.4.1-1 Notify

1. The AMF shall send a POST request to send a notification.

2. If the notification is received, the NF Service Consumer shall acknowledge reply with the status code 204 indicating the notification is received, in the response message.

Editor's Note 2: the description of failure cases is FFS.
5.3.2.4.3
<Procedure 2 using Subscribe service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.3.2.4.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods.
5.4
Namf_MT Service

5.4.1
Service Description

This subclause will provide a general description of the related service, include a description of the functional elements involved in the invocation of the service, i.e. AMF and NF Service Consumer(s), and list the service operations it supports.
5.4.2
Service Operations

For the Namf_MT Service the following service operations are defined:

-
EnableUEReachability
5.4.2.1
Introduction

5.4.2.2 
EnableUEReachability
5.4.2.2.1
General

The EnableUEReachability service operation is used in the following procedure:

· MT SMS over NAS in CM-IDLE state (see 3GPP TS 23.502 [3], subclause 4.13.3.6)
The EnableUEReachability service operation shall be invoked by the NF Service Consumer (e.g. SMSF) to enable the reachability of the UE. The service operation triggers the AMF to page the UE if the UE is in CM-IDLE state and the NAS message is to be sent over via 3GPP access. The AMF shall accept the request and respond to the SMSF immediately if the UE is in CM-CONNECTED state.
The NF Service Consumer shall invoke the service by using the HTTP method PUT, to update the state of the UE to be reachable, which is identified by the UE’s SUPI. The AMF shall update the state of the UE to CM-CONNECTED state by paging the UE if the UE is in CM-IDLE state. If the UE is not reachable, the AMF shall indicate to the NF Service Consumer in the response.
5.4.2.2.2
Procedure using Enable UE Reachability
Figure 5.4.2.2.1-1 shows a scenario where the NF Service Consumer (e.g. SMSF) sends a request to the AMF to make the UE reachable. The URI included in the request shall be {apiRoot}/namf_mt/v1/ue_contexts/{ueContextId}/ue_reachind. Where the ueContextId is composed by supi.{supi}.
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Figure 5.4.2.2.2-1: NF Service Consumer enables the reachability of the UE

1.
The NF Service Consumer sends a PUT request to the resource representing the ueReachInd resource of the AMF. The payload body of the PUT request shall contain a representation of the ueReachInd resource to be updated. 

2.
On success, "204 No Context" shall be returned. 
The definition of the ueReachInd resource is specified in subclause 6.3.3.

Editor's Note: the description of failure cases is FFS.
5.4.2.2.3
<Procedure 2 using Subscribe service operation>

And so on if there are more than 2 procedures that need to be described for the service.

Subclauses 5.4.2.2.x are optional to include. They can be specified e.g. if a service operation is implemented using different combinations of resources and methods..
6
API Definitions

6.1
Namf_Communication Service API 

6.1.1
API URI
This subclause specifies the API Name and Version. 

6.1.2
Usage of HTTP

6.1.2.1
General

This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.1.2.2
HTTP standard headers

6.1.2.2.1
General

6.1.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.1.2.3
HTTP custom headers

6.1.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.

6.1.3
Resources 

6.1.3.1
Overview
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Figure 6.1.3.1-1: Resource URI structure of the Namf_Communication API

Editor's Note: The Resource URI structure and the Resource Model is FFS.

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.1.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	ueContext

	…/ue_contexts/{ueContextId}


	PATCH 

	Mapped to the service operations UEContextTransfer, RegistrationCompleteNotify

and N1N2MessageTransfer

	n1N2Message
	…/ue_contexts/{ueContextId}/n1_n2_messages/
	POST
	Mapped to the service operation N1N2MessageTransfer

	n1N2Message
	…/ue_contexts/{ueContextId}/n1_n2_messages/{n1N2MessageId}
	PUT
	Mapped to the service operation N1N2MessageTransfer

	NOTE 1: The ueContextId is composed by 5g_guti.{5gGuti}, or supi.{supi}, or pei.{pei}, where the prefix, e.g. "5g_guti." allows the receiver knowing which identifier, e.g. 5g_guti, is used to identify the UE context.


Editor's Note 2: Which HTTP method, i.e. POST, PUT or PATCH, to be mapped to the service operation N1N2MessageTransfer is FFS.
6.1.3.2
Resource: <resource 1>

Where <resource 1> is to be replaced by the resource name, e.g. PduSession. 

6.1.3.2.1
Description

This subclause will specify what the resource represents or what it is used for. 

6.1.3.2.2
Resource Definition

This subclause will describe the Resource URI and the supported resource variables.

Resource URI: <resource URI>
This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	
	

	
	

	
	


6.1.3.2.3
Resource Standard Methods

The following subclauses will specify the standard methods supported by the resource.

It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.3.2.3.1
< method 1 >

This subclause will specify the meaning of the method applied on the resource. 

This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or <leave empty>
	<only if applicable>


This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.

Table 6.1.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.3.2.3.2
< method 2 >

And so on if there are more than two methods supported by the resource. Same structure as in subclause 6.1.3.2.3.1.

6.1.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.3.2.4.1
Overview

Table 6.1.3.2.4.1-1: Custom operations

	Custom operaration URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.1.3.2.4.2
Operation: < operation 1 >

This subclause will specify the meaning of the operation applied on the resource. 

6.1.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.1.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.2.2-2.

Table 6.1.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.3.2.4.3
Operation: < operation 2 >

And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.1.3.2.4.1.

6.1.3.3
Resource: <resource 2>

And so on if there are more than two resources supported by the service. Same structure as in subclause 6.1.3.2. 

6.1.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 

6.1.4.1
Overview

This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.1.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.1.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.1.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.1.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the response data structures and response codes specified in tables 6.1.4.2.2-1 and 6.1.4.2.2-2.

Table 6.1.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.1.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.1.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.1.4.2. 

6.1.5
Notifications

6.1.5.1
General

This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

6.1.5.2
<notification 1>

6.1.5.3
<notification 2>

6.1.6
Data Model

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.1.6.1-1 specifies the data types defined for the Namf service based interface protocol.

Table 6.1.6.1-1: Namf specific Data Types

	Data type
	Section defined
	Description

	
	
	


Table 6.1.6.1-2 specifies data types re-used by the Namf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf service based interface. 

Table 6.1.6.1-2: Namf re-used Data Types

	Data type
	Reference
	Comments

	
	
	


6.1.6.2
Structured data types

This subclause will specify the structured data types.

6.1.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

6.1.6.2.2
Type: <TypeName 1>

"Data type" may provide the name of a named data type (structured, simple or enum) that is defined elsewhere in this document, or in a referenced document. In case of a referenced type from another document, a reference to the defining document shall be included in the "Description" column. 

"Presence" (P) defines whether the presence of the information element is Mandatory (M), Conditional (C) or Optional (O) within the data structure. 

"Cardinality" defines the allowed number of occurrence. A cardinality of N greater than 1 indicates an array.

"Description" describes the meaning and use of the attribute. 

Table 6.1.6.2.2-1: Definition of type <TypeName 1>

	Attribute name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


6.1.6.2.3
Type: <TypeName 2>

And so on if there are more types to specify.

6.1.6.3
Simple data types and enumerations

This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.1.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	<one simple data type, e.g. boolean, integer, null, number, string>
	


6.1.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.1.5.3.3-1.

Table 6.1.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.1.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.

6.1.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.1.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.1.3. and 6.1.4. 

Editor's Note:
 A subclause 6.1.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 

6.2
Namf_EventExposure Service API 

6.2.1
API URI
This subclause specifies the API Name and Version. 

6.2.2
Usage of HTTP

6.2.2.1
General

This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.2.2.2
HTTP standard headers

6.2.2.2.1
General

6.2.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.2.2.3
HTTP custom headers

6.2.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.

6.2.3
Resources 

6.2.3.1
Overview
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Figure 6.2.3.1-1: Resource URI structure of the Namf_EventExposure API

NOTE: "/ue" is the sub-resource and the data type can be an array, and "/events" is a collection of resource.
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.2.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	subscription
	.../subscriptions
	POST
	Mapped to the service operation Subscribe, when to create a subscription

	ue
	…/subscriptions/{subscriptionId}/ue
	PUT
	Mapped to the service operation Subscribe, when to replace applicable UE(s)

	event
	…/namf_event_exposure/v1/subscriptions/{subscriptionId}/events/{eventId}
	PUT
	Mapped to the service operation Subscribe, when to replace an event

	subscription
	…/namf_EventExposure/v1/subscriptions/{subscriptionId}
	PATCH
	Mapped to the service operation Subscribe, when to modify

	subscription
	.../namf_event_exposure/v1/subscriptions/{subscriptionId}
	DELETE
	Mapped to the service operation Unsubscribe

	subscription
	Notification url
	POST
	Mapped to the service operation Notify


6.2.3.2
Resource: <resource 1>

Where <resource 1> is to be replaced by the resource name, e.g. PduSession. 

6.2.3.2.1
Description

This subclause will specify what the resource represents or what it is used for. 

6.2.3.2.2
Resource Definition

This subclause will describe the Resource URI and the supported resource variables.

Resource URI: <resource URI>
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	
	

	
	

	
	


6.2.3.2.3
Resource Standard Methods

The following subclauses will specify the standard methods supported by the resource.

It will describe, for each method, the use of the method, the URI query parameters supported by the method, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.3.2.3.1
< method 1 >

This subclause will specify the meaning of the method applied on the resource. 

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	<name> or n/a
	<type> or <leave empty>
	<M, C or O>
	0..1 or 1 or 0..N or <leave empty>
	<only if applicable>


This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.3.2.3.2
< method 2 >

And so on if there are more than two methods supported by the resource. Same structure as in subclause 6.2.3.2.3.1.

6.2.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.3.2.4.1
Overview

Table 6.2.3.2.4.1-1: Custom operations

	Custom operaration URI
	Mapped HTTP method
	Description

	<custom operation URI>
	e.g.POST
	<Operation executed by Custom operation>

	
	
	


6.2.3.2.4.2
Operation: < operation 1 >

This subclause will specify the meaning of the operation applied on the resource. 

6.2.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.2.3.2.4.2.2-2.

Table 6.2.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.3.2.4.3
Operation: < operation 2 >

And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.2.3.2.4.1.

6.2.3.3
Resource: <resource 2>

And so on if there are more than two resources supported by the service. Same structure as in subclause 6.2.3.2. 

6.2.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 

6.2.4.1
Overview

This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.2.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.2.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the response data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.

Table 6.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.2.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.2.4.2. 

6.2.5
Notifications

6.2.5.1
General

This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

6.2.5.2
<notification 1>

6.2.5.3
<notification 2>

6.2.6
Data Model

6.2.6.2
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.2.6.2-1 specifies the data types defined for the Namf service based interface protocol.

Table 6.2.6.2-1: Namf specific Data Types

	Data type
	Section defined
	Description

	
	
	


Table 6.2.6.2-2 specifies data types re-used by the Namf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf service based interface. 

Table 6.2.6.2-2: Namf re-used Data Types

	Data type
	Reference
	Comments

	
	
	


6.2.6.2
Structured data types

This subclause will specify the structured data types.

6.2.6.2.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

6.2.6.2.2
Type: <TypeName 1>

"Data type" may provide the name of a named data type (structured, simple or enum) that is defined elsewhere in this document, or in a referenced document. In case of a referenced type from another document, a reference to the defining document shall be included in the "Description" column. 

"Presence" (P) defines whether the presence of the information element is Mandatory (M), Conditional (C) or Optional (O) within the data structure. 

"Cardinality" defines the allowed number of occurrence. A cardinality of N greater than 1 indicates an array.

"Description" describes the meaning and use of the attribute. 

Table 6.2.6.2.2-1: Definition of type <TypeName 1>

	Attribute name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


6.2.6.2.3
Type: <TypeName 2>

And so on if there are more types to specify.

6.2.6.3
Simple data types and enumerations

This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.2.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.2.6.3.2
Simple data types 

The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	
	


6.2.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.2.5.3.3-1.

Table 6.2.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.2.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.

6.2.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.2.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.2.3. and 6.2.4. 

Editor's Note:
 A subclause 6.2.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs. 
6.3
Namf_MT Service API 

6.3.1
API URI
This subclause specifies the API Name and Version. 

6.3.2
Usage of HTTP

6.3.2.1
General

This subclause will include a reference to TS 29.500 for the description of the Transport and HTTP/2.0 protocol requirements and for the security requirements.

6.3.2.2
HTTP standard headers

6.3.2.2.1
General

6.3.2.2.2
Content type 

This subclause will indicate the encoding of HTTP requests/responses and the applicable MIME media type for the related Content-Type header. 

6.3.2.3
HTTP custom headers

6.3.2.3.1
General

This clause will list, if applicable, the possible reused HTTP custom headers and the definition of new HTTP custom headers introduced by this specification.

6.3.3
Resources 

6.3.3.1
Overview
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Figure 6.3.3.1-1: Resource URI structure of the Namf_MT Service API

Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.3.3.1-1: Resources and methods overview

	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	ueReachInd
	{apiRoot}/namf_mt/v1/ue_contexts/{ueContextId}/ue_reachind
	PUT
	Update the ueReachInd to UE Reachable


6.3.3.2
Resource: ueReachInd
6.3.3.2.1
Description

This resource represents the ueReachInd for a SUPI. 

6.3.3.2.2
Resource Definition

Resource URI: {apiRoot}/Namf_Mt/v1/ue_contexts/{ueContextId}ue_reachind
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.

Table 6.3.3.2.2-1: Resource URI variables for this resource
	Name
	Definition

	ueContextId
	Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: "(imsi-[0-9]{5,15}|nai-.+)"

	
	

	
	


6.3.3.2.3
Resource Standard Methods

6.3.3.2.3.1
PUT
This subclause will specify the meaning of the method applied on the resource. 

This method shall support the URI query parameters specified in table 6.3.3.2.3.1-1.

Table 6.3.3.2.3.1-1: URI query parameters supported by the <method 1> method on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	


This method shall support the request data structures specified in table 6.3.3.2.3.1-2 and the response data structures and response codes specified in table 6.3.3.2.3.1-3.

Table 6.3.3.2.3.1-2: Data structures supported by the <method 1> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	ueReachability

(FFS)
	M
	1
	This define the State of the UE, the value shall be set to UE Reachable.


Table 6.3.3.2.3.1-3: Data structures supported by the <method 1> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	
	
	
	204 No Content
	Indicate the ueReachInd is updated to UE Reachable successfully.

	failureReason

(FFS)<type> or n/a
	O<M, C or O>
	0..1<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	406 Not Acceptable<list applicable codes with name from IETF RFC 7231, etc.>
	Indicate the operation is failed as the UE is not reachable, e.g. after paging.<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.3.3.2.3.2
< method 2 >

And so on if there are more than two methods supported by the resource. Same structure as in subclause 6.3.3.2.3.1.

6.3.3.2.4
Resource Custom Operations

The following subclauses will specify the custom operations supported by the resource.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.3.3.2.4.1
Overview

Table 6.3.3.2.4.1-1: Custom operations

	Custom operaration URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.3.3.2.4.2
Operation: < operation 1 >

This subclause will specify the meaning of the operation applied on the resource. 

6.3.3.2.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.3.3.2.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure and response codes specified in table 6.3.3.2.4.2.2-2.

Table 6.3.3.2.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.3.3.2.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.3.3.2.4.3
Operation: < operation 2 >

And so on if there are more than two operations supported by the resource. Same structure as in subclause 6.3.3.2.4.1.

6.3.3.3
Resource: <resource 2>

And so on if there are more than two resources supported by the service. Same structure as in subclause 6.3.3.2. 

6.3.4
Custom Operations without associated resources 

Editor's Note:
 It is FFS whether to model "custom operations without associated resources" as custom operations applying on a top-level resource, so as to model all the APIs specified in the 5GC with resources and service operations applying on resources. 

6.3.4.1
Overview

This subclause will specify custom operations without any associated resource (i.e. RPC) supported by this API. 

Table 6.3.4.1-1: Custom operations without associated resources

	Custom operation URI
	Mapped HTTP method
	Description

	
	
	

	
	
	


6.3.4.2
Operation: <operation 1>

Where <operation 1> is to be replaced by the name of the custom operation, e.g. Authentication_Information_Request.

It will describe, for each custom operation, the use and the URI of the operation, the HTTP method on which it is mapped, request and response data structures and response codes, and if applicable, HTTP headers specific to the operation.

6.3.4.2.1
Description

This sublause will describe the custom operation and what it is used for, and the custom operation's URI. 

6.3.4.2.2
Operation Definition

This subclause will specify the custom operation and the HTTP method on which it is mapped.

This operation shall support the response data structures and response codes specified in tables 6.3.4.2.2-1 and 6.3.4.2.2-2.

Table 6.3.4.2.2-1: Data structures supported by the <e.g. POST> Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<only if applicable>


Table 6.3.4.2.2-2: Data structures supported by the <e.g. POST> Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	<type> or n/a
	<M, C or O>
	<1 (i.e. object)> or <0..N, 1..N, m..n (i.e. array)> or <leave empty>
	<list applicable codes with name from IETF RFC 7231, etc.>
	<Meaning of the success case> 

or 

<Meaning of the error case with additional statement regarding error handling>


6.3.4.3
Operation: < operation 2>

And so on if there are more than two custom operations supported by the service. Same structure as in subclause 6.3.4.2. 

6.3.5
Notifications

6.3.5.1
General

This subclause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.

6.3.5.2
<notification 1>

6.3.5.3
<notification 2>

6.3.6
Data Model

6.3.6.3
General

This subclause specifies the application data model supported by the API.

Data types that may be common to multiple APIs (offered by the same or different NFs) should be specified in a new separate TS (similar approach as for TS 29.230 for Diameter AVPs).

Table 6.3.6.3-1 specifies the data types defined for the Namf service based interface protocol.

Table 6.3.6.3-1: Namf specific Data Types

	Data type
	Section defined
	Description

	
	
	


Table 6.3.6.3-2 specifies data types re-used by the Namf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf service based interface. 

Table 6.3.6.3-2: Namf re-used Data Types

	Data type
	Reference
	Comments

	
	
	


6.3.6.3
Structured data types

This subclause will specify the structured data types.

6.3.6.3.1
Introduction

This subclause defines the structures to be used in resource representations. 

Allowed structures are: array, object.

6.3.6.3.2
Type: <TypeName 1>

"Data type" may provide the name of a named data type (structured, simple or enum) that is defined elsewhere in this document, or in a referenced document. In case of a referenced type from another document, a reference to the defining document shall be included in the "Description" column. 

"Presence" (P) defines whether the presence of the information element is Mandatory (M), Conditional (C) or Optional (O) within the data structure. 

"Cardinality" defines the allowed number of occurrence. A cardinality of N greater than 1 indicates an array.

"Description" describes the meaning and use of the attribute. 

Table 6.3.6.3.2-1: Definition of type <TypeName 1>

	Attribute name
	Data type
	P
	Cardinality
	Description

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


6.3.6.3.3
Type: <TypeName 2>

And so on if there are more types to specify.

6.3.6.3
Simple data types and enumerations

This subclause will define simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.3.6.3.1
Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.

6.3.6.3.2
Simple data types 

The simple data types defined in table 6.3.6.3.2-1 shall be supported.

Table 6.3.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	
	


6.3.6.3.3
Enumeration: <EnumType1>

The enumeration <EnumType1> represents <something>. It shall comply with the provisions defined in table 6.3.5.3.3-1.

Table 6.3.6.3.3-1: Enumeration < EnumType1>

	Enumeration value
	Description

	
	


6.3.6.3.4
Enumeration: <EnumType2>

And so on if there are more enumerations to define.

6.3.6.4
Binary data

This subclause will specify what is encoded in binary part, if multipart media type is agreed to be supported by CT4 and is supported by the API. It shall be omitted if not applicable.

6.3.7
Error Handling

This subclause will include a reference to the general error handling principles specified in TS 29.501, and further specify any general error handling aspect specific to the API, if any Error handling specific to each method (and resource) is specified in subclauses 6.3.3. and 6.3.4. 

Editor's Note:
 A subclause 6.3.7 Feature Negotiation may be further added to describe the mechanism to provide feature extensibility depending on the extensibility mechanisms that will be agreed for the 5GC SBIs.

Annex A (normative): OpenAPI specification

A.1
General 

This subclause will describe the purpose of the Annex.

A.2
Namf_Communication API

One subclause is introduced per Service, with the corresponding OpenAPI 3.0.0 Document. 

A.3
Namf_EventExposure API
One subclause is introduced per Service, with the corresponding OpenAPI 3.0.0 Document. 

A.4 
Namf_MT

One subclause is introduced per Service, with the corresponding OpenAPI 3.0.0 Document. 
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