
3GPP TSG CT4 Meeting #80
C4-175374
Kochi, India; 23rd – 27th October 2017
Revision of C4-175228, C4-175146
Source:
Huawei
Title:
Pseudo-CR on PGW/SMF address information mapping
Spec:
3GPP TR 29.891
Agenda item:
6.2.1.1
Document for:
Decision

1. Introduction

<Introduction part (optional)
2. Reason for Change

Solution 3 – PGW/SMF address information mapping for interworking with EPC is incomplete, this paper propose to define the solution about the interface information transforming.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 version 1.0.0
* * * First Change * * * *

8.2.3
Solution 3 – PGW/SMF address information mapping

8.2.3.1
General
Interconnection with EPC is required from stage 2, an SMF which integrates the functionality of a PGW-C will behave as an unchanged anchor during inter-RAT system change. If different kinds of protocols are used in EPC and 5GC, it should be allowed that the endpoint using the new protocol (e.g. HTTP) on the SMF side and the endpoint using GTP-C at PGW-C being integrated in the SMF use different interfaces and IP addresses. And the transforming mechanism for the interface information (e.g. IP address, port and session ID) of different interfaces in inter-RAT system shall be defined.

8.2.3.2
Assign both PGW S5/S8 F-TEID and SMF N11/N16 URI
8.2.3.2.1
Solution Description
It is proposed to define the transforming mechanism for the interface information of different interfaces based on the S10 interface specified in 3GPP TS 29 274 [28], with the following adaptations:
-
Create Session Response in PDN Connectivity procedure/SM Context Response in 5GS to EPS mobility from combined PGW-C+SMF to MME/AMF, with:
-
PGW S5/S8 F-TEID for GTP based Control Plane interface;

-
SMF N11/N16 URI for HTTP/2;

-
Context Response/ Forward Relocation Request between MME and AMF, with:

-
PGW S5/S8 F-TEID for GTP based Control Plane interface;
-
SMF N11/N16 URI for HTTP/2.0.
The combined PGW-C+SMF assigns the PGW S5/S8 F-TEID for GTP based Control Plane interface and the SMF N11/N16 URI for HTTP/2, and sends to the AMF/MME. During the mobility from MME to AMF procedure, the related SM Context in the SMF identified by the received SMF N11/N16 URI for HTTP/2 from the MME.
8.2.3.2.2
Evaluation
Pros:

-
Supports different interface information (IP address and session identity) provided by the combined PGW-C+SMF during S5/S8 interface and N11/N16 interface.

Cons:

-
Legacy MME and PGW shall support the SMF N11/N16 URI for HTTP/2.
8.2.3.3
Mapping from PGW S5/S8 F-TEID to SMF N11/N16 URI

8.2.3.3.1
Solution Description
During the mobility procedure from MME to AMF, the AMF maps the received PGW S5/S8 F-TEID for GTP based Control Plane interface to the SMF N11/N16 URI for HTTP/2. The related SM Context in the SMF is identified by the mapped SMF N11/N16 URI for HTTP/2. 
During the mobility procedure from AMF to MME, the AMF/SMF maps the SMF N11/N16 URI for HTTP/2 to the PGW S5/S8 F-TEID for GTP based Control Plane interface. The mapped PGW S5/S8 F-TEID for GTP based Control Plane interface is sent to the target MME by AMF.
8.2.3.3.2
Evaluation

Pros:

-
No impact to the legacy network.

Cons:

-
TEID is 32bits long, may limit the length of the SM Context ID.
-
The combined PGW-C+SMF shall use the same interface information (IP address and session identity) on S5/S8 GTP-C and N11/N16 HTTP/2.
8.2.3.4
Assign both PGW S5/S8 F-TEID and SMF N11/N16 IP address
8.2.3.4.1
Solution Description
The solution shall be based on the S10 interface with the following adaptations:
-
Create Session Response in PDN Connectivity procedure from PGW to MME, with:

-
PGW S5/S8 F-TEID for GTP based Control Plane interface;

-
SMF N11/N16 IP address for HTTP/2;

-
SM Context Response in 5GS to EPS mobility from SMF to AMF, with:

-
PGW S5/S8 IP address;

-
Context Response/ Forward Relocation Request from MME to AMF, with:

-
PGW S5/S8 F-TEID for GTP based Control Plane interface;

-
SMF N11/N16 IP address for HTTP/2;
-
Context Response/ Forward Relocation Request from AMF to MME, with:

-
PGW S5/S8 F-TEID for GTP based Control Plane interface;

-
SMF N11/N16 IP address for HTTP/2.
During the mobility procedure from MME to AMF, the AMF maps the received PGW S5/S8 TEID for GTP based Control Plane interface and the SMF N11/N16 IP address for HTTP/2 to the SMF N11/N16 URI for HTTP/2. The related SM Context in the SMF identified by the mapped SMF N11/N16 URI for HTTP/2. 

During the mobility procedure from AMF to MME, the AMF maps the SM Context ID in the SMF N11/N16 URI for HTTP/2 and the PGW S5/S8 IP address to the PGW S5/S8 F-TEID for GTP based Control Plane interface. The mapped PGW S5/S8 F-TEID for GTP based Control Plane interface is sent to the target MME by AMF.
8.2.3.4.2
Evaluation

Pros:

-
Supports different interface information (IP address) provided by the combined PGW-C+SMF during S5/S8 interface and N11/N16 interface.

Cons:

-
Legacy MME and PGW shall support the SMF N11/N16 IP address for HTTP/2;
-
TEID is 32bits long, may limit the length of the SM Context ID;
-
The combined PGW-C+SMF shall use the same interface information (session identity) on S5/S8 GTP-C and N11/N16 HTTP/2.0.
* * * End of Changes * * * *

