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1. Reason for Change
This pCR proposes alignments of the requirements documented for NF service registration and discovery on the latest stage 2 requirements.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v1.0.0.
* * * First Change * * * *

6.8.1.2
NF service discovery

The following CT4 requirements apply for NF service discovery: 

1)
A NF instance shall be able to find the NRF by its own, e.g. using local configuration or DNS. The NRF may be network slice specific.

2)
The NF instance information in the NRF includes: 

-
the NF instance identifier; 

- 
the NF Set identifier (for AMFs);

-
the NF type (e.g. SMF); 

-
the NF services it supports;

-
NF service authorization information to control whether a requester NF is permitted to discover the NF; this includes: 

-
the type(s) and PLMN ID of the NFs allowed to discover the NF instance during the NF service discovery procedure;

-
the network slice(s) of the NFs allowed to discover the NF instance during the NF service discovery procedure. 

-
NF service specific information, per supported NF service, including:

-
NF service name; 

-
NF service version; 

-
protocols and addresss information (e.g. URI, IP address or FQDN) for use by other NF to access the NF service; a NF service in a NF instance may be accessible via different protocols and address information. Different services of a same NF instance may be accessible via different address information;

-
NF service authorization information to control whether a requester NF is permitted to access the NF service; this includes: 

-
the type(s) and PLMN ID of the NFs allowed to access the NF for consuming the NF service;

-
the network slice(s) of the NFs allowed to access the NF for consuming the NF service;
-
notification endpoint (e.g. notification URL) for each type of notification that the NF service is interested in receiving (i.e. subscription to notifications via the NRF);
-
the PLMN ID and the network slice instance(s) to which the NF instance pertains;

-
the static capacity of the NF instance at the NF or NF service level (relative to other NF instances of the same type); 

-
the supported DNNs, for SMF instances;

-
the location of the NF (e.g. list of TAIs the NF instance can serve);

-
Load information at the NF and NF service level. 

3)
A Requester NF instance shall include in the discovery request to the NRF:

-
the target NF Service Name;

-
the NF type of the target NF (e.g. SMF); 

-
the NF Type of the Requester NF.

The Requester NF instance may additionally include the following parameters in the discovery request to the NRF:


-
S-NSSAI; 


-
target NF/NF service PLMN ID (e.g. to select an SMF in a HPLMN); 
-
serving PLMN ID;

-
NF Service Consumer ID;
-
DNN (applicable to SMF instances only);

-
DNAI (applicable to SMF instances only);

-
specific NF Service Producer Instance (e.g. to get discovery information if a Requesting NF is a NF Service Producer with an existing binding to a NF from which it wants to receive reciprocal services);

-
user location information (e.g. TAI or Cell Id), e.g. to discover a target AMF during inter-AMF handovers based on the target cell, or to discover an SMF in a certain service area;

4) 
The NRF shall return only those NF instances and NF service instance(s) that match the attributes specified by the Requester NF.  It shall provide all NF instance and NF service instance information specified in 2), except NF Service Authorization Information shall only indicate for each returned NF instance, the subset of the NF service instance(s) authorized for the Requesting NF, and DNN / DNAI information shall only be a subset of the requested DNNs/DNAIs.

5)
The NRF shall be able to authenticate the Requester NF and authorize the NF service discovery request based on the Requester NF attributes (e.g. NF type, PLMN ID) and the requested NF service attributes (e.g. NF type).

6)
A Requester NF instance shall be able to cache the NF instance(s) and NF service instance(s) it has discovered. The cache may be used for future NF service discovery, for the same or different UEs. The NRF shall be able to return in the NF service discovery response a validity period during which the returned information is considered as valid and can be cached by the requester NF instance.

7)
A NF instance shall be able to subscribe to loading level updates and registration events (update or new registration, or de-registration) for specific NF type(s), NF service(s), Network Slices and/or NF instance(s), e.g. to get notified about the availability of a new NF instance or about the unavailability of existing NF instances.

Editor's Note: requirements about subscriptions to loading level updates need further discussion. 

8)
Multiple UDM instances serving dedicated subscriber groups may be deployed within one PLMN. Hence it shall be possible to discover and select the UDM instance based on the subscriber identity (SUPI).
* * * Next Change * * * *

6.8.1.4
NF Service Registration and De-registration

The stage 2 requirements on NF Service Registration and De-registration requires CT4 to specify a mechanism to enable a NF Service Producer or another authorized entity such as an OAM function to: 

-
register its NF instance related information and supported NF service instance(s) on the NRF;

-
update the NRF if there is any change on the information it has registered on the NRF, e.g. due to upgrade of the services, the change of Endpoint information of a NF service;

-
de-register itself from the NRF;

in order to keep the NRF aware of the available NF Service Producer instances and their supported services.
The NF instance while registering the list of NF services it supports, for each NF service, may provide a notification endpoint information for each type of notification service that the NF service is prepared to consume, to the NRF during the NF instance registration. The NF instance may also update or delete the NF service related parameters (e.g to delete the notification endpoint information). 
* * * End of Changes * * * *

