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1. Introduction

<Introduction part (optional)>

2. Reason for Change

AMF planned removal/AMF Failure procedure with UDSF has been defined in TR 29.891, while the AMF planned removal/AMF Failure procedure without UDSF shall also be specified.
For the Stateless AMF without UDSF, the UE’s binding can be updated by several methods, it is specified in the principle part.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 version 1.0.0
* * * First Change * * * *

10.4.2.2.2
Solution 2: Support Stateless AMF without UDSF
The solution of stateless AMF without UDSF is shown as in the following figure.
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Figure 10.4.2.2.2-1 Example Flow
1.
UE initiates registration to AMF instance x1. AMF instance x1 is registered in the UDM with Globally Unique AMF ID (GUMAI), which includes AMF Region ID + AMF-Set-X-ID + AMF instance x1 + PLMN-ID. 

2.
UDM sends the acknowledgement. AMF instance x1 serves the UE.
3.
AMF x1 performs the removal procedure without UDSF (see 3GPP TS 23.501 [2] clause 5.21.2.2.2), UE contexts are transferred to AMF x2.
4.
AMF x1 notifies the AMF x2 that it will be unavailable.
5.
AMF x1 notifies the UDM that it will be unavailable, and the corresponding target AMF is AMF x2. The UDM stores the AMF Region ID + AMF-Set-X-ID + AMF instance x2 + PLMN-ID for the UE.

6.
UDM sends the acknowledgement. AMF instance x2 serves the UE.
7.
Before tear down, the NRF is updated accordingly (how this is done is FFS).
* * * First Change * * * *

10.4.2.4
Principles

All NF instances from the same set support exactly the same functionality, they have the same NF type, from the same vendor, the same feature support.

Opaque data stored in the UDSF are uniquely identified (within a PLMN) by NF-Set-ID + UE Identity which serves as a key to access the data.

UDSF access may be limited to create/delete/read/update operations; need for subscribe/notify use cases is ffs.

NRF query with NF-Set-ID + PLMN-ID may be used to discover all currently active NF- instances belonging to the NF-Set in the PLMN.

NFs that store a UE's binding to another NF, e.g. SMF stores the AMF ID, while the AMF is stateless. need to detect whether the other NF is a potentially stateless NF within a virtualized environment (i.e. may disappear at any time). If so, these NFs use the stored Set-ID to query the NRF to discover whether the stored instance is still active (if not active: discover alternative instances within the set); as an alternative to the NRF query NFs may keep a valid cache by means of the subscribe/notify mechanism.

Only one NF instance in the NF set can perform update or delete operation for a UE related information in the UDSF at a time, i.e. the UE related information (e.g. context and state) is then locked by this NF instance and this NF instance shall provide its endpoint address information to allow re-direct; the other NF instance in the NF set can only read this UE related information, and if a UE specific request is received by other NF instance in the same NF set, that NF instance should be able to re-direct the request to the NF instance which has locked the UE related information in the UDSF.
For the Stateless AMF without UDSF, the UE’s binding shall be updated by the following methods:

a) An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing UE transactions by including GUAMI(s) configured on this the AMF and its corresponding backup AMF(s), or 

b) The backup AMF shall update the CP NF that the old GUAMI(s) is now served by backup AMF, or

c) The AMF sends the backup AMF information to other CP NFs during the first (per node) interaction with other CP NF. If the CP NFs detects that the AMF is torn down, the CP NFs therefore send the corresponding message to the backup AMF.
* * * End of Changes * * * *
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