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1. Introduction
Existing solutions propose a Heartbeat procedure on SBI level between NRF and NFs, e.g. as described in TR 29.891 section 6.8.2.1 / 6.8.2.2. In practical usage, such mechanism may easily cause heavy load of Heartbeat signaling to the NRF since it requires the NRF to continuously send Heartbeat message to a large number of NFs.
Instead of using Heartbeat procedure on SBI level between NRF and NFs, it should be possible to let an NF to detect the available status of its correlated NFs which have procedure interactions with the former NF. If one NF is detected unavailable, the detecting NF thus sends NF Status Notification Request to the NRF to report the unavailable status of the detected NF. Once the NRF receives a report of NF unavailable status, before mark the detected NF to UNAVAILABLE status, the NRF may first verify the status of detected NF e.g. sending NF Status Report Request to the detected NF to check if no response message.
Such detection and notification of NF status can also be handled by management system e.g. MANO, since management interfaces are required between MANO and NFs and normally such interfaces have the capability of collecting NF status information.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v1.0.0.
* * * First Change * * * *

6.8.2.x
Solution x – Detection anf Notification of NF Status to the NRF
6.8.2.x.1
Solution Description
Instead of introducing SBI level Heartbeat procedure between NRF and NFs, the detection and notification of NF status can be handled by the correlated NFs or the management system e.g. MANO.
When procedure interactions are required between two NFs, these two NFs are regarded as correlated. In this case, one NF can detect the available/unavailable status of the peer side NF, e.g. by checking whether required response message is triggered by the peer side NF. If no response message from the peer side NF after several try, the message originating NF (i.e. detecting NF) determines the peer side NF (i.e. detected NF) is unavailable. The detecting NF then sends NF Status Notification Request to the NRF to inform the unavailable status of the detected NF.
The NRF (i.e. the Nnrf service) shall provide the capability to collect NF status notification. Once the NRF receives an unavailable status report of a detected NF from a detecting NF, the NRF sends NF Status Report Request to the detected NF so as to verify the status of the detected NF. If no NF Status Report Response from the detected NF, the NRF then marks the detected NF to UNAVAILABLE status in its NF instance parameters.
Before sending NRF Status Report Request to the detected NF, the NRF may first authenticate the detecting NF whether it is trustable.
Figure 6.8.2.x.1-1 illustrates the procedure of detection and notification of NF status to the NRF:
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Figure 6.8.2.x-1 Detection and Notification of NF Status
Such detection and notification of NF status can also be handled by management system e.g. MANO, since management interfaces are required between MANO and NFs and normally such interfaces have the capability of collecting NF status information.
6.8.2.x.2
Evaluation
Pros:

-
Signalling load to NRF is reduced, since no need for the NRF to continuously send Heartbeat message to a large number of NFs;

-
Possible to reuse the capability of management system (e.g. MANO) to detect the status of NFs.
Cons:

-
May rely on NFs to report the unavailable status of correlated NFs. 

* * * End of Changes * * * *
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