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1. Reason for Change
3GPP CT4 is assessing candidate protocols for the 5G Service Based Architecture. 
Subclause 6.2.2.2 (HTTP solution) contains the following editor's notes requiring further description and assessment 

Editor's Note:
Extensibility mechanism is to be addressed.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
* * * First Change * * * *
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6.2.2.2
Solution 2 – HTTP
6.2.2.2.1
Solution Description

The Hypertext Transfer Protocol (HTTP) is an IETF defined protocol, which provides stateless application-level protocol for distributed, collaborative, hypertext information systems. The HTTP/1.1 architecture and routing mechanism are defined in IETF RFC 7230 [26]. IETF RFC 7540 [15] defined HTTP/2 to describe an optimized expression of the semantics of the HTTP, HTTP/2 is an alternative to, but does not obsolete, the HTTP/1.1 message syntax, HTTP's existing semantics remain unchanged.
The characteristics of HTTP/1.1 are as follows:

-
A text formatted protocol: HTTP Header is text-based and the HTTP body can be either text-based or binary-encoded,
-
A peer-to-peer communication model with the supporting of forwarding and routing mechanism, such as redirector, proxy,

-
TLS can be applied to provide a transport level security,

-
Extendibility: both HTTP Header and Body can be extended as discussed in subclause 6.2.2.2.1.x,


-
Supporting of Request/Response, Subscription/Notification communication pattern.

Editor's Note:
How to support server-initiated messages is FFS.
HTTP/2 enhanced HTTP/1.1 to achieve better performance, such as:

-
Pure binary protocol, both HTTP Header and HTTP Body can be binary encoded and compressed,

-
Multiplexing,

-
Server side initiated push,
-
Stream based transfer with priority control.

Editor's Note:
HTTP version (HTTP/1.1 or HTTP/2), including appropriate references to RFC will be further discussed.
Application data in the HTTP Body can be binary or text encoded. JSON (see IETF RFC 7159 [16] and IETF draft-newton-json-content-rules [22])) is one language to describe the format of such text-based payloads.
Editor's Note:
HTTP Body encoding methods are FFS.
Many transport layer protocols can be applied to HTTP, such as:
-
TCP/TLS/HTTP: HTTP is in most cases transported using TCP (see IETF RFC 793 [13]), which provides a reliable/security transport;
-
UDP/QUIC/HTTP: QUIC (see IETF draft-ietf-quic-transport [18], IETF draft-ietf-quic-tls [19], IETF draft-ietf-quic-http [20], and IETF draft-ietf-quic-recovery [21]) is a multiplexed and secure transport protocol that runs on top of UDP, while without incurring a dependency on upgrades to middle-boxes.
6.2.2.2.1.x
Extensibility mechanism
The Service-Based Architecture applications are likely to evolve, and indeed one of the key characteristics of the new architecture is that it needs to be flexible and allow innovation and development in an easy manner. 
There are a number of different aspects in extending the system. These include ability to operate over different IP versions, evolve and change the underlying web protocol framework, and the ability to evolve the application components in Service-Based Architecture itself. Experience with Diameter applications in 3GPP has shown that 3GPP applications are frequently extended.
The specific mechanisms used to allow future extensions are for further study. The options and chosen approaches are to be covered in upcoming 3GPP Technical Specification on Principles and Guidelines for 5G System Services Definition. 
Examples of extensibility mechanisms:
a)
Discover the connectivity options, protocols and possibly features supported by the server via the NRF. 
b)
HTTP/1.1 contains an upgrade mechanism to change the protocol, which can be used to upgrade e.g. to HTTP/2. It is not expected that this mechanism is useful for 3GPP to extend applications on top of HTTP.
c)
HTTP/1.1 can be extended by the definition of new header fields; recipients are recommended to ignore unrecognized header fields (see subclause 3.2.1 of IETF RFC 7230 [26]). Such header fields can be, and already have been, defined by 3GPP (see below). In addition, new methods and status codes can be defined.
HTTP/2 continues to allow extensions via new header field, new methods and new status codes, but in addition extensions are permitted to use new frame types, new settings, or new error codes (see subclause 5.5 of IETF RFC 7540 [15]).
d)
Whether the JSON payload within HTTP for an application can be extended without defining a new version of the application that is addressed via URL depends on the IDL that describes the payload: Such extensions are possible if information related to optional or added features is expressed in information elements that will be ignored by a recipient not supporting them. Such extensions are supported by some of the IDLs under consideration:
-
draft-newton-json-content-rules [22] specifies that additional properties within an object are ignored.

-
The OpenAPI 3.0.0 Specification [xe] specifies that by default, additional properties within an object are ignored; this can be controlled via the "additionalProperties" keyword.
e)
It is common practise to express the versions of an application that needs to be addressed in the URL. HTTP routeing will direct the request to a server that supports the URL, and thus also the version. A server can also support different versions of an application and select which version of an application code to invoke based on version information in an URL.
f)
Negotiate supported features which can be used in communication between client and server: 3GPP CT3 has designed a supported feature mechanism for HTTP based applications and uses this mechanism in 3GPP TS 29.155 [xf], 3GPP TS 29.251 [xh] and 3GPP TS 29.116 [xi]. The mechanism works as follows:
-
the "3gpp-Optional-Features" and "3gpp-Required-Features" HTTP header fields defined in 3GPP TS 29.155 [xf], allow an HTTP client to express in an HTTP request features it desires or requires using, respectively;
-
the "3gpp-Accepted-Features" HTTP header field defined in 3GPP TS 29.155 [xf] allows an HTTP client to express in an HTTP responses features it accepts to use.
* * * End of Changes * * * *

