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1. Introduction 
This paper proposes to identify the key issues need to be studied for QUIC, if the migrating from HTTP/2 over TCP on R15 to HTTP/2 over QUIC over UDP on R16 is considered.
2. Discussion

QUIC is an experimental transport layer network protocol supports a set of multiplexed connections between two endpoints over UDP. It designed to provide security protection equivalent to TLS/SSL, along with reduced connection and transport latency, and bandwidth estimation in each direction to avoid congestion. It will improve the performance and resolve Head-Of-Line blocking issue.
QUIC and HTTP/2 overlap in some fields. They have similar definitions on stream, frames, ERROR code and so on. When QUIC is the transport layer and HTTP/2 is application layer, the overlap fields will be terminated on QUIC. So the migration is not just work in HTTP/2 over QUIC without modification. The following key issues shall be studied to meet SBA requirements.

a) How HTTP/2 streams work, mapping the HTTP/2 streams to QUIC or merge them or other complex ways.
b) ERROR code will present at QUIC only, how HTTP/2 aware the errors without coupling with transport layer.
c) QUIC session based on UDP sessions will solve Head-Of-Line blocking issue of TCP, several UDP sessions are created for a QUIC session. Then how to manage those UDP sessions and the load balance between the UDP sessions shall be considered.  
d) The overload and load control mechanism in QUIC
e) Support the HTTP Proxy under QUIC.
f) If the TLS is not used, can security be optional in QUIC?
3. Discussion

It is proposed to agree the corresponding change in TR 29.891 v0.3.0.
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6.2.2.6.2.1
Solution Description
QUIC is a multiplexed and secure transport protocol that runs on top of UDP. QUIC implements techniques learned from experience with TCP, SCTP and other transport protocols. Following are key characteristics of QUIC as described in IETF draft-ietf-quic-transport-05 [18]:
1. Low-latency connection establishment:
QUIC connections are expected to commonly use 0-RTT handshakes, meaning that for most QUIC connections, data can be sent immediately following the client handshake packet, without waiting for a reply from the server.
2. Multiplexing without head-of-line blocking
QUIC ensures that lost packets carrying data for an individual stream only impact that specific stream.
3. Authenticated and encrypted header and payload
Generally, QUIC packets are always authenticated and the payload is typically fully encrypted.
4. Rich signalling for congestion control and loss recovery
QUIC’s packet framing and acknowledgments carry rich information that helps both congestion control and loss recovery in fundamental ways.
5. Stream and connection flow control

QUIC implements stream- and connection-level flow control. A QUIC receiver advertises the maximum amount of data that it is willing to receive on each stream. And QUIC implements connection-level flow control to limit the aggregate buffer that a QUIC receiver is willing to allocate to all streams on a connection.
Some key issues to be studied are identified below:
a) As some of the HTTP/2 features are subsumed by QUIC, it needs to be studied how these features work, e.g.  Stream in both QUIC and HTTP/2, per-stream/connection flow control in both QUIC and HTTP/2. 
b) Several HTTP/2 frame type are not required in HTTP/2+QUIC, when an HTTP/2 defined frame is no longer used, the frame ID has been reserved in order to maximize portability between HTTP/2 and HTTP/2+QUIC implementations as described in IETF draft-ietf-quic-http-05 [20].
c) QUIC allocates error codes 0x0000-0x3FFF to application protocol definition, HTTP/2 may need to adapt these error codes as described in IETF draft-ietf-quic-http-05 [20].
d) QUIC/UDP will solve Head-Of-Line blocking issue of TCP; UDP path management and load balancing under the same QUIC session shall be considered.  

e) How to support the HTTP Proxy under QUIC.
f) End-to-end security is mandatory in QUIC, which could cause issues for intermediaries.
g) How to negotiate the use of QUIC vs. TCP.
6.2.2.6.3
Comparison of transport layer protocols
TCP protocol is widely used in a variety of network systems, especially based on HTTP. Although the HTTP/2 protocol solves the HOL blocking problem from the HTTP layer, but if the transport layer protocol is TCP, there may still be HOL blocking problem at TCP level, in addition, the slow start and congestion control mechanism of TCP protocol will bring some impediment to 5GC.

QUIC provides a good solution to the problems of transport layer and application layer, including dealing with more connections, security, and low latency. QUIC incorporates some of the features such as transport connections, TLS, HTTP/2, but is based on UDP transport.

QUIC also provides multiplexing which solves the HOL blocking problem of TCP.

Because the work on QUIC specifications is still in progress in IETF, QUIC/UDP cannot be considered within the 3GPP Rel-15 timeframe. Consequently, it is recommended to adopt TCP as the transport layer protocol for Rel-15. QUIC/UDP can be further studied for Rel-16.
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