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1. Reason for Change
3GPP TS 23.501 v1.2.0 has already introduced emergency support for 5GS. Accordingly, updates to TR 29.891 are needed.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
* * * First Change * * * *

9.5.1
Requirements


* * * Next Change * * * *

9.5.1.2
Architecture Reference Model for Emergency Services

According to TS 23.501 [2], the non-roaming architectures (Figure 4.2.3-1 and Figure 4.2.3-2 of 3GPP TS 23.501 [2]) and roaming architecture with the visited operator's application function (Figure 4.2.4-1 and Figure 4.2.4-4 of 3GPP TS 23.501 [2]) apply for emergency services. The other roaming architectures with services provided by the home network do not apply for emergency services.

* * * Next Change * * * *

9.5.1.3
SMF / UPF Selection for Emergency services

To support emergency services, a SMF and UPF in the visited PLMN shall be selected, which also guarantees that the IP address is allocated by the visited PLMN.
The AMF selects a SMF based on the Emergency DNN locally configured in the visited PLMN, or the AMF selects the SMF directly from the AMF Emergency Configuration Data. The AMF Emergency Configuration Data contains the Emergency DNN which is used to derive a SMF, or the AMF Emergency Configuration Data may also contain the statically configured SMF for the Emergency DNN.
The SMF selects a UPF based on the Emergency DNN, or the SMF selects the UPF directly from the SMF Emergency Configuration Data. The SMF Emergency Configuration Data contains the Emergency DNN which is used to derive a UPF, or the SMF Emergency Configuration Data may also contain the statically configured UPF for the Emergency DNN.

* * * Next Change * * * *

9.5.1.4
IP Address Allocation

Emergency service is provided by the serving PLMN. The UE and PLMN must have compatible IP address versions in order for the UE to obtain a local emergency PDU Session. IP address allocation in the serving PLMN is provided per subclause 5.8.1 of 3GPP TS 23.501 [2].

* * * Next Change * * * *

9.5.1.5
Mobility and Access Restriction for Emergency services

When Emergency Services are supported and local regulation requires Emergency Sessions to be provided regardless of mobility or access restrictions, the Mobility Restrictions in 3GPP TS 23.501 [2] clause 5.3.4.1 should not be applied to UEs receiving emergency services. When the AN resources for emergency services are established, the ARP value indicates the usage for emergency services to the 5G-AN.
During handovers, the source 5G-AN and source AMF ignore any UE related restrictions during handover evaluation when there are active emergency bearers / PDU session. During handover to a cell in limited service area, the target 5G-AN only accepts the emergency bearers and the target AMF releases the non-emergency PDU sessions that were not accepted by the target 5G-AN.
During Registration Update procedures, the target AMF ignores any mobility or access restrictions for UE with emergency PDU session where required by local regulation. Any non-emergency PDU session are deactivated by the target AMF when not allowed by the subscription for the target location.
Such UEs with only emergency PDU sessions behave as emergency registered. To allow the emergency registered UE to get access to normal services after the emergency session has ended and when it has moved to another area that is not stored by the UE as a forbidden area, after allowing a period of time for subsequent emergency services, the UE may explicitly deregister and register to normal services without waiting for the emergency PDU session deactivation by the SMF.
* * * Next Change * * * *

9.5.1.6
QoS for Emergency services

Where local regulation requires supporting emergency calls from an unauthorised caller, the SMF may not have subscription data. Additionally, the local network may want to provide IMS emergency services support differently than what is allowed by a UE subscription. Therefore, the initial QoS values used for establishing emergency PDU session are configured in the V-SMF (local network) in the SMF Emergency Configuration Data.

This functionality is used by the UE Requested PDU Session procedure, when establishing PDU session for emergency services.
* * * Next Change * * * *

9.5.1.7
Handling of PDU Sessions for Emergency Services

The QoS flow of a PDU Session associated with the emergency DNN shall be dedicated for IMS emergency sessions and shall not allow any other type of traffic. The emergency contexts shall not be changed to non-emergency contexts and vice versa. The UPF shall block any traffic that is not from or to addresses of network entities (e.g. P-CSCF) providing IMS emergency service. 
If there is already an emergency PDU session, the UE shall not request another emergency PDU session. The network shall reject any additional emergency PDU session requests. The UE shall not request PDU session modification for the emergency PDU session. The network  shall reject any UE requested PDU session modification that is for the emergency PDU session. The ARP reserved for emergency service shall only be assigned to QoS flow associated with an emergency PDU session.
* * * End of Changes * * * *

