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1. Reason for Change
In the proposal of this contribution, the NF instance parameters stored in the NRF are classified into different categories: 

a) Parameters which are pre-configured in the NRF;

b) Parameters which allow dynamically updated by the NF;

The category (A) parameters are pre-configured in the NRF via management system e.g. OAM or MANO system. The category (B) parameters may also be pre-configured in the NRF, but it allows dynamically updated by the NF hosting the NF instance identifier.

Furthermore, a requester NF can subscribe the change of NF instance parameters of the requested NF, and thus be notified with the change if the requested NF performs NF instance parameter update procedure to the NRF.
.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
* * * First Change * * * *

6.8.2.x
Solution X – Classification and Update of NF Instance Parameters
6.8.2.x.1
Solution Description
In this solution, the NF instance parameters stored in the NRF are classified in two categories:

a) Parameters which are pre-configured in the NRF;

b) Parameters which allow dynamically updated by the NF;

The category (A) parameters are pre-configured in the NRF via management system e.g. OAM or MANO system. The category (B) parameters may also be pre-configured in the NRF, but it allows dynamically updated by the NF hosting the NF instance identifier.

Furthermore, a requester NF can subscribe the change of NF instance parameters of the requested NF, and thus be notified with the change if the requested NF performs NF instance parameter update procedure to the NRF.
6.8.2.x.2
Classification of NF Instance Parameters in NRF

NF instance parameters stored in the NRF are classified into two different categories:

a) NF instance parameters that are pre-configured in the NRF:

-
the NF instance identifier;
-
the NF type (e.g. AMF, SMF); 
-
the NF instance authentication info (e.g. NF instance token-id);

The NF instance token-id is used for authenticate the requester NF when the requester NF attempts to update the NF instance parameters belonging to the requester NF. 

b) NF instance parameters that allow dynamic updated by NF:

-
NF service authorization information to control whether a requester NF is permitted to discover the NF;

-
NF supported NF services and NF service info, such as: NF service version, protocol and address info, NF service authorization info, etc;

-
the PLMN ID and the network slice instance(s) to which the NF instance pertains;

-
the static capacity of the NF instance at the NF or NF service level; 

-
the supported DNNs, for SMF instances. 

6.8.2.x.3
Update NF Instance Parameters in NRF

When a NF is deployed in the network for the first time, or a NF changes its NF instance parameters, the NF initiates NF Parameter Update procedure (or NF Register procedure) to the NRF, including the NF instance parameters to be updated. 
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Figure 6.8.2.x.3-1 NF Parameter Update proceure

Step 1. The requester NF sends NF Parameter Update Request to the NRF, including NF instance identifier, NF instance token, NF instance parameters to be updated;

Step 2. The NRF authenticates the requester NF and verifies the provided NF instance token. If successful, the NRF updates NF instance parameters stored in the NRF with the new NF instance parameters provided by the requested NF, and sends response message to the requester NF.

6.8.2.x.4
Subscribe and Notify Change of NF Instance Parameters

When a NF needs to discover certain type of NF, it performs NF discovery procedure to the NRF. After successfully retrieving the information of requested NF, the requester NF subscribes the change of NF instance parameters of the requested NF(s) from the NRF.

When the requested NF performs NF instance parameter update to the NRF, the NRF initiates notification to all NFs which have subscribed the change of NF instance parameters of that requested NF, including the changed NF instance parameters.
6.8.2.x.4
Evaluation
The solution provides the capability to allow a NF to update its NF instance parameters stored in the NRF. Other NFs can be notified about the change of NF instance parameter of a dedicated NF if those NFs have subscribed the change of NF instance parameters of this dedicated NF.
* * * Next Change * * * *

6.8.1
Requirements

6.8.1.1
General

Stage 2 requirements for Network Function (NF) Service discovery and for Network Function (NF) discovery and selection are specified in subclauses 7.1.2 and 6.3 of 3GPP TS 23.501 [2].  

The NF service discovery enables a NF to discover NF instance(s) which provide the expected NF service(s). The NF service discovery is implemented by supporting NF discovery using the NRF (Network Repository Function). 

The NF selection consists in selecting one NF instance among the NF instance(s) discovered during the NF service discovery. The NF selection is implemented by the requester NF, e.g. the SMF selection is supported by the AMF. 

6.8.1.2
NF service discovery

The following CT4 requirements apply for NF service discovery: 

1)
A NF instance shall be able to find the NRF by its own, e.g. using local configuration or DNS.  

2)
The NRF shall supports means for NF instances to register or de-register their presence and associated NF instance information to the NRF, to make the NRF aware of the available NF instances and their supported services.  

NOTE:
The NRF registration/de-registration service can be invoked by OAM functions.

3)
The NF instance information in the NRF includes: 

-
the NF instance identifier; 
-
the NF instance authentication info (e.g. NF instance token-id);
-
the NF type (e.g. SMF); 

-
the NF services it supports;

-
NF service authorization information to control whether a requester NF is permitted to discover the NF; this includes: 

-
the type(s) and PLMN ID of the NFs allowed to discover the NF instance during the NF service discovery procedure;

-
NF service specific information, per supported NF service, including:

-
NF service version; 

-
protocols and addresss information (e.g. IP address or FQDN) for use by other NF to access the NF service(s); different services of a same NF instance may be accessible via different address information;

-
NF service authorization information to control whether a requester NF is permitted to access the NF service; this includes: 

-
the type(s) and PLMN ID of the NFs allowed to access the NF for consuming the NF service;

-
the PLMN ID and the network slice instance(s) to which the NF instance pertains;

-
the static capacity of the NF instance at the NF or NF service level (relative to other NF instances of the same type); 

-
the supported DNNs, for SMF instances. 

Editor's Note: Other possible parameters are FFS, e.g. location information.  

4)
A Requester NF instance shall be able to discover:

-
NF instance(s) of a specific NF type (e.g. SMF); 

-
NF instance(s) of a specific NF type supporting specific NF service(s). 

The Requester NF instance may additionally request NF instance(s): 

 -
for a specific network slice instance; 

-
for a specific PLMN (e.g. to select an SMF in a HPLMN); 

-
for a specific DNN (applicable to SMF instances only).

Editor's Note: Other possible parameters to discover a NF instance are FFS, e.g. location information.  

Editor's Note:
It needs to be clarified why to provide the NF type when querying NF instances supporting a specific NF service. 

5)
The NRF shall be able to authenticate the Requester NF and authorize the NF service discovery request based on the Requester NF attributes (e.g. NF type, PLMN ID) and the requested NF service attributes (e.g. NF type).

6)
A Requester NF instance shall be able to cache the NF instance(s) it has discovered. The cache may be used for future NF service discovery, for the same or different UEs. The NRF shall be able to return in the NF service discovery response a validity period during which the returned information is considered as valid and can be cached by the requester NF instance.

7)
A NF instance shall be able to subscribe to registration events (update or new registration, or de-registration) for specific NF type(s), NF service(s) and/or NF instance(s), e.g. to get notified about the availability of a new NF instance or about the unavailability of existing NF instances. 

6.8.1.3
NF service selection

The following CT4 requirements apply for NF service selection: 

1)
If there is already a binding between the Requester NF and the Provider NF, both NFs consume services from each other; e.g. if an AMF-1 instance has selected an SMF-1 instance for a PDU session establishment, SMF-1 shall use AMF-1's services for the same PDU session;

2)
If there is no binding yet between a Requester NF and a Provider NF, the Requester NF discovers the NF instances supporting the expected NF service according to the principles of subsclause 6.8.1.2. The Requester NF then selects one NF instance among the discovered NF functions.  
* * * End of Changes * * * *
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