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1. Introduction 
This paper proposes to identify the key issues need to be studied for QUIC, if the migrating from HTTP/2 over TCP on R15 to HTTP/2 over QUIC over UDP on R16 is considered.
2. Discussion

QUIC is an experimental transport layer network protocol supports a set of multiplexed connections between two endpoints over UDP. It designed to provide security protection equivalent to TLS/SSL, along with reduced connection and transport latency, and bandwidth estimation in each direction to avoid congestion. It will improve the performance and resolve Head-Of-Line blocking issue.
QUIC and HTTP/2 overlap in some fields. They have similar definitions on stream, frames, ERROR code and so on. When QUIC is the transport layer and HTTP/2 is application layer, the overlap fields will be terminated on QUIC. So the migration is not just work in HTTP/2 over QUIC without modification. The following key issues shall be studied to meet SBA requirements.

a) How HTTP/2 streams work, mapping the HTTP/2 streams to QUIC or merge them or other complex ways.
b) ERROR code will present at QUIC only, how HTTP/2 aware the errors without coupling with transport layer.
c) QUIC session based on UDP sessions will solve Head-Of-Line blocking issue of TCP, several UDP sessions are created for a QUIC session. Then how to manage those UDP sessions and the load balance between the UDP sessions shall be considered.  
d) The overload and load control mechanism in QUIC
e) Support the HTTP Proxy under QUIC.
f) If the TLS is not used, can security be optional in QUIC?
3. Discussion

It is proposed to agree the corresponding change in TR 29.891 v0.3.0.
* * * First Change * * * *

6.2.2.2
Solution 2 – HTTP
6.2.2.2.1
Solution Description

The Hypertext Transfer Protocol (HTTP) is an IETF defined protocol, which provides stateless application-level protocol for distributed, collaborative, hypertext information systems. The HTTP/1.1 architecture and routing mechanism are defined in IETF RFC 7230 [26]. IETF RFC 7540 [15] defined HTTP/2 to describe an optimized expression of the semantics of the HTTP, HTTP/2 is an alternative to, but does not obsolete, the HTTP/1.1 message syntax, HTTP's existing semantics remain unchanged.
The characteristics of HTTP/1.1 are as follows:

-
A text formatted protocol: HTTP Header is text-based and the HTTP body can be either text-based or binary-encoded,
-
A peer-to-peer communication model with the supporting of forwarding and routing mechanism, such as redirector, proxy,

-
TLS can be applied to provide a transport level security,

-
Extendibility: both HTTP Header and Body can be extended,

Editor's Note:
Extensibility mechanism is to be addressed.
-
Supporting of Request/Response, Subscription/Notification communication pattern.

Editor's Note:
How to support server-initiated messages is FFS.
HTTP/2 enhanced HTTP/1.1 to achieve better performance, such as:

-
Pure binary protocol, both HTTP Header and HTTP Body can be binary encoded and compressed,

-
Multiplexing,

-
Server side initiated push,
-
Stream based transfer with priority control.

Editor's Note:
HTTP version (HTTP/1.1 or HTTP/2), including appropriate references to RFC will be further discussed.
Application data in the HTTP Body can be binary or text encoded. JSON (see IETF RFC 7159 [16] and IETF draft-newton-json-content-rules [22])) is one language to describe the format of such text-based payloads.
Editor's Note:
HTTP Body encoding methods are FFS.
Many transport layer protocols can be applied to HTTP, such as:
-
TCP/TLS/HTTP: HTTP is in most cases transported using TCP (see IETF RFC 793 [13]), which provides a reliable/security transport;
-
UDP/QUIC/HTTP: QUIC (see IETF draft-ietf-quic-transport [18], IETF draft-ietf-quic-tls [19], IETF draft-ietf-quic-http [20], and IETF draft-ietf-quic-recovery [21]) is a multiplexed and secure transport protocol that runs on top of UDP, while without incurring a dependency on upgrades to middle-boxes.
6.2.2.2.2
Evaluation
The evaluation is listed in subclause 6.2.2.4.
The following key issues shall be studied if migrating from HTTP/2 over TCP on R15 to HTTP/2 over QUIC over UDP on R16 is considered.

a) How HTTP/2 streams work, mapping the HTTP/2 streams to QUIC or merge them or other complex ways.

b) ERROR code will present at QUIC only, how HTTP/2 aware the errors without coupling with transport layer.
c) QUIC session based on UDP sessions will solve Head-Of-Line blocking issue of TCP, several UDP sessions are created for a QUIC session. Then how to manage those UDP sessions and the load balance between the UDP sessions shall be considered.  
d) The overload and load control mechanism in QUIC.
e) Support the HTTP Proxy under QUIC.
f) If the TLS is not used, can security be optional in QUIC?
* * *End of Change * * * *

