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1. Introduction 
This contribution proposes to give an analysis on REST architecture and discuss the services definition issue in order to comply with the characteristics of REST.
2. Discussion

2.1 REST architecture
REST(REpresentational State Transfer) is architectural style based on  a set of principles that describe how network resources are defined and addressed. The principles are listed below.
1. Client-server - By separating the user interface concerns from the data storage concerns, for the portability of the user interface across multiple platforms and the scalability by simplifying the server components.
2. Stateless – Each request from client to server must contain all of the information necessary to understand the request, and cannot take advantage of any stored context on the server. Session state is therefore kept entirely on the client.

3. Cacheable – Cache constraints require that the data within a response to a request be implicitly or explicitly labeled as cacheable or non-cacheable. If a response is cacheable, then a client cache is given the right to reuse that response data for later, equivalent requests.

4. Uniform interface – By applying the software engineering principle of generality to the component interface, the overall system architecture is simplified and the visibility of interactions is improved. In order to obtain a uniform interface, multiple architectural constraints are needed to guide the behavior of components. REST is defined by four interface constraints: identification of resources, manipulation of resources through representations, self-descriptive messages, and, hypermedia as the engine of application state.

5. Layered system – The layered system style allows architecture to be composed of hierarchical layers by constraining component behavior such that each component cannot “see” beyond the immediate layer with which they are interacting.

6. Code on demand (optional) – REST allows client functionality to be extended by downloading and executing code in the form of applets or scripts. This simplifies clients by reducing the number of features required to be pre-implemented.

The key abstraction of information in REST is a resource. Any information that can be named can be a resource. Every resource is uniquely addressable using a resource identifier. In order to progress the state of an application, components communicate by transferring representations of resources through the interface, not by operating directly on the resources themselves. Typically this is done using HTTP commands of POST, GET, PUT, or DELETE that mapping to CRUD (Create, Read, Update, Delete) operations. 
A client-server model favours separation on concerns so that clients are not concerned with data storage. And the server is not concerned about user interface or user state, so that the server is more scalable. Servers and clients can be developed independently.

REST is useful in cloud applications, as the stateless principle, any request should contain all of the necessary information, and can be directed to any instance of a service.
Using a uniform interface degrades efficiency since information is transferred in a standard format rather than one which is particular to an application’s needs. But it simplifies and decouples the architecture and favours the independent evolution of client and service. This also improves visibility of interactions, simplifies the system architecture. 
REST style has its own advantages but effort is needed to model the whole system in terms of resources and CRUD operations. It asks us to re-think communications in terms of operating addressable resources instead of calling service procedure to do something with that data.  
Take the clause 5.2.2 in TS 23.502 and clause 6.5.1.2 in TR 29.891 for instance, the representation of Network Function services in SA2 do not fully comply with the REST style. 
********************************Example from TS23.502******************************************
Table 5.2.2.1-1: List of AMF Services

	Service Name
	Service Operations
	Known Consumer(s)
	Operation

Semantic
	Reference

	Namf_Communication
	UEContextTransfer
	Peer AMF
	Request/ Response
	Step 4 and 5 of clause 4.2.2.2.2.


5.2.2.2.2
Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.

Known NF Consumers: Peer AMF

Input, Required: 5G-GUTI, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE. The UE context includes the SUPI, DRX parameters, AM policy information, UE network capability, used N1 security context information, event subscriptions by other consumer NF, and the list of SM PDU session IDs along with the SMF handling the PDU session.

Output, Optional: Mobile Equipment Identifier (if available), Accepted NSSAI.
*****************************************Changed to *********************************************

/ Namf_Communication /UEContext resource representation
Table 5.2.2.1-1: List of AMF Services
	Service Name
	Resource Identifier
	Known Consumer(s)
	Operation

Semantic
	Reference

	Namf_Communication
	/ Namf_Communication /UEContext
	Peer AMF
	Request/ Response
	Step 4, 5 and 10 of clause 4.2.2.2.2.


Resource Identifier (URI): / Namf_Communication /UEContext

Allowed operations: C/R/U/D
Description: Operate the UE context on the service NF.

Known NF Client: Peer AMF

URI key: null, 5G-GUTI

Resource elements, Optional: Integrity protected message from the UE that triggers the context transfer.
Resource elements, Response Required, Request Optional: The UE context of the identified UE. The UE context includes the SUPI, DRX parameters, AM policy information, UE network capability, used N1 security context information and the list of SM PDU session IDs along with the SMF handling the PDU session, SMSF identifier.
********************************Example from TR29.891******************************************
6.5.1.2
Procedures between two AMFs
AMF to AMF interface is used to support AMF change.

The change of network slices may lead to AMF change.

During registration procedure (see subclause 4.2.2.2.2 in 3GPP TS 23.502 [3]) the following messages are exchanged when AMF change applies:

Information Request message new AMF to old AMF: Information Request (complete Registration Request).

If the UE's Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Information Request to old AMF including the complete Registration Request IE to request the UE's SUPI and MM Context.
Information Response message old AMF to new AMF: Information Response (SUPI, MM Context, SMF information).

Old AMF responds with Information Response to new AMF including the UE's SUPI and MM Context.


If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities. 

The old AMF includes SMSF identifier as part of UE context transfer during AMF relocation to new AMF.
Information Acknowledged message new AMF to old AMF.

If the AMF has changed the new AMF acknowledge the transfer of UE MM context.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.
*****************************************Changed to *********************************************

6.5.1.2
Procedures between two AMFs
AMF to AMF interface is used to support AMF change.

The change of network slices may lead to AMF change.

During registration procedure (see subclause 4.2.2.2.2 in 3GPP TS 23.502 [3]) the following messages are exchanged when AMF change applies:

Information Request message new AMF to old AMF: Information Request (complete Registration Request).

If the UE's Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send (/ Namf_Communication /UEContext/GUTI update)Request to old AMF including the complete Registration Request IE.
Information Response message old AMF to new AMF: (/ Namf_Communication /UEContext/GUTI update)Response (UE Context).

Old AMF responds with  (/ Namf_Communication /UEContext/GUTI update)Response to new AMF including the UE's existing Context.




Information Acknowledged message new AMF to old AMF.

If the AMF has changed the new AMF (delete the resource  / Namf_Communication /UEContext/GUTI on old AMF).


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends (update the UE’s Registration Request IE of / Namf_Communication /UEContext/GUTI on old AMF to be null ) to the old AMF. The old AMF continues as if the Information Request was never received.
Observation: The current definition in stage2 does not fully comply with the addressable resources and CRUD operations in REST.
3. Proposal
If CT4 chooses RESTFul as the style of communication interaction mechanism, and if CT4 agrees that certain service operations defined by SA2 cannot be mapped directly to RESTFul semantics, it is proposed that CT4 

(a)    Either finds a way to alter the service operation to fit the RESTFul semantics and keeps SA2 informed so that they can align their specification, (or)
(b)    Accepts that a clean RESTFul way of representation is not possible as per the service operation description in stage 2 and documents the deviations from RESTFul semantics for the specific cases in the stage 3 specifications.
