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1. Reason for Change 
SA2 has agreed on that HSS functionality used for IMS can be co-located with UDM or as part of UDM, in each case the HSS functionality will be standalone from IMS point of view: 
D.0
General

This clause describes the main IP-Connectivity Access Network specific concepts that are used for the provisioning of IMS services over 5GS. In subsequent clauses, mainly the differences between (TS 23.228 [15]), Annex E and 5GS aspects have been included.

HSS is used to store IMS related subscription and context as shown in the Figure 4.0 "Reference Architecture" specified in TS 23.228 [15], clause 4.0. For 5GS, HSS functionality for IMS shall continue to be as standalone regardless it is co-located or implemented as part of the UDM. A single IMS subscription profile is used regardless of UE accessing IMS via different IP-CANs.
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Figure D.0-1: UDM and HSS collocated or HSS as part of UDM

NOTE:
The HSS shown in Figure D.0-1 is only considering the functionality required for IMS.

The interface between HSS and UDM will not be specified by 3GPP.

6.2.7
UDM

The Unified Data Management (UDM) includes two parts, i.e. the application front end (FE) and the User Data Repository (UDR).

As shown in the UDM reference architecture figure 6.2.7-1, the following front ends are included:

-
UDM FE: In charge of processing of credentials, location management, subscription management and so on.

-
PCF: In charge of Policy Control as defined in clause 6.2.4.

NOTE 1:
The PCF is a standalone network function in the overall 5GC architecture and thus it is not part of UDM. However, the PCF may request and provide policy subscription information to UDR, and for this reason it is shown in the UDM architecture.
The UDR stores data required for functionalities provided by UDM-FE, plus policy profiles required by PCF. The data stored in the UDR includes:

-
User subscription data, including subscription identifiers, security credentials, access and mobility related subscription data and session related subscription data

-
Policy data, as defined in A.3.1.4.

The UDM-FE accesses subscription information stored in a User Data Repository (UDR) and supports the following functionality:

-
Authentication Credential Processing.

-
User Identification Handling.

-
Access Authorization.

-
Registration/Mobility management.

-
Subscription management.

-
SMS management.A front end implements the application logic and does not require an internal user data storage. Several different front ends may serve the same user in different transactions.

NOTE 2:
The interaction between UDM and HSS is implementation specific.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
********************** First Change **********************
2
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********************** Next Change **********************
9.4.1.5
T-ADS

In CT4 aspects, in order to support T-ADS, the UDM shall support to inquire the AMF for selection of an access network for delivery of the incoming session. See 3GPP TS 23.501 [2] subclause 5.16.3.2.

During the T-ADS procedure, the SCC AS will query HSS for T-ADS information using existing Sh interface as specified in 3GPP TS 29.328 [xx].
The interaction between HSS and UDM for T-ADS information transmitting is implementation specific.
********************** Next Change **********************
9.4.1.6
P-CSCF Restoration

For HSS based P-CSCF restoration, the UDM/HSS shall identify whether the AMF supports HSS-based P-CSCF restoration based on feature support information and shall send a P-CSCF restoration indication to the supporting serving node(s) where the IMSI associated to the received Private Identity is registered, i.e. SGSN and/or MME and/or AMF.
During the P-CSCF restoration procedure, the S-CSCF interact with HSS using the existing Cx interface as specified in 3GPP TS 29.228 [yy].

The interaction between HSS and UDM for P-CSCF restoration information transmitting is implementation specific.
Editor's note:
IMS restoration should be further investigated.
********************** Next Change **********************
9.4.2.1.1
Solution 1 - HSS-based P-CSCF restoration for 5G access
The HSS-based P-CSCF restoration consists of a basic mechanism that makes usage of a path through UDM/HSS and AMF/MME/SGSN to request the release of the IMS PDN connection to the corresponding UE.

The UDM/HSS shall identify whether the AMF supports HSS-based P-CSCF restoration based on feature support information and shall send a P-CSCF restoration indication to the supporting serving node(s) where the IMSI associated to the received Private Identity is registered, i.e. SGSN and/or MME and/or AMF.
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Figure 9.4.2.1.1-1: HSS-based P-CSCF restoration procedure
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