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1. Introduction
CT4 is working on the analysis of 5G core network interfaces.
2. Reason for Change
Stage 2 has changed the TS 23.501 and TS 23.502, the document aligns the requirement changes with regard to AMF.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 0.3.0.
* * * First Change * * * *

6.5
Services
This subclause will analyse the Access and Mobility Management procedures and services to be supported within the 5G System.
6.5.1
Requirements

This subclause will provide an overview of the stage 2 requirements on mobility management impacting the core network internal interfaces (e.g. idle mode mobility between two AMFs, handover between two AMFs, handover between 5G-RAN and untrusted WLAN access).

6.5.1.1
General

For 3GPP access and Non-3GPP access the same AMF is used if both access belong to the same core network. A UE is connected to two different AMFs if the 3GPP access and the non 3GPP access belong to different networks.

The AMF has UE subscription information even when there is no session active anymore (after release or handover from non 3GPP access to 3GPP access).

Common parameters and information with regard to the interfaces
An AMF associates the RM context for an UE with:

-
a Temporary Identifier that is common between 3GPP and Non 3GPP. This Temporary Identifier is globally unique.

-
A registration state and registration areas per access type.

TAI lists for 3GPP and non 3GPP accesses are different, two TAI lists in AMF if UE is registered in both.
Parameter storage information in the AMF per subscriber:
SUPI, 
UE Radio Capability (information contains information on RATs that the UE supports (e.g. power class, frequency bands, etc)), 

Supported UE Feature list 
MM Context
6.5.1.2
Procedures between two AMFs
AMF to AMF interface is used to support AMF change.

The change of network slices may lead to AMF change.

During registration procedure (see subclause 4.2.2.2.2 in 3GPP TS 23.502 [3]) the following messages are exchanged when AMF change applies:

Namf_Communication_UEContextTransfer Request message new AMF to old AMF: Namf_Communication_UEContextTransfer Request (complete Registration Request, Feature list).


If the UE's Temporary User ID (5G-GUTI) was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Namf_Communication_UEContextTransfer Request to old AMF including the integrity protected complete Registration Request IE to request the UE's SUPI and MM Context.

Namf_Communication_UEContextTransfer Response message old AMF to new AMF: Namf_Communication_UEContextTransfer Response (SUPI, MM Context, SMF information, ..) see subclause 5.2.2.2.2 in 3GPP TS 23.502 [3] for summary content.

Old AMF responds with Information Response to new AMF including the UE's, SUPI, UE Radio Capability (information contains information on RATs that the UE supports (e.g. power class, frequency bands, etc)), Feature list and MM Context.


If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities. 

The old AMF includes SMF identifier as part of UE context transfer during AMF relocation to new AMF.

New AMF send the supported Feature list to the old AMF to indicate to the old AMF which PDU sessions can be supported in the new AMF.
Namf_Communication_RegistrationCompleteNotify new AMF to old AMF see subclause 5.2.2.2.3 in 3GPP TS 23.502 [3] for summary content.


If the AMF has changed the new AMF acknowledge the transfer of UE MM context.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Namf_Communication_UEContextTransfer Request was never received.
Reroute NAS message  Initial AMF to target AMF (option, alternative signalling via RAN) Namf_Communication_N1Message Notify service (see subclause 5.2.2.2.4 of 3GPP TS 23.502 [3])
If the initial AMF, based on local policy and subscription information, determines to forward the NAS message to the target AMF directly, the initial AMF sends a Reroute NAS message to the target AMF.
The Reroute NASS message contains: (R)AN to identify the N2 terminating point (received the initial setup message), optionally the UE's SUPI and MM Context, the Allowed NSSAI is included together with the corresponding NSI IDs (for network slicing). 

Editor's Note: It is FFS if Namf_Communication_N1MessageNotify or an update request/response is used.
* * * Next Change * * * *

6.5.1.3
Procedures between the AMF and SMF

6.5.1.3.1
General 

The following procedures take place during the interactions described in subclause 6.4.1.3.2. 

Editor's Note:
the identification of the NF services is still in progress in stage 2. The following subclauses will be aligned with the services specified in stage 2 (and in the stage 2 call flows) once the latter is stable.
6.5.1.3.2
Transfer of N1/N2 messages from UE and/or AN 

After the AMF has selected the SMF the AMF shall forwards the create session request from UE to the SMF with Nsmf_PDUSession_CreateSMRequest (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session Establishment Request), User location information, Access Technology Type, PEI). The SMF confirms the request with Nsmf_PDUSession_CreateSM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info, S-NSSAI), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address))) to the AMF after performing PDU Session authentication and authorization (see subclause 4.3.2.2.1 in 3GPP TS 23.502 [x]. In the home routed case the AMF provides also the identity of the SMF in HPLMN to the SMF in the VPLMN.
The AMF shall send Nsmf_PDUSession_ UpdateSMContext Request (PDU session ID(s), Cause(s), UE location information, N2 SM information (RAN Tunnel info), RAT Type, N1 SM information PDU Session Release Request) within the following procedures to the SMF serving the related PDU session:
-
UE triggered Service Request procedure in CM-IDLE state 3GPP TS 23.502 [3] subclause 4.2.3.2 e.g.:

-
UE identifies PDU session(s) to be activated in the MM NAS Service Request message
-
SMF has subscribed to the AMF for UE location change notification, and the UE has moved out or in the subscribed area
-
If the AMF received N2 SM information (one or multiple), it shall forward the N2 SM information, including the UE Time Zone if  it has changed compared to the last reported time zone
-
UE triggered Service Request in CM-CONNECTED state 3GPP TS 23.502 [3] subclause 4.2.3.3 e.g.:
-
to all SMF(s) associated with the PDU session
-
per accepted PDU Session to the SMF. For the PDU session that only partial QoS flows are accepted by the RAN
-
UE-requested PDU Session Establishment for non-roaming and roaming with local breakout 3GPP TS 23.502 [3] subclause 4.3.2.2.1
-
if N2 SM information is received from (R)AN
- in the PDU session modification procedure in 3GPP TS 23.502 [3] subclause 4.3.3.2:

-
at step 1a, for a UE initiated PDU session modification procedure, the AMF sends an SM Request (N1 SM information [PDU Session Modification Request]) to the SMF. 
-
UE or network requested PDU session release for Non-Roaming and Roaming with Local Breakout procedure in 3GPP TS 23.502 [3] subclause 4.3.4.2
-
UE or network requested PDU session release for Home-routed Roaming procedure in 3GPP TS 23.502 [3] subclause 4.3.4.3
-
During handover procedure for each PDU session not indicated by the S-RAN as an N2 Handover candidate in the Handover Required message see subclause 4.9.1.2.2 of 3GPP TS 23.502 [3].
The SMF shall reply to the AMF with Nsmf_PDUSession_UpdateSMContext Response (Cause, N1 SM information (PDU session ID, PDU Session re-establishment indication), N2 SM information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)).

Editor's Note: it is FFS if the SMF needs to subscribe to reporting of events (e.g. handover) or if this is implicit when a PDU session to an SMF is active.
The AMF is not expected to know what a N1 message it is relaying is about, e.g. a N1 SM "PDU Session Modification Request" is transparent to the AMF. 

NOTE:
There is a specific exception for PDU session creation as this procedure requires specific actions from the AMF, e.g. to select an SMF and associate the PDU Session ID with the SMF-Id for a PDU session creation. See subclause 6.4.1.3.2.1. 


The reception of an handover required triggers the initiating of a PDU Handover Request (PDU session ID, Target ID) to the SMF for each PDU session indicated by the S-RAN as an handover candidate. The SMF replies  with PDU Handover Response (PDU session ID, SM N2 info) see subclause 4.9.1.2.2 of 3GPP TS 23.502 [3].
* * * Next Change * * * *

6.5.1.3.3
Transfer of N1/N2 messages to UE and/or AN 

Network triggered service request the SMF sends N11 Request message to the AMF to trigger paging of the UE see sublause 4.2.3.4 of 3GPP TS 23.502 [3]. 
Editor's Note:
Possibly Namf_Communication_N1N2MessageTransfer service is used see subclause 5.2.2.2.7.
NOTE:
Two acknowledge messages are send by the AMF one to acknowledge the reception of the message and a second after paging.
The AMF shall transfer N1 and/or N2 SM signalling from the SMF to the UE/5G-AN, e.g. in the PDU session modification procedure in 3GPP TS 23.502 [3] subclause 4.3.3.2 and 4.3.4.2:

-
at step 3b, the SMF sends an Namf_Communication_N1N2MessageTransfer (N2 SM information [PDU Session ID, QoS Profile, Session-AMBR], N1 SM container [PDU Session Modification Command]) to the AMF. 

The AMF is not expected to know what a N1 or N2 message it is relaying is about, e.g. a N1 SM container "PDU Session Modification Command" is transparent to the AMF. 

NOTE1:
There is a specific exception for PDU session release as this procedure require specific actions from the AMF, e.g. to delete the association between a PDU session ID and an SMF ID. See subclause 6.4.1.3.2.3. 
NOTE2:
The SMF can tell the AMF to skip sending N1 SM container to the UE.
This makes use of the Namf_N1N2Message_Transfer service operations (see subclauses 5.2.2.4.1 of 3GPP TS 23.502 [3]).
* * * Next Change * * * *

6.5.1.3.4
Notification of Mobility Events 
The AMF shall notify the SMF about mobility event affecting the PDU session (e.g. location change, AMF relocation) with a set of messages for N1 and or N2 related messages see below.


Namf_Communication_N1Message
-
Notify service (see subclause 5.2.2.2.4 of 3GPP TS 23.502 [3])

-
Subscribe service (see subclause 5.2.2.2.5 of 3GPP TS 23.502 [3])

-
Unsubscribe service (see subclause 5.2.2.2.6 of 3GPP TS 23.502 [3])

Namf_Communication_N1Message do not have an expected output, no confirmation is expected.
Namf_Communication_N1N2Message transfer service (Message type, message container, session ID, AN type) see subclause 5.2.2.2.7 of 3GPP TS 23.502 [3]. It is a confirmed service initiated by the SMF see 4.3.2.3, 4.3.3.2 of 3GPP TS 23.502 [3].
Namf_Communication_N2Info

-
Subscribe service operation (see subclause 5.2.2.2.8 of 3GPP TS 23.502 [3]). It is used to e.g. notify the SMF about N3 tunnel setup information and path switch requests, no acknowledge is expected.

-
Unsubscribe service operation (see subclause 5.2.2.2.9 of 3GPP TS 23.502 [3])
-
Notify service operation (see subclause 5.2.2.2.10 of 3GPP TS 23.502 [3])
Namf_MobileTermination service (see subclause 5.2.2.4 of 3GPP TS 23.502 [3])
-
Namf_MobileTermination_ EnableReachability service operation (see subclause 5.2.2.4.2 of 3GPP TS 23.502 [3]), no reply expected.
Namf_EventExposure service 
-
Subscribe service operation (see subclause 5.2.2.3.2 of 3GPP TS 23.502 [3]), reply required
-
UnSubscribe service operation (see subclause 5.2.2.3.3 of 3GPP TS 23.502 [3]), reply required
-
Notify service operation (see subclause 5.2.2.3.2 of 3GPP TS 23.502 [3]), no reply required.
The AMF invokes the Namf_EventExposure_Notify (see clause 5.2.2.3.4) in one or both of the following scenarios:

-
If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE by informing the UE reachability status including the PDU session status from the UE relevant for each SMF. In case the AMF has changed, it is assumed that the old AMF provides the available SMF information. Based on the PDU session status provided by the new AMF checks the PDU session status and in the Namf_EventExposure_Notify service operation the SMF either re-activates the PDU sessions by executing the steps 4 to 12 specified in clause 4.2.3.2 to complete the User Plane(s) setup without sending MM NAS Service Accept from the AMF to (R)AN described in step 9 of clause 4.2.3.2 or  releases any network resources related to PDU sessions that the UE indicated as not established.
-
If the UE was in MICO mode and the AMF had notified an SMF of the UE being unreachable and that the SMF needs not to send DL data notifications to the AMF, the AMF informs the SMF that the UE is reachable.

-
If the AMF had notified an SMF of the UE being reachable only for regulatory prioritized service and the UE enters into Allowed area, the AMF informs the SMF that the UE is reachable.
NOTE 1:
the AMF will also notify any other NF that subscribed to UE reach ability that the UE is reachable.

-
If an SMF has subscribed to UE location change notification via Namf_EventExposure_Subscribe service operation and if the AMF detects that the UE has moved out the area of interest subscribed by an SMF serving the UE, the AMF invokes Namf_EventExposure_Notify service operation to inform the SMF of the new location information of the UE.
NOTE 2: Whether notification Ack need a separate message or be realized in the transport layer will be determined in stage 3.

The SMF may decide to trigger e.g. new intermediate UPF insertion or UPF relocation as described in step 5 in clause 4.2.3.2.

If the Registration type indicated by the UE is periodic registration update, then steps 20 and 21 may be omitted.

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>

* * * End of Changes * * * *

