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1. Introduction
<Introduction part (optional)>

2. Reason for Change
Requirements:
SA2 has specified the functionalities of Network Repository Function as in subclause 6.2.6 of 3GPP TS 23.501 [2], that the NRF shall maintain the NF profile of each Service Provider NF instances, where the NF profiles includes:
-
NF instance ID
-
NF type
-
PLMN ID
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID

-
FQDN or IP address of NF
-
NF capacity information

-
Names of supported services
-
Endpoint information of instance(s) of each supported service
-
Other service parameter, e.g., DNN
Editor's note:
whether service authorization information is included in every NF profile or in an independent authorization profile, is FFS.
In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

NOTE:
Whether NRF is an enhancement of DNS server is to be determined during Stage 3.
In addition, SA2 specified a NF service provided by the NRF, named as NF_management, though at the moment is to provides support for Discovery of NF, NF services.
Also in Subclause 7.1.5 of TS 23.501:
"For the NRF to properly maintain the information of available NF instances and their supported services, each NF instance informs the NRF of the list of NF services that it supports. The NF instance may make this information available to NRF either when the NF instance becomes operative for the first time (registration operation) or upon individual NF service instance activation/de-activation within the NF instance (update operation) e.g. triggered after a scaling operation.

The NF instance may also de-registers from the the NRF when it's about to gracefully shut down or disconnect from the network in a controlled way."

Discussions:

In Service Based Architecture, the Service Discovery mechanism is normally considered to include the following aspects:

· Service Registration

· Service Discovery
· Service Authorization
· Handling Failure scenarios, e.g. failure of service instances, failure of transport network 
· Load balancing across multiple instances of a Service
When determine a solution, the following may in addition be considered:

· Whether it is possible to integrating service registration and discovery into the NF service itself or using a separated procedure;
· Whether it is possible to use the same protocol and the same service for both service registration and discovery solution;
For Service Discovery, there are two possible approaches:
1. Client (Service Consumer NF) based solution: 
The Service Consumer NF is responsible for the selection of a suitable Service Provider NF instance, and therefore the Service Consumer NF is also responsible to load balancing among available Service Provider NF instances. The Service Consumer queries a service registry (Network Repository Function), which is a database of available NF service instances, to get a list of candidate Service Provider NF instances supporting the desired NF service, and the Service Consumer NF uses a possible standardized load balancing mechanism to select one of them, and makes a request.
2. Server based solution:

In this solution, a front-end, e.g. a load balancer with NF service logic, is deployed in front of a service registry (Network Repository Function), so when the Service Consumer makes a request to certain NF service towards the service registry, the front-end, through running a selection algorism, based on the knowledge of the registered NF services and its NF instance, determine one of them for use, either return the select one to the service consumer, or re-direct to the selected Service Provider NF instance. 
Conclusion 1: We propose to take the client (Service Consumer) based solution, which is in line with SA2 requirements, e.g. a AMF select a SMF as documented in subclause 6.3.2 of 3GPP TS 23.501 [2].

For Service Registration, there are also two possible approaches:
1. Service Provider NF self-registration:

The NF Service registration process is part of NF service that the NF Service Provider offers. Once the NF instance with a list of supported NF services starts up, it is responsible for registering itself, including its NF profile and other possible service information, on the service registry (Network Repository Function), to make itself available for discovery. In this case, the Service Provider NF may periodically renew its registration or update as long as there is a change on the NF and NF services. Additional mechanism, e.g. heartbeat on NF service level, may be required to allow NRF monitoring the availability of the NF and NF service in case of failure. The Service Provider may also unregister itself from the service registry gracefully.
2. The third party registration:

In this approach, it is assumed there is another system component, e.g. O&M function, Orchestration function, to make the NF service registration towards the NRF. Such system component shall be able to track any change to the NF and NF services.

Conclusion 2: We propose to take Service Provider NF self-registration approach, which is in line with SA2 requirements, e.g. removing the editor's note to involvement of SA5 for potential solution relying on the O&M.
In this paper, we propose a solution – Solution 1 for Service Registration and Discovery, which includes:
1) The NRF shall employ Nnrf_NF_management Service for the service registration and discovery;
2) The Nnrf_NF_management service is invoked by using a RESTful HTTP API; 
3) Each NF (Service producer) shall perform self-registration, e.g. informing its NF Profile and other NF services parameters to the NRF, by invoking the Nnrf_NF_management service, e.g. using POST to create, PUT to update, DELETE to de-registration. 
4) A heartbeat on the NF service level between NF (service producer) and NRF to allow NRF monitoring the availability of the NF and NF service in case of failure is required;

5) The NF (Service producer) should periodically update the status of NF service, as well as to immediately update when there is any change of NF service, e.g. adding new supported Network Slice info;  

6) The NF (Service consumer) shall query desired NF (service) by invoking the Nnrf_NF_management service, using HTTP GET, with a set of information (as specified in subclause 6.8.1.2) as keyword. The candidates NF instance information may be cached in the Service Consumer but should be valid less than the period to Service Provider NF update)

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 – v0.3.0
* * * First Change * * * *

6.8.2
Solution and Protocol Selection
6.8.2.0
General

In Service Based Architecture, the Service Discovery mechanism is normally considered to include the following aspects:

· Service Registration

· Service Discovery
· Service Authorization
· Handling Failure scenarios, e.g. failure of service instances, failure of transport network 
· Load balancing across multiple instances of a Service
When determine a solution, the following may in addition be considered:

· Whether it is possible to integrating service registration and discovery into the NF service itself or using a separated procedure;
· Whether it is possible to use the same protocol and the same service for both service registration and discovery solution;
For Service Discovery, there are two possible approaches:

3. Client (Service Consumer NF) based solution: 

The Service Consumer NF is responsible for the selection of a suitable Service Provider NF instance, and therefore the Service Consumer NF is also responsible to load balancing among available Service Provider NF instances. The Service Consumer queries a service registry (Network Repository Function), which is a database of available NF service instances, to get a list of candidate Service Provider NF instances supporting the desired NF service, and the Service Consumer NF uses a possible standardized load balancing mechanism to select one of them, and makes a request.
4. Server based solution:

In this solution, a front-end, e.g. a load balancer with NF service logic, is deployed in front of a service registry (Network Repository Function), so when the Service Consumer makes a request to certain NF service towards the service registry, the front-end, through running a selection algorism, based on the knowledge of the registered NF services and its NF instance, determine one of them for use, either return the select one to the service consumer, or re-direct to the selected Service Provider NF instance. 

It seems that the client (Service Consumer) based solution is more in line with SA2 requirements, e.g. a AMF select a SMF as documented in subclause 6.3.2 of 3GPP TS 23.501 [2]. Server based solution can always apply on top of Client based solution, e.g. when the server has determined to select NF A, the client will only receive NF A as the candidate and will have to use it.
For Service Registration, there are also two possible approaches:

1. Service Provider NF self-registration:

The NF Service registration process is part of NF service that the NF Service Provider offers. Once the NF instance with a list of supported NF services starts up, it is responsible for registering itself, including its NF profile and other possible service information, on the service registry (Network Repository Function), to make itself available for discovery. In this case, the Service Provider NF may periodically renew its registration or update as long as there is a change on the NF and NF services. Additional mechanism, e.g. heartbeat on NF service level, may be required to allow NRF monitoring the availability of the NF and NF service in case of failure. The Service Provider may also unregister itself from the service registry gracefully.
2. The third-party registration:

In this approach, it is assumed there is another system component, e.g. O&M function, Orchestration function, to make the NF service registration towards the NRF. Such system component shall be able to track any change to the NF and NF services.
It seems that the Service Provider NF self-registration is more in line with SA2 expectation.
6.8.2.1
Solution 1 – Solution 1 – Service Discovery and Registration using NRF service 

6.8.2.1.1
Solution Description

The solution includes the following aspects:
1) The NRF shall employ Nnrf_NF_management Service for the service registration and discovery;
2) The Nnrf_NF_management service is invoked by using a standardized RESTful HTTP API; 
3) Each NF (Service producer) shall perform self-registration, e.g. informing its NF Profile and other NF services parameters to the NRF, by invoking the Nnrf_NF_management service, e.g. using POST to create, PUT to update, DELETE to de-registration when the NF and its services are initiated, or modified subsequently, or removed for maintenance. 
4) A heartbeat on the NF service level between NF (service producer) and NRF should be employed to allow NRF monitoring the availability of the NF and/or it NF services in case of failure;

5) The NF (Service producer) should periodically update the status of NF service, as well as to immediately update when there is any change of NF service, e.g. adding new supported Network Slice info;  

6) The NF (Service consumer) shall query desired NF (service) by invoking the Nnrf_NF_management service, using HTTP GET, with a set of information (as specified in subclause 6.8.1.2) as keyword. The candidates NF instance information may be cached in the Service Consumer but should be valid less than the period to Service Provider NF update)
6.8.2.1.2
Evaluation
Pros:

-
The solution utilizes the same protocol as for invoking the NF service by using HTTP, thus it reduces the complexities;
-
The Service Registration procedure is part of the NF service itself, which can be made to always truly reflect the latest status of the NF services (without any delay).
Cons:

-
More network signalling, e.g. for HTTP PUT, if NF and NF service are updated frequently, e.g. due to Service upgrade, due to new instantiation. 
* * * End of Changes * * * *

