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1. Reason for Change
Requirements for Interworking with E-UTRAN connected to EPC are captured in subclause 8.1 of TR 29.891. 

This pCR proposes candidate solutions for the N26 procedures between the MME and AMF. 

2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.3.0.
* * * First Change * * * *
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Interworking with E-UTRAN connected to EPC
This clause will analyse the interworking aspects when the UE moves between E-UTRAN connected to EPC and 5G-RAN connected to 5G CN, and determine the solution and protocol for the Nx reference point between the MME and AMF. 
8.2
Solution and Protocol Selection

This subclause will detail the procedures and services used between an MME and AMF.

8.2.1
Solution 1 – N26 interface realized by Reference Point based on S10 interface 

8.2.1.1
Solution Description
It is proposed to define the N26 interface based on the S10 interface specified in 3GPP TS 29.274 [28], limited to the following set of messages and with the following tentative adaptations: 
-
Context Request, with:
-
a new RAT-type value for NR; 

-
Context Response, with:
-
changes to the SGW S1/S4/S12/S11 IP Address and TEID for user plane IE (no SGW in 5GS); 
-
possible additions of new PDU session and bearer context related parameters that would need to be preserved upon mobility back and forth between 5GC and EPC (e.g. SSC mode); 

-
possible additions to the MM Context for parameters that would need to be preserved upon mobility back and forth between 5GC and EPC;

-
Forward Relocation Request, with:
-
changes to the SGW S11/S4 IP Address and TEID for Control Plane and SGW node name IEs (no SGW in 5GS); 
-
using the E-UTRAN Transparent Container IE to exchange RAN Transparent Containers between E-UTRAN and the NG RAN; 
-
with a new NG-AP Cause IE to forward causes received from the NG-RAN;
-
possible additions of new PDU session and bearer context related parameters that would need to be preserved upon mobility back and forth between 5GC and EPC (e.g. SSC mode); 
-
possible additions to the MM Context for parameters that would need to be preserved upon mobility back and forth between 5GC and EPC;
-
Forward Relocation Response, with:
-
requiring the List of Set-up Bearers IE to be present if the source or target access is 5G-RAN; 
-
 with a new NG-AP Cause IE to forward causes received from the NG-RAN;

-
using the E-UTRAN Transparent Container IE to exchange RAN Transparent Containers between E-UTRAN and the NG RAN; 

-
new IE or renaming of existing IEs (e.g. eNodeB F-TEID for DL data forwarding) for use with 5GS;
-
Forward Relocation Complete Notification;

-
Forward Relocation Complete Acknowledge; 
-
Identification Request;

-
Identification Response. 

NOTE:
The registration call flows in subclause 4.2.2.2.2 make use of a single Information Request/Response message over N14. The stage 2 call flows for idle mode mobility between 5GS and EPS are not specified yet in 3GPP TS 23.502 [3]. But with GTP-C, Identification Request and Context Request messages expect different parameters, e.g. Complete Attach Request Message IE and Complete TAU Request Message IE respectively.
The MME selects the AMF using the NRF Service Discovery services. 

The AMF selects the MME using the DNS procedures for MME selection specified in 3GPP TS 29.303 [x].
For the sake of clarity, the description of the N26 messages could be documented in a different specification, and only containing the information applicable to N26 (e.g. a lot of IEs of the S10 messages do not apply to N26). 
8.2.1.2
Evaluation

Pros:

-
Minimal impacts on legacy MME implementations, limited to passing the right set of parameters and parameter values for interworking with the 5GC, which helps early availability of solutions for 5GC interworking with EPC. 
Cons:

-
AMF implementations need to support GTP-C. No harmonized protocol for N26 and other 5GC interfaces (e.g. N14).
8.2.2
Solution 2 – N26 interface realized by Service Based Interface

8.2.2.1
Solution Description

It is proposed to define the N26 interface as a service based interface designed according to the general design principles of the 5GC Service Based Architecture. The protocol is the same protocol as chosen for other 5GC Service Based Interfaces (e.g. HTTP/2).  

The MME selects the AMF using the NRF Service Discovery services. 
The AMF selects the MME using the DNS procedures for MME selection specified in 3GPP TS 29.303 [x].
8.2.2.2
Evaluation

Pros:

-
AMF implementations do not need to support GTP-C; 
-
clean slate approach allowing to define N26 messages with only the information required for 5GC Interworking with EPC; 
Cons:

-
Legacy MME implementations need redesign to support the new 5GC SBA protocol, e.g. support HTTP/2 client and server functions, which results in extra costs (development, testing, interworking) and can delay the availability of solutions for 5GC interworking with EPC. 
* * * End of Changes * * * *

