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1. Reason for Change 
The study aims to select protocols to be used in the 5GC for service based communication. Protocol requirements and evaluation criteria are needed to perform such a protocol selection.

This pCR provides proposals for requirements to guide the protocol selection. 

The suggested requirements and evaluation criteria are meant as an initial proposal that could be extended at subsequent meetings.

A similar contribution is being proposed in CT3 against TR 29.890 in C3-173023.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.2.0.
* * * First Change * * * *

6.2.1.x

Requirements for solution selection 
This subclause identifies requirements expected to be met by candidate solutions. These requirements do not aim at ruling out a particular solution, but are intended to appraise the candidate solutions on whether and how easily they can fulfill the requirements.     
R1.
Support of bidirectional communication and how easily this requirement can be fulfilled; rational: stage 2 requirements that service based interfaces support Request-Response and Subscription-Notification, where subscription can be optional.
R2.
Support of reliable communication and whether this is built in protocol or on top of it: in some level of the protocol stack, a reliable message delivery needs to be guaranteed. It appears preferable not to burden the application with that to exploit communalities. Is link-level failover supported?

R3.
Forward compatibility and ease of upgrade: protocol needs to be extensible, also outside standards, and a concept for operation between nodes with different capability levels is required.
R4.
Low Response Time.

R5.
Scalability to large numbers of transactions per service: for instance, the number of required transport connections should be manageable and not cause hindrance to system performance.
R6.
Ease and speed of deployment and instantiation/deinstantiation of network functions and services with minimal impacts on the network.
R7.
Open and public Source/Standardization body: 3GPP needs to be able to access SDO sources; this also includes support of the protocol maintenance and ease for 3GPP to extend the protocol.

6.2.1.y
Additional evaluation criteria for solution selection 
This subclause identifies additional criteria which will be used to appraise candidate solutions.  
A1.
Resource-efficiency: message size and processing requirements.
A2.
Reusability of existing 3GPP implementations: can existing implementations and deployments be partially reused? How large are the impacts for inter-operator and/or inter-domain interfaces? This includes interworking with legacy networks.
A3.
Minimize number of protocols in network: the overall number of protocols to be supported in a network and at any a given type of network function should be minimized. Selected protocol should be able to support intra- and inter-operator interfaces.
A4.
Congestion, load and overload control.
A5.
Support of Security: in particular per service authentication, authorization and possibly encryption, in particular for inter-operator communication.
A6.
Ease of troubleshooting: Message Traceability and Monitoring.
A7.
Ease of use of 3GPP services from operator owned application functions: such application function can be used to implement operator-specific services.
A8.
Support of service and/or message based failover and failback.

A9.
Support of network entity selection based on UE context information, e.g. based on dynamic UE session information.

A10.
Ease of traversal of carrier-grade ALG/NAT/firewall within a PLMN and towards another PLMN.

A11.
Impacts to GSMA GRX/IPX

A12.
Time of Availability of used standards.
A13.
Protocol enables stateless operation.
A14.
Routing support and related mechanisms.
A15.
Support of strong error detection and error reporting capabilities.

A16.
Support of multiplexing of messages belonging to multiple sessions over a single transport connection.
A17.
Support of well-defined schema and unambiguous interpretation of transported data.
NOTE:
The requirements and additional evaluation criteria listed in subclauses 6.2.1.x and 6.2.1.y take into account the considerations about virtualization documented in subclause 10.4. 
Editor's Note:
The use of the requirements and additional criteria for the solution evaluation will be further clarified.
* * * End of Changes * * * *

