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* * * First Change * * * *

7.2.3
Data-Pull-Request (DPR) Command

The Data-Pull-Request (DPR) command, indicated by the Command-Code field set to 8388728 and the 'R' bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to request user data.

Message Format

< Data-Pull-Request > ::=
< Diameter Header: 8388728, REQ, PXY, 16777351 >











< Session-Id >











[ DRMP ]

[ Vendor-Specific-Application-Id ]
{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

*[ Data-Identification ]
[ DPR-Flags ]
[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.4
Data-Pull-Answer (DPA) Command

The Data-Pull-Answer (DPA) command, indicated by the Command-Code field set to 8388728 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Pull-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Pull-Answer > ::=

< Diameter Header: 8388728, PXY, 16777351 >











< Session-Id >











[ DRMP ]
[ Vendor-Specific-Application-Id ]








[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

*[ Data ]

*[ Data-Identification ]

[ DPA-Flags]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]














*[ Route-Record ]

* * * Next Change * * * *

7.2.5
Data-Update-Request (DUR) Command

The Data-Update-Request (DUR) command, indicated by the Command-Code field set to 8388729 and the 'R' bit set in the Command Flags field, is sent by a Diameter client to a Diameter server in order to update user data in the server. 

Message Format

< Data-Update-Request > ::=

< Diameter Header: 8388729, REQ, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Vendor-Specific-Application-Id ]
{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

[ Data ]

[ DUR-Flags ]

[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.2.6
Data-Update-Answer (DUA) Command

The Data-Update-Answer (DUA) command, indicated by the Command-Code field set to 8388729 and the 'R' bit cleared in the Command Flags field, is sent by a server in response to the Data-Update-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Data-Update-Answer > ::=< Diameter Header: 8388729, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Data-Identification ]
*[ MC-Service-User-Profile-Data ]
[ DUA-Flags ]

*[ Supported-Features ]

[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

 [ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

7.2.7
Notification-Data-Request (PDR) Command

The Notification-Data-Request (PDR) command, indicated by the Command-Code field set to 8388730 and the 'R' bit set in the Command Flags field, is sent by a Diameter server to a Diameter client in order to notify changes in the user data stored in the server. 

Message Format

< Notification-Data-Request > ::=


< Diameter Header: 8388730, REQ, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Vendor-Specific-Application-Id ]
{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

*[ Supported-Features ]

[ User-Identifier ]

[ Data ]

[ NDR-Flags ]

*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

7.2.8
Notification-Data-Answer (PDA) Command

The Notification-Data-Answer (PDA) command, indicated by the Command-Code field set to 8388730 and the 'R' bit cleared in the Command Flags field, is sent by a client in response to the Push-Data-Request command. The Experimental-Result AVP may contain one of the values defined in subclause 7.4.

Message Format

< Notification-Data-Answer > ::=< Diameter Header: 8388730, PXY, 16777351 >

< Session-Id >

[ DRMP ]

[ Vendor-Specific-Application-Id ]
[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Data-Identification ]

[ NDA-Flags ]

*[ Supported-Features ]

*[ AVP ]

[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * End Of Change * * * *

