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1. Reason for Change 
This pCR provides additional considerations on the NF Service Framework and NF Service properties. 
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 v0.2.0.
* * * First Change * * * *

6.2
Service Based Architecture

6.2.1
Common Requirements

6.2.1.1

Definition of Service and Service Based Architecture 

A NF service is a discrete unit of functionality that is exposed by a NF through a service based interface and that can be consumed by other authorized NFs. A NF service is composed of one or more NF service operation(s). 

Network Functions may offer different functionalities and thus different NF services. Each of the NF services offered by a Network Function shall be self-contained, acted upon and managed independently from other NF services offered by the same Network Function (e.g. for scaling, healing).

A system architecture in which the system functionality is achieved by utilizing a set of services is termed as a service based architecture. 

A service based interface represents how the set of services is provided/exposed by a given NF. This is the interface where the NF service operations are invoked.

The following relationship exists between Network Functions, NF Services and NF services' operations:

-
a Network Function (e.g. SMF, AMF) implements one or more NF Services;

-
a Network Function exposes a NF Service via its related NF service operations.
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Figure 6.2.1.1-1:
Network Function, NF Service and NF Service Operation

NF services are registered with a well- known network registry function (NRF) to allow their discovery by other NFs.

* * * Next Change * * * *

6.2.1.2
Properties of a NF Service 
Any NF service which is defined should have the following properties:

-
it has to logically represent an activity with a specified outcome;

-
it has to be self-contained and independent from other services supported by the same or other NF, e.g. it operates on its own set of context(s); 

NOTE:
This goes towards the requirement for having a loosely coupled system.

.
-
it has to appear as a black box for its consumers; 
-
it allows independent software upgrade of the service without affecting other services offered by the same or different NF;

-
it may invoke other services; 

-
it has to be discoverable: consumers of the service need to be able to discover NF instances supporting the service; the discovery can be done via NRF;

-
it has to expose a standardized service contract, via the set of operations it supports;
-
only authorized NF consumers shall be able to access the service.
Service operations that operates on common states or a common context data shall be defined within a single service, as exemplified in Figure 6.2.1.2-1.
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Figure 6.2.1.2-1: Proper Service granularity
NOTE: This allows the NF service to be deployed, versioned and upgraded independently from other NF services.
Defining service operations that are tied to common states as separate services requiring independent life cycle management would lead to incompatible interfaces and result in non-functional networks, as exemplified in Figure 6.2.1.2-2. Such an approach would cause technical and operational difficulties with OAM, life cycle management, e2e system integration, software upgrades, etc, for deploying carrier grade network, e.g.: 
-
dependency and conflicts between multiple services relying on the same states;

-
incompatible interfaces, e.g. if the create session service is upgraded independently from the modify session service, with new or modified parameters; 

-
the requester NF would need to select a specific combination of compatible NF services (versions) to create, read, modify or detele the same context data, on the same NF, to avoid incompatibilities; 
-
the number of services to be registered (with all the associated information) in the NRF and to be discovered (and cached) by the requester NF instances would increase dramatically. 
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Figure 6.2.1.2-2: Improper Service granularity
* * * Next Change * * * *

6.2.1.x
NF Service Framework
The Service Based Architecture shall support the following framework mechanisms that enable the use of NF services (see subclause 7.1 of 3GPP TS 23.501 [2]):
-
NF service discovery: to enable a NF to discover NF instance(s) which provide the expected NF service(s);
-
NF service authorization: to ensure the service requester NF is authorized to access the NF service provided by the service provider; 
-
NF service (de-)registration: to make the NRF aware of the available NF instances and supported services.
Corresponding requirements and solutions are further studied in subclause 6.8.
* * * End of Changes * * * *
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