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* * * First Change * * * *

5.2.1
General

This procedure is used between the MME/SGSN and the SCEF, between the MME/SGSN and the IWK-SCEF and between the IWK-SCEF and the SCEF.

When the procedure is invoked by the MME or the SGSN, it is used for reporting:

-
the UE Loss of Connectivity;
-
the UE Reachability;

-
location of the UE and change in location of the UE;

-
Communication Failure.
When the procedure is invoked by the IWK-SCEF, it is used for conveying the monitoring event reported by the MME or the SGSN to the SCEF, after applying the roaming policies configured at the IWK-SCEF.

This procedure is mapped to the commands Reporting-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.2.1-1 and 5.2.1-2 detail the involved information elements.

Table 5.2.1-1: Reporting Information Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
(See 6.4.16)
	User-Identifier
	C
	If present, this information element shall contain the identity of the UE. This is a grouped AVP containing the MSISDN or the External-Identifier.

	Monitoring Event Report

(see 3GPP TS 29.336 [5] subclause 8.4.3)
	Monitoring-Event-Report
	C
	If the Reporting-Information-Request is sent for reporting the monitoring events, the MME/SGSN and the IWK-SCEF shall include the monitoring event(s) reported towards the SCEF.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Table 5.2.1-2: Reporting Information Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


5.2.2
Detailed Behaviour of the MME/SGSN

5.2.2.0
General
The MME/SGSN shall fill the Monitoring-Event-Report AVP according to the event reported as specified below. For all monitoring events, the SCEF-ID and the SCEF-Reference-ID AVPs shall be included. In addition, the event specific AVPs as listed below shall be included based on the type of event reported.
The MME/SGSN shall include the External-Identifier or the MSISDN if present in the subscription data received from the HSS.
If the MME/SGSN receives an Experimental-Result-Code set to DIAMETER_ERROR_SCEF_REFERENCE_ID_UNKNOWN within an RIA command, it shall delete the event stored for the indicated SCEF-ID and SCEF-Reference-ID (see 3GPP TS 23.007 [19]).
* * * Next Change * * * *

Table 6.4.1-2: T6a/T6b re-used Diameter AVPs

	Attribute Name
	Reference
	Comments

	Monitoring-Event-Configuration
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event to be configured at the MME/SGSN or the IWK-SCEF. See 6.4.2.

	Monitoring-Event-Report
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event reported by the MME/SGSN or the IWK-SCEF. See 6.4.3.

	SCEF-Reference-ID
	3GPP TS 29.336 [5]
	

	SCEF-ID
	3GPP TS 29.336 [5]
	

	SCEF-Reference-ID-for-Deletion
	3GPP TS 29.336 [5]
	

	Supported-Features
	3GPP TS 29.229 [4]
	

	Feature-List-ID
	3GPP TS 29.229 [4]
	

	Feature-List
	3GPP TS 29.229 [4]
	See 6.4.14

	OC-Supported-Features
	IETF RFC 7683 [9] 
	

	OC-OLR
	IETF RFC 7683 [9]
	

	Monitoring-Event-Config-Status
	3GPP TS 29.336 [5]
	This AVP shall contain the status of configuration of each monitoring event identified by an SCEF-ID and SCEF-Reference-ID.

	DRMP
	IETF RFC 7944 [15]
	see 6.4.15

	User-Identifier
	3GPP TS 29.336 [5]
	See 6.4.16

	Bearer-Identity
	3GPP TS 29.212 [10] 
	See 6.4.17

	Monitoring-Type
	3GPP TS 29.336 [5]
	

	Loss-Of-Connectivity-Reason
	3GPP TS 29.336 [5]
	

	Maximum-Number-of-Reports
	3GPP TS 29.336 [5]
	

	Monitoring-Duration
	3GPP TS 29.336 [5]
	

	Charged-Party
	3GPP TS 32.299 [20]
	

	UE-Reachability-Configuration
	3GPP TS 29.336 [5]
	

	Location-Information-Configuration
	3GPP TS 29.336 [5]
	

	Reachability-Information
	3GPP TS 29.336 [5]
	

	EPS-Location-Information
	3GPP TS 29.272 [16]
	

	Service-Selection
	IETF RFC 5778 [21]
	See 6.4.20

	PDN-Connection-Charging-Id
	3GPP TS 32.299 [22]
	

	Maximum-Retransmission-Time
	3GPP TS 29.338 [27]
	

	Requested-Retransmission-Time
	3GPP TS 29.338 [27]
	

	Maximum-UE-Availability-Time
	3GPP TS 29.338 [27]
	

	3GPP-Charging-Characteristics
	3GPP TS 29.061 [29]
	

	RAT-Type
	3GPP TS 29.212 [10]
	

	Terminal-Information
	3GPP TS 29.272 [16]
	See 6.4.30

	Visited-PLMN-Id
	3GPP TS 29.272 [16]
	

	Load
	IETF draft-ietf-dime-load-03 [31]
	

	MSISDN
	3GPP TS 29.329 [17]
	See 6.4.16

	External-Identifier
	3GPP TS 29.336 [5]
	See 6.4.16


* * * Next Change * * * *

6.4.16
User-Identifier

The User-Identifier AVP is of type Grouped and it contains the different identifiers used by the UE.

It is originally defined in 3GPP TS 29.336 [5]

AVP format:

User-Identifier ::= <AVP header: 3102 10415>

[ User-Name ] 
[ MSISDN ]

[ External-Identifier ]
*[AVP]

This AVP shall contain the User-Name AVP, MSISDN AVP or External-Identifier AVP, i.e. it shall not be empty. The IMSI of the UE shall be included (when applicable) in the User-Name AVP.

* * * End of Changes * * * *

