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1. Reason for Change
Subclause 20.3 of 3GPP TS 23.007 [6] specifies requirements for detecting and handling user plane path failures. 

CT4 needs to decide how to decide how to handle these requirements in a CUPS architecture.

2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.844 v1.0.0.
* * * First Change * * * *

9
Error handling on the user plane

9.x 
User plane path failure detection and handling 
9.x.1
Introduction
Subclause 20.3 of 3GPP TS 23.007 [6] specifies the procedure for detecting and handling a user plane path failure between two GTP-U peers, as follows:
"GTP-U entities shall support detection of path failure by using Echo Request / Echo Response messages in the following way. A path counter shall be reset each time an Echo Response is received on the path and incremented when the T3-RESPONSE timer expires for any Echo Request message sent on the path. The path shall be considered to be down if the counter exceeds N3-REQUESTS. 
Upon detecting a path failure, the network node should notify the failure via the Operation and Maintenance system and may either

-
delete the bearer contexts associated with the path in failure; or

-
maintain the bearer contexts associated with the path in failure during an operator configurable maximum path failure duration. The network node shall delete the maintained resources if the path is still down when this duration expires.
NOTE 1:
During transient path failures (e.g. path failures not exceeding few minutes at most), maintaining the bearer contexts associated with the peer's IP address enables the delivery of end user services (when the path is reestablished again) and also avoids unnecessary signalling in the network for restoring those bearers.

NOTE 2:
It is not intended to maintain bearer contexts during long path failures (e.g. exceeding few minutes at most) as this would imply undesirable effects like undue charging." 
This subclause analyses how to support these requirements with Control and User Plane separation of EPC nodes.
Note that with non-split SGW and PGW, path management procedures are typically run on the GTP-C interfaces, for GTP-U interfaces other than those towards the RAN. With CUPS, the CP function and the UP function may be located in completely different locations and networks environments, which can further justify the need to run user plane path management procedure.
9.x.1.1
Solution 1 – Reporting the User Plane path failure to the CP function
9.x.1.1.1
Description

For each GTP-U bearer, the UP function is provisioned with a PDR (with the Local F-TEIDu) and a FAR (with the remote F-TEIDu). 

The UP function may initiate the sending of Echo Request towards GTP-U peers provisioned in FARs, based on local configuration in the UP function. 
The UP function shall respond to incoming Echo Request by returning an Echo Response message (without the need for specific CP function's instructions to do so).
Upon detecting a GTP-u path failure, the UP function should notify the CP function of the user plane path failure and provide the CP function with the remote IP address which is not responding, by:

-
sending an Sx Session Report Request message for (only) one of the Sx session affected by the path failure; or

-
sending an Sx node session related message, e.g. an Sx Association Update Request. 
Upon being notified of a user plane path failure, the CP function may delete the affected bearers by modifying or releasing the affected Sx sessions.
The CP function or the UP function should report the failure via the Operation and Maintenance system.
9.x.1.1.2
Evaluation

Pros:
-
provides support for the user plane path failure detection and handling specified in 3GPP TS 23.007 [6];
-
bearer contexts are not maintained during long path failures (e.g. exceeding few minutes at most), which avoids "undesirable effects like undue charging".
-
the CP function is made aware that packets cannot be delivered to a remote GTP-U endpoint (as intended by the provisioned FAR).
Cons:
-
may cause signalling storms over Sxa or Sxb if the SGW-C or PGW-C modifies or releases the affected Sx sessions and the user plane path failure affects a large number of Sx sessions.
* * * End of Changes * * * *

