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Introduction 
The 3GPP ISAT feature depends on SIP functionality being defined in IETF, specifically the following drafts from the IETF insipid working group:

https://datatracker.ietf.org/doc/draft-ietf-insipid-logme-reqs/  (requirements draft)
https://datatracker.ietf.org/doc/draft-ietf-insipid-logme-marking/ (solution draft) 

The requirements draft was recently approved by IESG and will become an RFC. The target date for the solution draft is now June 2017. 
Proposal 

To allow completion in rel-14 if the IETF solution is approved in time, the ISAT feature should be a rel-14 exception. 

CRs

Vodafone has already drafted a complete set of CRs for all CT working groups (1/3/4) as summarized below. SA groups are not affected.

CT1 
	Spec.
	Version
	Impact
	Update

	24.229
	13.0.0
	IETF definition of a protocol element to cause trace has progressed from the solution previously documented. The SIP protocol element has changed from a header field to a header field parameter, an event package is no longer used to provide configuration, and logging is per dialog controlled by the UE and S-CSCF only. Procedures must be updated to align with the IETF specification.
	Updated throughout to align with new solution. Application server cases are referred to by other specs. and are covered by 5.7.1 Common AS procedures, 5.7.2 terminating UA, 5.7.3 originating UA, 5.7.4 SIP proxy, 5.7.5 Third party call control including routeing B2BUA, initiating B2BUA.

Clause 5.7.2 says "When acting as a terminating UA the AS shall behave as defined for a UE in subclause 5.1.4"

Clause 5.7.3 says " When acting as an originating UA the AS shall behave as defined for a UE in subclause 5.1.3,"

Clause 5.7.4 is modified by the CR.

Clause 5.7.5 is modified by the CR.

	24.323
	
	Withdrawn management object specification, will have to be re-instated in Rel-13. 
	(needs to be re-instated for solution)

	24.292
	12.6.0
	Analysed as follows and no impact found:

The IMS centralised services (ICS) specification describes some cases for call origination that might be of interest to logging. 

ICS UE using Gm (clause 7.2.2)
Clause 7.2.2 ICS UE using Gm refers to 24.229 for dialog initiation therefore no change is needed in this specification.

MSC server enhanced for ICS (clause 7.3)
"The MSC server enhanced for ICS shall implement call origination towards the SCC AS as specified in 3GPP TS 29.292 [24]" 

In 29.292 clause 5.3 Interworking of mobile originating call setup from NAS signalling to SIP, subclause 5.3.3.2 Coding of INVITE says "The INVITE request shall be coded as described in 3GPP TS 24.292 [7] with the following SETUP message interworking applied:". Although it is not specified which clause of 24.292 applies, it is assumed that coding follows the ICS UE procedure in 7.2.2 and therefore no change is needed for logging. 

SCC AS (clause 7.4.2)
SCC AS for service control over Gm. "When the SCC AS receives an initial SIP INVITE request due to initial filter criteria, which does not include a request for CS media, the SCC AS shall act as a routing B2BUA as described in 3GPP TS 24.229 [11].", therefore no change is needed for logging.
	IMS centralised services (ICS) specification has been analysed and is not impacted. 

	24.237
	12.7.0
	To support logging of signalling, the following aspects of 24.237 need to be verified:

a) SIP session origination and termination procedures need to insert and echo the 'logme' header field parameter. 

b) entities defined for session continuity that can send an initial INVITE request (SC UE, MSC Server) need the capability to be configured for logging by the 3GPP IMS service level tracing management object (TS 24.323). 

c) SIP entities defined for session continuity (ATCF, SCC AS, MSC server enhanced for ICS, SC UE) must be capable of logging SIP signalling traversing them.

Checking each of these in turn: 

a) SIP session origination and termination procedures

The SC UE, and MSC server can originate and terminate SIP INVITE requests. The EATF acts as a B2BUA. The ATCF can terminate a SIP session. 

For the SC UE, clause 7.2.1 says " The SC UE shall support origination of IP multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [2]. The SC UE shall populate the SIP INVITE request according to subclause 6A.2.2.2. " Also, clause 8.2 says " The SC UE shall support termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [2] with the following clarifications:"

For the MSC server, clause 7.6.1 says "...sending the SIP INVITE request due to receipt of a CC SETUP message from the SC UE as specified in 3GPP TS 29.292 [18] and 3GPP TS 24.292 [4]..." 29.292 (clause 5.3.1) refers to 24.229. Note that 29.292 contains a circular reference to 24.292 in clause 5.3.3.2 " The INVITE request shall be coded as described in 3GPP TS 24.292 [7] with the following SETUP message interworking applied:". Including specific sub-clause names would clarify these references. 

For the EATF, clause 7.4.2 says "act as specified for a routeing B2BUA in 3GPP TS 24.229 [2], subclause 5.7.5.2.1". Note that 7.4.2 wording is not clear. 

For the ATCF, clause 8.4.2.3 says " send a SIP INVITE request towards the MSC server according to 3GPP TS 24.229 [2]"

b) configuring entities that can send INVITE for logging

Configuration for logme is specified in 24.229 in the call origination procedures. Application servers that originate INVITE requests refer to the UE procedures, which already include configuration for logme. A general statement about configuring application servers via Sh is in 24.229 clause 5.7.1.11.

c) SIP entities defined for session continuity must be capable of logging SIP signalling traversing them

SIP can traverse the ATCF. This CR adds the capability for the ATCF  to log SIP signalling that contains a 'logme' header field parameter.
	ATCF logs SIP signalling containing a 'logme' header field parameter if configured to do so.


CT3 

	Spec.
	Version 
	Impact
	Update

	29.165
	12.6.0
	The SIP debugging solution in IETF has progressed and changed. The reference to the draft must be updated and because the current solution does not introduce a new P-Debug-ID header field, instead it adds a parameter to an existing header field (Session-ID). The P-Debug-ID header field must be deleted from all SIP method tables.  
	References to IETF draft updated. References to P-Debug-ID deleted.


CT4
	Spec.
	Version 
	Impact
	Update

	23.008
	14.0.0
	Currently refers to IETF draft for trace configuration but configuration data is no longer provided by an event package. 
	Update to reference since SIP logme configuration is in a management object.

	29.228
	14.1.0
	Currently refers to IETF draft for trace configuration but configuration data is no longer provided by an event package. 
	Update to reference since SIP logme configuration is in a management object.

	29.229
	
	no impact on Cx, Dx
	

	29.328
	14.1.0
	Sh interface can carry trace configuration. Currently refers to IETF draft for trace configuration but configuration data is no longer provided by an event package.
	Update to reference since SIP logme configuration is in a management object.

	29.329
	14.1.0
	29.329 refers to 29.328 so there is no direct impact 29.329. The only impact is to ensure that 29.328 contains trace configuration so that 29.329 has something to refer to. 
	no update needed anymore. 


