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1. Introduction
The newest TS 29.244 lists four data forwarding scenarios between the CP and UP functions. 
Table 5.3.1-1: Data forwarding scenarios between the CP and UP functions

	
	Scenario description
	Data forwarding direction
	Applicable to

	1
	Forwarding of user-plane packets between the UE and the CP function. 
	UP to CP function

CP to UP function
	PGW

	2
	Forwarding of packets between the CP function and the external PDN / Sgi. 
	UP to CP function

CP to UP function
	PGW

	3
	Forwarding of packets subject to buffering in the CP function.
	UP to CP function

CP to UP function
	SGW

	4
	Forwarding of End Marker Packets constructed by the CP function to a downstream node.
	CP to UP function
	SGW, PGW



	
	
	
	

	
	
	

	

	
	
	

	

	
	
	

	


 And about the Sx-u tunnel, the description is as follow:

The CP function may establish one Sx-u tunnel per:

-
 bearer of PDN connection e.g. for the data forwarding scenarios 1 and 3;

-
 UP function or PDN e.g. for the data forwarding scenario 2 and 4.

2. Reason for Change
About the Sx-u tunnel granularity for the scenarios shown in Table 5.3.1-1, there are a few comments:
Table 5.6.2-1: Forwarding information for different scenarios

	
	Scenario description
	Forwarding target and operation
	Applicable to

	1
	Forwarding of user-plane between UE and PDN, including mapping onto GTP-U tunnels and mapping between GTP-U tunnels
	GTP-U encapsulation information (F-TEID)
	SGW, PGW

	2
	Forwarding of user-plane packets from UE and CP function (e.g. RS/RA, DHCPv4/v6, traffic subject to HTTP redirect etc) 
	Information that the CP function is source/target (CP function IP address)
	PGW 

	3
	Forwarding of packets from the external PDN / SGi and the CP function (e.g. for RADIUS, Diameter and DHCP signalling, traffic subject to HTTP redirect etc)
	Information that the CP function is source/target (CP function IP address)
	PGW

	4
	Forwarding of packets subject to buffering in CP function
	Information that the CP function is source/target (CP function IP address)
	SGW

	5
	Forwarding of packets between the UP function and the SGi-LAN for Flexible Mobile Service Chaining
	Reference to a predefined traffic steering configuration (e.g. Traffic-Steering Policy identifier)
	PGW, TDF


1. Even though it looks simpler, per bearer tunnel may result in big scalability tunnels, implying big scalability management.

2. As shown in the Table 5.6.2-1 in TS 23.214, the scenarios 2 and 3 are corresponding the scenarios 1 and 2 of Table 5.3.1-1 in TS 29.244 one-to-one. Both scenarios are used to transfer the packets e.g. RS/RA, DHCPv4/v6, traffic subject to HTTP redirect, where the traffic is really low
Therefore, the multiplexing is highly advantageous. The CP function may establish one Sx-u tunnel per UP function or PDN for the data forwarding scenario 1 and 2. And the corresponding Sx-u tunnel management procedure should be added.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244:

1. The CP function may establish one Sx-u tunnel per UP function for the data forwarding scenario 1 in Table 5.3.1-1:
2. Add the node level Sx-u tunnel management procedures in section 6.2 - Sx Node Related Procedures.
* * * First Change * * * *

5.3.1
General

Forwarding of user plane data between the CP and UP functions may take place as part of the following scenarios (see 3GPP TS 23.214 [2]).

Table 5.3.1-1: Data forwarding scenarios between the CP and UP functions

	
	Scenario description
	Data forwarding direction
	Applicable to

	1
	Forwarding of user-plane packets between the UE and the CP function. 
	UP to CP function

CP to UP function
	PGW

	2
	Forwarding of packets between the CP function and the external PDN / Sgi. 
	UP to CP function

CP to UP function
	PGW

	3
	Forwarding of packets subject to buffering in the CP function.
	UP to CP function

CP to UP function
	SGW

	4
	Forwarding of End Marker Packets constructed by the CP function to a downstream node.
	CP to UP function
	SGW, PGW


Editor's note:
Forwarding of user-plane packets between the UP function and the CP function may also take place for lawful interception (pending SA2/SA3 requirements) and restoration scenarios (pending CT4 conclusions on the restoration study).

User plane packets shall be forwarded between the CP and UP functions by encapsulating the user plane packets using GTP-U encapsulation (see 3GPP TS 29.281 [3]). 

For forwarding data from the UP function to the CP function, the CP function shall configure PDR(s) per Sx session context, with the PDI identifying the user plane traffic to forward to the CP function and with a FAR set with the Destination Interface "CP function side" and set to perform GTP-U encapsulation and to forward the packets to a GTP-u F-TEID uniquely assigned in the CP function per Sx session and PDR. The CP function shall then identify the PDN connection and the bearer to which the forwarded data belongs by the F-TEID in the header of the encapsulating GTP-U packet.

For forwarding data from the CP function to the UP function, the CP function shall configure one or more PDR(s) per Sx session context, with the PDI set with the Source Interface "CP function side" and identifying the GTP-u F-TEID uniquely assigned in the UP function per PDR, and with a FAR set to perform GTP-U decapsulation and to forward the packets to the intended destination. URRs and QERs may also be configured.

Editor's note:
It is FFS whether a mechanism is required to ensure that the DL data buffered in the CP function are delivered to the UE by the SGW-U before any downlink data packet newly received over S5/S8.

Sx session contexts may correspond to individual PDN connections, TDF sessions, or standalone sessions not tied to any PDN connection or TDF session used e.g. for forwarding RADIUS, Diameter or DHCP signalling between the PGW-C and the PDN or for forwarding End Marker packets from the PGW-C or SGW-C to a downstream SGW-U or eNodeB. 

The CP function may establish one Sx-u tunnel per:

-
 bearer of PDN connection e.g. for the data forwarding scenarios 3;

-
 UP function or PDN e.g. for the data forwarding scenario 1, 2 and 4.

The Sx-u tunnel per bearer shall be established and deleted during Sx session management procedures.

The Sx-u tunnel per UP function or PDN shall be established and deleted during Sx node related procedures.
* * * Next Change * * * *

6.2.x
Node level Sx-u tunnel establishment procedure

6.2.x.1
General
For data forwarding scenarios 1 and 2 in Table 5.3.1-1, Sx-u tunnel is established per UP function or PDN. During Sx setup, a node level Sx-u tunnel shall be established.
6.2.x.2
Node level Sx-u tunnel establishment request
The CP function send a Sx-u tunnel establishment request to the UP function, providing F-TEIDs for local CP function. If the CP function serves more than one UP function, messages for each UP function are needed. 
6.2.x.3
Node level Sx-u tunnel establishment response
The message shall be sent by UP function as a response to a received Node level Sx-u tunnel establishment request.
Editor’s note: this procedure may be attached to Sx management procedure, which is still in discussion.
6.2.y
Node level Sx-u tunnel deletion procedure

6.2.y.1
General
For data forwarding scenarios 1 and 2, Sx-u tunnel is established per UP function or PDN. During Sx release, a node level Sx-u tunnel shall be deleted.
6.2.y.2
Node level Sx-u tunnel delete request
The CP function send a Sx-u tunnel delete request to the UP function. If the CP function serves more than one UP function, messages for each UP function are needed. 
6.2.y.3
Node level Sx-u tunnel delete response
The UP function shall delete the F-TEID for local CP function. The message shall be sent by UP function as a response to a received node level Sx-u tunnel delete request.

Editor’s note: this procedure may be attached to Sx management procedure, which is still in discussion.
* * * Next Change * * * *

7.3
Message Types

The PFCP message types to be used over the Sxa, Sxb and Sxc reference points are defined in Table 7.3-1.

Table 7.3-1: Message Types

	Message Type value (Decimal)
	Message
	Applicability

	
	
	Sxa
	Sxb
	Sxc

	0
	Reserved
	
	
	

	
	Sx Node related messages
	
	
	

	1
	Sx Heartbeat Request
	X
	X
	X

	2
	Sx Heartbeat Response
	X
	X
	X

	3
	Sx PFD Management Request
	-
	X
	X

	4
	Sx PFD Management Response
	-
	X
	X

	Y
	Sx-u Tunnel Establishment Request
	X
	X
	-

	X
	Sx-u Tunnel Establishment Response
	X
	X
	-

	U
	Sx-u Tunnel Delete Request
	X
	X
	-

	V
	Sx-u Tunnel Delete Response
	X
	X
	-

	z to 49
	For future use
	
	
	

	
	Sx Session related messages
	
	
	

	50
	Sx Session Establishment Request
	X
	X
	X

	51
	Sx Session Establishment Response
	X
	X
	X

	52
	Sx Session Modification Request
	X
	X
	X

	53
	Sx Session Modification Response
	X
	X
	X

	54
	Sx Session Deletion Request
	X
	X
	X

	55
	Sx Session Deletion Response
	X
	X
	X

	56
	Sx Session Report Request
	X
	X
	X

	57
	Sx Session Report Response
	X
	X
	X

	58 to 99
	For future use. 
	
	
	

	
	Other messages
	
	
	

	100 to 255 
	For future use
	
	
	


* * * Next Change * * * *

7.4.x
Node Level Sx-u Tunnel Management
7.4.x.1
Sx-u Tunnel Establishment Request

Table 7.4.x.1-1: Information Elements in Sx-u Tunnel Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	F-TEID
	M
	
	X
	X
	-
	F-TEID

	
	
	
	
	
	
	


7.4.x.2
Sx-u Tunnel Establishment Response

Table 7.4.3.2-1: Information Elements in Sx-u Tunnel Establishment Response

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Cause
	M
	
	X
	X
	-
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to an conditional or mandatory IE missing or faulty.
	X
	X
	-
	Offending IE

	F-TEID
	M
	
	X
	X
	-
	F-TEID


7.4.x.3
Sx-u Tunnel Delete Request

Table 7.4.x.1-1: Information Elements in Sx-u Tunnel Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	F-TEID
	M
	
	X
	X
	-
	F-TEID

	
	
	
	
	
	
	


7.4.x.4
Sx-u Tunnel Delete Response

Table 7.4.3.2-1: Information Elements in Sx-u Tunnel Establishment Response

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Cause
	M
	
	X
	X
	-
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to an conditional or mandatory IE missing or faulty.
	X
	X
	-
	Offending IE

	F-TEID
	M
	
	X
	X
	-
	F-TEID


* * * Next Change * * * *

* * * Next Change * * * *

* * * End of Changes * * * *

