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Introduction:
This document addresses the need for improvements in standards with regards to dynamic allocation of users to application servers in the IMS core network and its consequences on the necessity for data consistency in the S-CSCF and AS to a successful service execution, i.e. for SRVCC. 
Various Application Server types maintain registration information which is received from IMS core (by a 3rd party registration) and/or subscription data retrieved from IMS-HSS to control service features. These data might be stored locally within the AS instance for future use. The AS does not retrieve these data again when needed in the course of a service execution, but just receives update upon changes to maintain up-to-date status. This approach requires to invoke the same AS instance for any transaction of a given user for the lifetime of the user registration.

Concepts for dynamic allocation of users to application servers are addressed by 3GPP TR 23.818 Annex C. Hereby the S-CSCF uses for the lifetime of a registration the same AS instance for a given AS-type which is addressed by an iFC. This capability might be based on: 

· Capabilities of the S-CSCF (S-CSCF selects AS instance just with initial invocation and stores AS instance for further use)

· Static assignment S-CSCF<->AS nodes (e.g. based on DNS configuration)

Even if an S-CSCF applies allocation of a user to an AS instance for a service according to these concepts, there might be a need for the S-CSCF to invoke an alternative AS instances for the given service e.g. due to outages. Any serving AS should be aware of any AS assignment changes and download the registration information which is received from IMS core and/or subscription data retrieved from IMS-HSS to control service features from the original AS. Otherwise the data stored in the AS instance or in IMS-Core might be outdated or set to a wrong value and might result in erroneous service execution. The following section provides examples which illustrate the negative impact of such inconsistencies.
Problem Description 1: SRVCC failures due to SCC AS swap:
As specified in 3GPP TS 23.380 clause 6 “Recovery after SCC AS failure”, the SCC-AS should store extra SRVCC related information, i.e., ATCF-Path-URI and ATCF-Management-URI, in the HSS as Repository Data. If a service request is received when the assigned SCC-AS is down, the S-CSCF should forward the service request to a working SCC-AS and this SCC-AS should download corresponding ATCF related information previously stored in the HSS and it should notify the ATCF with its own ATU-STI for SRVCC.
In the following is a description of use case where service continuity for SRVCC with the specified procedure could not be ensured if applying the above concept to a SRVCC network with a pool of ASs: 
1- The user A is registered for MMTel/SCC-AS 1
2- MMTeL/SCC-AS 1 is partially erroneous, i.e. an initial INVITE for a session to the user A can’t be answered, so the S-CSCF sends an INVITE to an alternative MMTeL/SCC-AS 2, which doesn’t have any registration data of the user yet. The alternative MMTeL/SCC-AS 2 gets ATCF related data from the HSS (previously stored at 3rd Party registration) according to TS 23.380 sub clause 6.

3- The MMTeL/SCC-AS 2 sends a MESSAGE to the ATCF including ATU-STI to provide the subsequent SRVCC with a correct information. 
Note that during an SRVCC session the ATCF must address the SCC-AS over which the user is served. So during the registration the SCC-AS sends his address in a MESSAGE to the ATCF. 

4- The S-CSCF recognizes that the original MMTeL/SCC-AS 1 is reachable again (i.e. through a polling via OPTION messages). 
5- The S-CSCF sends new initial INVITE(s) to the MMTeL/SCC-AS 1. SCC-AS1 may not be aware of the temporarily assignment to SCC-AS2 before nor of the new information (address of the SCC-AS 2) the ATCF has. This will not be corrected by the SCC-AS 1. Two situations could occur: 

a. It might miss changes of registration data (3rd Pty Reg send to alternative instance) and 

b. It might miss specific actions which are required with initial use (re-use) of the given AS instance, i.e. the SCC-AS instance to send own AS instance address ATU-STI to ATCF to ensure that succeeding SRVCC attempts are addressed to this instance. 
6- All subsequent new calls for an SRVCC attempt will be done over SCC-AS1. But the ATCF will send an INVITE to MMTeL/SCC-AS 2, which will fail. Handover between the ASs fails and the service will not continue correctly.
Problem Description 2: T-ADS failures due to SCC AS swap
SCC-AS receives with 3rd Party registration of the user a PANI header which indicates the used access network (e.g. E-UTRAN, WiFi …). If the user performs a re-registration (e.g. due to moving from E-UTRAN to WiFi) the SCC-AS receives updated information about the used access network. The information about the access type will be used by the SCC-AS when handling a terminating call to apply T-ADS query towards HSS if the user is attached to 3GPP access respectively to suppress T-ADS query if the user is attached to non3GPPaccess (Voice over WiFi). 

If outages result in a swap from SCC-AS Instance 1 to SCC-AS Instance 2 and back to SCC-AS Instance 1 (S-CSCF swaps between AS instances, scenario is similar to Problem Description 1) then SCC-AS Instance 1 might miss a change of access type. Therefore T-ADS logic results in wrong behaviour and session setup might fail since it is routed to the wrong domain (e.g. user was attached and registered in LTE, changed to 2/3G, changed to “WiFi only” -> SCC-AS which missed change to WiFi will try to terminate the call in 2/3G).
Proposed way forward:
It is proposed to discuss the issue described above and decide on appropriate step(s) forwards to solve it in standards. 
