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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [6] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [6].

AMR
Adaptive Multi-Rate

AMR-WB
Adaptive Multi-Rate - WideBand

AMR-WB IO
Adaptive Multi-Rate - WideBand Inter-operable Mode, included in the EVS codec

APP
APPlication-defined RTCP packet

ASR
Automatic Speech Recognition

BFCP
Binary Floor Control Protocol

CCM
Codec Control Messages

CS
Crypto Session

CVO
Coordination of Video Orientation
DTMF
Dual Tone Multi Frequency 

DTLS
Datagram Transport Layer Security

DTX
Discontinuous Transmission
e2e
End-to-end 

ECN
Explicit Congestion Notification

ECN-CE
ECN Congestion Experienced
EVS
Enhanced Voice Services

EMMA
Extensible MultiModal Annotation markup language

FECC
Far End Camera Control
FIR
Full Intra Request
ICE
Interactive Connectivity Establishment

IP
Internet Protocol

KMS
Key Management Service

MGC
Media Gateway Controller

MGW
Media Gateway

MIKEY
Multimedia Internet KEYing
MMCMH
Multi-stream Multiparty Conferencing Media Handling
MPS
Multimedia Priority Service

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

MSRP
Message Session Relay Protocol
NLSML
Natural Language Semantics Markup Language

PSK
Pre-Shared Key

ROI
Region of Interest

RTCP
RTP Control Protocol

RTP
Real-time Transport Protocol

SCTP
Stream Control Transmission Protocol
SDP
Session Description Protocol

SDPCapNeg
SDP Capability Negotiation

SIP
Session Initiation Protocol

SRGS
Speech Recognition Grammar Specification

SSML
Speech Synthesis Markup Language

STUN
Session Traversal Utilities for NAT
TCP
Transmission Control Protocol
TEK
Traffic Encryption Key

TGK
TEK Generation Key 

TLS
Transport Layer Security

TMMBN
Temporary Maximum Media Stream Bit Rate Notification
TMMBR
Temporary Maximum Media Stream Bit Rate Request
TP
TelePresence
TTS
Text to Speech

UDP
User Datagram Protocol

URN
Uniform Resource Name

VXML
Voice Extensible Markup Language
* * * Next Change * * * *

5.x
RTCP Codec Control Commands and Indications

The MRFC and the MRFP may support signalling of "RTCP Codec Control Commands and Indications", as defined in 3GPP TS 26.114 [23] and IETF RFC 5104 [61].

NOTE 1:
3GPP TS 26.114 [23] specifies support of the following RTCP feedback codec control messages (CCM): "Full Intra Request (FIR)", "Temporary Maximum Media Stream Bit Rate Request (TMMBR)" and "Temporary Maximum Media Stream Bit Rate Notification (TMMBN)".

The RTCP FIR feedback message can be used by the MRFP supporting the Multi-stream Multiparty Conferencing Media Handling feature, as specified in subclause 5.11.3, to request the media sender to send a decoder refresh point.

The RTCP TMMBR and TMMBN feedback messages can be used by the MRFP supporting the Explicit Congestion Notification, as specified in subclause 5.15.

Usage of the RTCP feedback "CCM" messages is negotiated via SDP offer/answer exchange through an extension of RTCP feedback capability attribute "a=rtcp-fb" (defined in IETF RFC 4585 [60]).

NOTE 2:
The SDP offer/answer negotiation is performed for each "a=rtcp-fb" attribute line individually.

If the MRFC and the MRFP support the "RTCP Codec Control Commands and Indications" signalling, the MRFC and the MRFP shall apply the procedures in the present subclause.

If the MRFC receives from a preceding node an SDP offer containing "a=rtcp-fb" line(s) with a "CCM" parameter and with "fir" and/or "tmmbr" CCM parameters (defined in IETF RFC 5104 [61]) under video "m=" line(s), the MRFC shall:

-
when requesting the MRFP to configure resources towards the preceding node, include the "CCM BASE" information element with the "fir" and/or "tmmbr" CCM parameters to indicate that the MRFP is allowed to send the RTCP CCM "FIR" and/or "TMMBR/TMMBN" feedback messages; and

-
include in the SDP answer, that will be sent to its preceding node, the "a=rtcp-fb" line(s) with the "fir" and/or "tmmbr" CCM parameters from the received SDP offer.

If the MRFC sends the SDP offer with video "m=" line(s) the MRFC shall include under the each offered video "m=" line the "a=rtcp-fb" attribute lines with the "CCM" parameter and with the "fir" and "tmmbr" CCM parameters.

If the MRFC then receives the SDP answer with the "a=rtcp-fb" line(s) with the "CCM" parameter and with the "fir" and/or "tmmbr" CCM parameters the MRFC shall, when requesting the MRFP to configure resources, include the "CCM BASE" information element with the "fir" and/or "tmmbr" CCM parameters to indicate that the MRFP is allowed to send the RTCP CCM "FIR" and/or "TMMBR/TMMBN" feedback messages.

The MRFP shall then assign resources for the requested RTCP control flow, and the MRFP:

-
may send the RTCP FIR feedback message to request the media sender to send a decoder refresh point;

-
may send the RTCP TMMBR feedback message to request the media sender to limit the maximum bit rate for a media stream to, or below, the provided value; and

NOTE 3:
Trigger for sending of the RTCP TMMBR feedback message can be reception of RTP packets marked with ECN-CE, as described in subclause 5.15.

-
upon reception of the RTCP TMMBR feedback message shall adjust the sent media rate to the requested rate or lower and shall respond by sending the RTCP TMMBN feedback message.

* * * Next Change * * * *

6.2.y
RTCP Codec Control Commands and Indications

Figure 6.2.y.1 shows the message sequence chart example for indicating "RTCP Codec Control Commands and Indications". The MRFC includes the "CCM BASE" information element in the Local and Remote descriptors to indicate that the MRFP is allowed to send the RTCP CCM "FIR" and "TMMBR/TMMBN" feedback messages (defined in IETF RFC 5104 [61]).
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1. INVITE with SDP offer 

["m=video rp1 RTP/AVPF x" 

"a=rtpmap:x ..." "a=rtcp-fb:* ccm fir" 

"a=rtcp-fb:* ccm tmmbr"]

2. H.248:ADD.req[C=?, T= ?, LD(Laddr = ?, Lport = ?  

Local IMS resources{}, CCM BASE{a=rtcp-fb:* ccm fir, 

a=rtcp-fb:* ccm tmmbr}) RD(Raddr = IPo1, Rport = rp1 

Remote IMS resources{}, CCM BASE{a=rtcp-fb:* ccm 

fir, a=rtcp-fb:* ccm tmmbr})]

SIP message with SDP answer 

["m=video lp1 RTP/AVPF x" 

"a=rtpmap:x ..." "a=rtcp-fb:* ccm fir" 

"a=rtcp-fb:* ccm tmmbr"]

4. H.248:ADD.resp[C=C1, T=T1, LD (Laddr=IPa1, 

Lport=lp1, Local IMS resources{}), RD (Raddr = IPo1, 

Rport = rp1 Remote IMS resources{})]

Reserve and Configure 

IMS resources

3. Create incoming termination T1


Figure 6.2.y.1: Procedure to indicate RTCP Codec Control Commands and Indications

* * * Next Change * * * *

8.20
Reserve and Configure IMS Resources

This procedure is used to reserve multimedia-processing resources for an Mp interface connection; it is based on the procedure of the same name defined in 3GPP TS 29.163 [9].

Table 8.20.1: Procedures between MRFC and MRFP: Reserve and Configure IMS Resources
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve and Configure IMS Resources
	MRFC
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Priority information
	O
	This information element requests the MRFP to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	IMSTermination Request
	M
	This information element indicates the existing bearer termination or requests a new IMS termination for the bearer to be established.

	
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.

For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	
	
	ReserveValue
	O
	This information element indicates if multiple local IMS resources are to be reserved

	
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.

For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the MRFP that the remote end can send user plane data to.

For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.

For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	Notify termination heartbeat
	C
	This information element requests termination heartbeat indications. This information element shall be included when requesting a new bearer termination. Otherwise the information element is optional.

	
	
	ECN Enable
	O
	This information element requests the MRFP to apply ECN.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the MRFP to perform IP header settings as an ECN endpoint. It may be included only if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if an ECN related error occurs It may be included only if ECN is enabled..

	
	
	Diffserv Code Point
	O
	This information element requests the MRFP to apply a specific Diffserv Code Point to the IP headers.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the MRFP to pass on the CVO extended RTP header as defined by IETF RFC 5285 [27].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [28].

	
	
	STUN server request
	O
	This information element is present if MRFC requests the MRFP to answer STUN connectivity checks for ICE.

	
	
	ICE Connectivity Check
	C
	This information element requests the MRFP to perform ICE connectivity check as defined by IETF RFC 5245 [29]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	ICE password request
	O
	This information element is present if MRFC requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if MRFC requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if MRFC requests an ICE host candidate.

	
	
	ICE received candidate
	O
	This information element is present if MRFC indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if MRFC indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if MRFC indicates a received Ufrag for ICE.

	
	
	MSRP URI Path request
	O
	This information element requests the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	
	
	MSRP URI Path
	O
	This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "To‑Path" header field.

	
	
	Establish TCP connection
	O
	This information element requests the MRFP to take a TCP client role and to initiate a TCP connection establishment.

	
	
	Notify TCP connection establishment Failure Event
	O
	This information element requests a notification if a TCP connection establishment failure occurs.

	
	
	Establish (D)TLS session
	O
	This information element requests the MRFP to take a (D)TLS client role and to initiate a (D)TLS session establishment.

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs.

	
	
	Pre-Shared Key

	O
	This information element is present if the MRFC wants that the media is protected using TLS tunnel established with MIKEY-TICKET procedures. It indicates the Traffic-Encrypting key associated with the Crypto Session that shall be used in TLS handshake.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the MRFC allows the MRFP to send RTCP APP packets of the indicated types. The MRFP shall not send other RTCP APP packets. If the parameter is not supplied, the MRFP shall not send any RTCP APP packets.

	
	
	Local certificate fingerprint Request
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local certificate fingerprint.

	
	
	Remote certificate fingerprint
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote certificate fingerprint.

	
	
	Local SCTP Port Request
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local SCTP Port.

	
	
	Remote SCTP Port
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote SCTP port.

	
	
	SCTP Stream ID
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the the actual SCTP stream identifier to realize the CLUE data channel.

	
	
	Subprotocol ID
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the protocol "CLUE" to exchange via the data channel.

	
	
	Local max message size Request
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It requests the MRFP to provide a local max message size.

	
	
	Remote max message size
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote max message size.

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the MRFP to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [27] and 3GPP TS 26.114 [23].

	
	
	Predefined ROI Sent
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	
	
	Predefined ROI Received
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	
	
	Arbitrary ROI Sent
	
	This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-arbitrary”, as described in 3GPP TS 26.114 [23]. 

	
	
	Arbitrary ROI Received
	
	This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-arbitrary”, as described in 3GPP TS 26.114 [23]. 

	
	
	Notify CLUE Message Received Event
	O
	This information element requests a reporting of the received CLUE message.

	
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [23].

	
	
	CCM BASE
	O
	This information element indicates that the MRFP is allowed to send the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [61]) to the end user.

	Reserve and Configure IMS Resources Ack
	MRFP
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	IMSTermination
	M
	This information element indicates the Bearer Termination where the command was executed.

	
	
	Local IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.

For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.

For terminations supporting any combination of  video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the MRFP shall receive user plane data from IMS.

For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.

For terminations supporting any combination of  video, audio and messaging this may contain multiple addresses.

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the MRFP.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the MRFP.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the MRFP.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the MRFP supports ICE lite, but not full ICE. It indicates that the MRFP only supports ICE lite.

	
	
	MSRP URI Path
	C
	This information element may be present only if the MSRP URI Path request was contained in the request. This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "From‑Path" header field.

	
	
	Local certificate fingerprint
	C
	This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint.

	
	
	Local SCTP Port
	C
	This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	
	
	SCTP Stream ID
	C
	This information element shall be present if it was contained in the request. It indicates the SCTP stream identifier that the MRFP used to realize the CLUE data channel.

	
	
	Subprotocol ID
	C
	This information element shall be present if it was contained in the request. It indicates the the protocol "CLUE" to exchange via the data channel.

	
	
	Local max message size
	C
	This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	
	
	SDPCapNeg configuration
	C
	This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.


* * * Next Change * * * *

8.22
Configure IMS Resources Procedure

This procedure is used to select multimedia-processing resources for an Mp interface connection; it is based on the procedure of the same name defined in 3GPP TS 29.163 [9].

Table 8.22.1: Procedures between MRFC and MRFP: Configure IMS Resources Procedure

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure IMS Resources
	MRFC
	Context 
	M
	This information element indicates the context for the bearer termination.

	
	
	IMS Termination
	M
	This information element indicates the existing bearer termination.

	
	
	Local IMS Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the MRFP that the IMS user can send user plane data to.

For terminations supporting video any combination of video, audio and messaging may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	O
	This information element requests termination heartbeat indications.

	
	
	ECN Enable
	O
	This information element requests the MRFP to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the MRFP to perform IP header settings as an ECN endpoint. It may be included if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if an ECN related error occurs. It may be included if ECN is enabled.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the MRFP to pass on the CVO extended RTP header as defined by IETF RFC 5285 [27]..

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [28].

	
	
	ICE Connectivity Check
	C
	This information element requests the MRFP to perform ICE connectivity check as defined by IETF RFC 5245 [29]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	Additional ICE Connectivity Check
	C
	This information element requests the MRFP to perform additional ICE connectivity check as defined by IETF RFC 5245 [29]. It is only applicable for full ICE.

	
	
	ICE received candidate
	O
	This information element is present if MRFC indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if MRFC indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if MRFC indicates a received Ufrag for ICE.

	
	
	MSRP URI Path
	O
	This information element provides the MSRP URI path information that the MRFP will insert in the MSRP message "To‑Path" header field.

	
	
	Establish TCP connection
	O
	This information element requests the MRFP to take a TCP client role and to initiate a TCP connection establishment.

	
	
	Notify TCP connection establishment Failure Event
	O
	This information element requests a notification if a TCP connection establishment failure occurs.

	
	
	Establish (D)TLS session
	O
	This information element requests the MRFP to take a (D)TLS client role and to initiate a (D)TLS session establishment.

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs.

	
	
	Pre-Shared Key
	O
	This information element is present if the MRFC wants that the media is protected using TLS tunnel established with MIKEY-TICKET procedures. It indicates the Traffic-Encrypting key associated with the Crypto Session that shall be used in TLS handshake.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if the MRFC allows the MRFP to send RTCP APP packets of the indicated types. The MRFP shall not send other RTCP APP packets. If the parameter is not supplied, the MRFP shall not send any RTCP APP packets.

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the MRFP to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [27] and 3GPP TS 26.114 [23].

	
	
	Predefined ROI Sent
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	
	
	Predefined ROI Received
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Predefined ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [23]. 

	
	
	Arbitrary ROI Sent
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-sending client, expressed by the parameter "3gpp-roi-arbitrary”, as described in 3GPP TS 26.114 [23]. 

	
	
	Arbitrary ROI Received
	O
	This information element requests the MRFP to support the RTCP feedback message capability for "Arbitrary ROI" type toward the ROI-receiving clients, expressed by the parameter "3gpp-roi-arbitrary”, as described in 3GPP TS 26.114 [23]. 

	
	
	Remote certificate fingerprint
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote certificate fingerprint.

	
	
	Remote sctp port
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote SCTP port.

	
	
	Remote max message size
	O
	This information element is present if the MRFC requests the MRFP to establish the CLUE data channel. It indicates the remote max message size.

	
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [23].

	
	
	CCM BASE
	O
	This information element indicates that the MRFP is allowed to send the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [61]) to the end user.

	Configure IMS Resources Ack
	MRFP
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	IMS Termination
	M
	This information element indicates the Bearer Termination where the command was executed.

	
	
	Local IMS Resources
	O
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall be prepared to receive user data

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IMS Resources
	M
	This information element indicates the resource(s) (i.e. codecs) for which the MRFP shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the MRFP that the IMS user can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the MRFP can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.


* * * End of Changes * * * *

MRFC
MRFP

1. INVITE with SDP offer  ["m=video rp1 RTP/AVPF x" "a=rtpmap:x ..." "a=rtcp-fb:* ccm fir" "a=rtcp-fb:* ccm tmmbr"]

2. H.248:ADD.req[C=?, T= ?, LD(Laddr = ?, Lport = ?  Local IMS resources{}, CCM BASE{a=rtcp-fb:* ccm fir, a=rtcp-fb:* ccm tmmbr}) RD(Raddr = IPo1, Rport = rp1 Remote IMS resources{}, CCM BASE{a=rtcp-fb:* ccm fir, a=rtcp-fb:* ccm tmmbr})]
SIP message with SDP answer 
["m=video lp1 RTP/AVPF x" "a=rtpmap:x ..." "a=rtcp-fb:* ccm fir" "a=rtcp-fb:* ccm tmmbr"]
4. H.248:ADD.resp[C=C1, T=T1, LD (Laddr=IPa1, Lport=lp1, Local IMS resources{}), RD (Raddr = IPo1, Rport = rp1 Remote IMS resources{})]
Reserve and Configure IMS resources

3. Create incoming termination T1




