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1. Introduction
Usage Monitoring shall be supported over the Sxb and Sxc reference points, as specified in subclause 4.3.1 of 3GPP TS 23.214.  
2. Reason for Change
Usage Monitoring Control refers to the process of monitoring the user plane traffic for the accumulated usage of network resources per: 
· individual or group of service data flows, 

· individual or group of applications, 

· IP-CAN session, possibly excluding an individual SDF or a group of service data flow(s), and/or
· TDF session, possibly excluding an individual application or a group of application(s).
See subclauses 4.4, 6.2.2.3 and 6.6 of 3GPP TS 23.203, and subclauses 4.5.16, 4.5.17, 4b.5.6 and 4b.5.7 of 3GPP TS 29.212.

Excerpts from TS 23.203:

"The PCRF that uses usage monitoring for making dynamic policy decisions shall set and send the applicable thresholds to the PCEF or TDF for monitoring. The usage monitoring thresholds shall be based either on time, or on volume. The PCRF may send both thresholds to the PCEF or TDF. The PCEF or TDF shall notify the PCRF when a threshold is reached and report the accumulated usage since the last report for usage monitoring. If both time and volume thresholds were provided to the PCEF or TDF, the accumulated usage since last report shall be reported when either the time or the volume thresholds are reached.

NOTE:
There are reasons other than reaching a threshold that may cause the PCEF/TDF to report accumulated usage to the PCRF as defined in clauses 6.2.2.3 and 6.6.2.

The Usage Monitoring Control information comprises the information that is required to enable user plane monitoring of resources for individual applications/services, groups of applications/services, for an IP-CAN session or for a TDF session.
The Monitoring Key is the reference to a resource threshold. Any number of PCC/ADC Rules may share the same monitoring key value. 
Table 6.6: Usage Monitoring Control related information

	Information name
	Description
	Category
	Scope

	Monitoring key
	The PCRF uses the monitoring key to group services that share a common allowed usage.
	Mandatory
	IP-CAN session,

TDF session

	Volume threshold

(NOTE 1)
	Defines the traffic volume value after which the PCEF or the TDF shall report usage to the PCRF for this monitoring key.
	Optional
	Monitoring key

	Time threshold

(NOTE 1)
	Defines the resource time usage after which the PCEF or the TDF shall report usage to the PCRF.
	Optional
	Monitoring key

	Monitoring time
	Defines the time at which the PCEF or the TDF shall reapply the Volume and/or Time Threshold.
	Optional
	Monitoring Key

	Subsequent Volume threshold
	Defines the traffic volume value after which the PCEF or the TDF shall report usage to the PCRF for this Monitoring key for the period after the Monitoring time.
	Optional, Conditional

(NOTE 2)
	Monitoring Key

	Subsequent Time threshold
	Defines resource time usage after which the PCEF or the TDF shall report usage to the PCRF for this Monitoring key for the period after the Monitoring time.
	Optional, Conditional

(NOTE 2)
	Monitoring Key

	Inactivity Detection Time
	Defines the period of time after which the time measurement shall stop, if no packets are received.
	Optional, Conditional

(NOTE 3)
	Monitoring Key

	NOTE 1:
This attribute is also used by the PCEF/TDF, e.g. during IP-CAN/TDF session termination, to inform the PCRF about the resources that have been consumed by the UE.

NOTE 2:
This attribute is applicable in presence of Monitoring Time only.

NOTE 3:
This attribute is applicable in presence of Time threshold only.


To activate usage monitoring, the PCRF shall set the Usage report event trigger and provide applicable usage thresholds for the Monitoring key(s) that are subject to usage monitoring in the requested node (PCEF or TDF, solicited application reporting). The PCRF shall not remove the Usage report event trigger while usage monitoring is still active in the PCEF/TDF.

If the Usage report event trigger is set and the volume or the time thresholds, earlier provided by the PCRF, are reached, the PCEF or TDF (whichever received the event trigger) shall report this event to the PCRF. If both volume and time thresholds were provided and the thresholds, for one of the measurements, are reached, the PCEF or TDF shall report this event to the PCRF and the accumulated usage since last report shall be reported for both measurements.

For usage monitoring, the PCEF shall support volume and time measurement for an IP-CAN session and maintain a measurement for each IP-CAN session for which the PCRF has requested the Usage report trigger and provided threshold values on an IP‑CAN session level. The PCEF shall be able to support volume and time measurements simultaneously for a given IP-CAN session.

The PCEF shall support volume and time measurement per Monitoring key and maintain a measurement for each Monitoring key if the PCRF has requested the Usage report trigger and provided threshold values on Monitoring key level. The PCEF shall be able to support volume and time measurements simultaneously for a given Monitoring Key.

The PCEF shall support simultaneous volume and time measurement for usage monitoring on IP‑CAN session level and Monitoring key level for the same IP‑CAN session.

Volume and time measurements for usage monitoring purposes on IP‑CAN session level and on Monitoring key level shall be performed independently of each other. If the PCC rule is associated with an indication of exclusion from session level monitoring, the PCEF shall not consider the corresponding service data flow for the volume and time measurement on IP-CAN session level.

If the Usage report reached event trigger is set and a volume or a time threshold is reached, the PCEF shall report this event to the PCRF. The PCEF shall continue to perform volume or time measurement after the threshold is reached and before a new threshold is provided by the PCRF. At IP-CAN session termination or if the conditions defined in clause 6.6.2 for continued monitoring are no longer met, or if the PCRF explicitly requests a usage report, the PCEF shall inform the PCRF about the resources that have been consumed by the user since the last usage report for the affected Monitoring keys, including the resources consumed before and after the Monitoring time was reached, if provided according to clause 6.2.1.0.

The first usage report after the Monitoring Time was reached shall indicate the usage up to the Monitoring time and usage after the Monitoring time.

In order to support time based usage monitoring, the PCRF may optionally indicate to the PCEF, along with other usage monitoring information provided, the Inactivity Detection Time. This value represents the time interval after which the time measurement shall stop for the Monitoring key, if no packets are received belonging to the corresponding Monitoring Key during that time period. Time measurement shall resume on receipt of a further packet belonging to the Monitoring key."
Table 6.3: The PCC rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the PCEF

	Usage Monitoring Control
	This part describes identities required for Usage Monitoring Control.
	
	

	Monitoring key
	The PCRF uses the monitoring key to group services that share a common allowed usage.
	
	Yes

	Indication of exclusion from session level monitoring
	Indicates that the service data flow shall be excluded from the IP-CAN session usage monitoring
	
	Yes


Table 6.8: The Application Detection and Control rule information

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic ADC rule
	Applicable reference point

	Usage Monitoring Control
	This clause describes identities required for Usage Monitoring Control.
	
	
	Sd

	Monitoring key
	The PCRF uses the monitoring key to group applications that share a common allowed usage.
	Optional
	Yes
	Sd

	Indication of exclusion from session level monitoring
	Indicates that the application shall be excluded from the TDF session usage monitoring.
	Optional
	Yes
	Sd


The Usage-Monitoring-Information AVP in subclause 5.3.60 of 3GPP TS 29.212 specifies the usage monitoring control related information over the Gx reference point.
Excerpts from TS 29.212:

AVP Format:

Usage-Monitoring-Information::= < AVP Header: 1067 >








 [ Monitoring-Key ]







 0*2 [ Granted-Service-Unit ]







 0*2 [ Used-Service-Unit ]







 [ Quota-Consumption-Time ]







 [ Usage-Monitoring-Level ]








 [ Usage-Monitoring-Report ]








 [ Usage-Monitoring-Support ]








*[ AVP ]
In order to provide the applicable threshold for usage monitoring control, the PCRF shall include a Usage-Monitoring-Information AVP per monitoring key. The threshold level shall be provided in its Granted-Service-Unit AVP. Threshold levels may be defined for:

-
the total volume only; or

-
the uplink volume only; or

-
the downlink volume only; or

-
the uplink and downlink volume; or
-
the time.

The PCEF shall report accumulated usage to the PCRF in the following conditions:

-
when a usage threshold is reached;

-
when all PCC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or deactivated;

-
when usage monitoring is explicitly disabled by the PCRF;

-
when an IP-CAN session is terminated;

-
when requested by the PCRF.

4.5.17.6
Report in case of Monitoring Time provided

If Monitoring-Time AVP was provided within one instance of the Granted-Service-Unit AVP included within the Usage-Monitoring-Information AVP by the PCRF, and if the PCEF needs to report the accumulated usage when one of the events defined in subclauses 4.5.17.1-4.5.17.5 occurs before the monitoring time, the PCEF shall report the accumulated usage as defined in subclauses 4.5.17.1-4.5.17.5 and the PCEF shall not retain the monitoring time; otherwise,
-
If two instances of the Granted-Service-Unit AVP are provided by the PCRF,then the PCEF shall, at the monitoring time, reset the usage threshold to the value of the Granted-Service-Unit AVP with the Monitoring-Time AVP.
-
If only one instance of the Granted-Service-Unit AVP is provided by the PCRF, then the PCEF shall, at the monitoring time, reset the usage threshold to the remaining value of the Granted-Service-Unit AVP previously sent by the PCRF (i.e. excluding the accumulated volume or time usage).
-
For both cases, the usage report from the PCEF shall include two instances of the Used-Service-Unit AVP, one of them to indicate the usage before the monitoring time and the other one accompanied by the Monitoring-Time AVP under the same Used-Service-Unit AVP to indicate the usage after the monitoring time.
When the PCRF receives the accumulated usage report in a CCR command, the PCRF shall indicate to the PCEF if usage monitoring shall continue as defined in clause 4.5.16. The PCRF may provide the Monitoring-Time AVP again within one instance of the Granted-Service-Unit AVP if reports for the accumulated usage before and after the provided monitoring time are required.
Stage 2 requirements for the activation of usage reporting in the UP function and for the reporting of usage information towards the CP function over the Sxb and Sxc reference points are specified in subclauses 5.3.2 and 5.3.3 of 3GPP TS 23.214. The CP function controls the usage monitoring and reporting in the UP function by configuring Usage Reporting Rule(s).

The following table describes the Usage Reporting Rule (URR) that defines how a packet shall be accounted as well as when and how to report the measurements. See subclauses 7.4 and 7.8.4 of 3GPP TS 23.214. To associate traffic covered by a Packet Detection Rule with one or more measurement keys on Sx, the CP function includes in the PDR a reference to each URR that is applicable for the traffic covered by the PDR.
Table 7.4-1: Attributes within Usage Reporting Rule

	Attribute
	Description
	Comment
	Applicability

	
	
	
	SGW


	PDN GW
	TDF

	Session ID
	Identifies the session associated to this URR
	
	X
	X
	X

	Measurement Key


	Unique identifier of this Usage Reporting Rule. The CP function uses the measurement key to group flows that share a common measurement
	This allows generation of measurements for flow based charging, flow based usage monitoring, bearer based monitoring and session based usage monitoring.
	X
	X
	X

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events include:

Start/stop of traffic detection; Deletion of last rule for measurement key; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic.
	X
	X
	X

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this measurement key (e.g. timeofday)
	This allows generation of periodic usage report for e.g. offline charging.

It can also be used for realizing the Monitoring time of the usage monitoring feature.
It can also be used for realizing the Quota-Idle-Timeout, i.e. to enable the CP function to check whether any traffic has passed during this time.
	X
	X
	X

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	
	X
	X
	X

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	
	X
	X
	X

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	
	
	X
	X

	Inactivity detection time


	Defines the period of time after which the time measurement shall stop, if no packets are received. 
	Timer corresponding to this duration is restarted at the end of each transmitted packet.
	
	X
	X

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	
	
	X
	X


3. Conclusions

Usage Monitoring Control is supported by the PGW-C and TDF-C by: 

· creating the necessary PDR(s) to represent the service data flow, application or session; 

· creating a URR for each Monitoring key;

· associating the URR to all the PDRs defined for the session, for usage monitoring at IP-CAN or TDF session level, possibly excluding the PDRs matching the SDFs or Applications excluded from the usage monitoring at session level;

· associating the URR to the PDR(s) associated to the individual or group of SDF(s) or Application(s), for usage monitoring at SDF or application level.
Taking the example of a PDN connection with 2 bearers, 1 default bearer and 1 GBR bearer, with 2 service data flows mapped on the dedicated bearer. Assuming Usage Monitoring is required at the IP-CAN session level as well as for each SDF individually, the CP function creates the following PDRs and URRs in the UP function:

· URR-S for the Usage Monitoring at the IP-CAN session level;

· URR-F1 for the Usage Monitoring for the SDF 1 (SDF level)

· URR-F2 for the Usage Monitoring for the SDF 2 (SDF level)

· PDR-F1 for the SDF1, associated to the URR-F1 and URR-S; 

· PDR-F2 for the SDF2, associated to the URR-F2 and URR-S;

· PDR-DB for the Default Bearer, associated to the URR-S. 

Based on this, the UP function can monitor the user plane traffic at the SDF and session levels.

Usage Monitoring Control when a Monitoring Time is provided by the PCRF can be supported over Sx by:
a) defining a Monitoring Time, Subsequent Volume Threshold and Subsequent Time Threshold IE in the URR:

· the UP function does not send a report at the occurrence of the Monitoring Time; 
· the UP function applies the Subsequent thresholds, if provided by the CP function, at the occurrence of the Monitoring Time; otherwise (if no Subsequent Thresholds were provided) the UP function sets its thresholds to the remaining value of the Volume Threshold and/or Time Threshold (excluding the accumulated volume/time usage reported to the CP function at the occurrence of the Monitoring Time).

· the UP function monitors and reports the volume/time usage before and after the Monitoring Time in separate parameters of a same Sx Report (e.g. when the Volume/Time threshold is reached after the Monitoring Time). 

b) defining only a Periodic Measurement Threshold (as suggested by TS 23.214) set to the time for sending a periodic report to the CP function:
· the UP function sends a report at the occurrence of the Monitoring Time; the CP function stores the information but does not report it yet to the PCRF.
· at the occurrence of the time indicated by the Periodic Measurement Threshold, the UP function sets its Volume/Time thresholds to the remaining value of the Volume Threshold and/or Time Threshold (excluding the accumulated volume/time usage reported to the CP function at the occurrence of the Monitoring Time).

· the UP function reports the volume/time usage before and after the Monitoring Time in separate Sx Reports (1 report at the Monitoring Time, 1 report when the Volume/Time threshold is reached). 

· when the UP function reports the volume/time usage at the time defined in the Periodic Measurement Threshold, the CP function needs to modify the URR if Subsequent Volume/Time Thresholds were received from the PCRF.

· the UP function may report an extra / unnecessary report at the time indicated by the Periodic Measurement Threshold if the Volume/Time threshold is reached before the Monitoring Time.

The first option a) enables to provide the UP function with the full set of parameters (e.g. Subsequent Volume/Time thresholds) from scratch, to minimize the signalling required over Sx to report the accumulated usage before/after the Monitoring Time, avoids the need for extra Sx signalling to reconfigure the UP function with the Subsequent Volume/Time thresholds after the Monitoring Time. It simplifies the CP function implementation, while not complexifying the UP function implementation. It is proposed to retain this option. 

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v0.2.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.214: "Architecture enhancements for control and user plane separation of EPC nodes; Stage 2".

[3]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)".

[4]
IETF RFC 768: "User Datagram Protocol".

[5]
IETF RFC 791: "Internet Protocol".

[6]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification". 

[x]
3GPP TS 23.203: "Policy and charging control architecture; Stage 2".
[y]
3GPP TS 29.212: “Policy and Charging Control (PCC); Reference points”.

* * * Next Change * * * *

5.x
Policy and Charging Control

5.x.y
Usage Monitoring
Usage Monitoring Control refers to the process of monitoring the user plane traffic in the PGW-U or TDF-U for the accumulated usage of network resources per: 

-
individual or group of service data flows; 

-
individual or group of applications; 

-
IP-CAN session, possibly excluding an individual SDF or a group of service data flow(s), and/or
-
TDF session, possibly excluding an individual application or a group of application(s).
See subclauses 4.4, 6.2.2.3 and 6.6 of 3GPP TS 23.203 [x] and subclauses 4.5.16, 4.5.17, 4b.5.6, 4b.5.7 of 3GPP TS 29.212 [y].

Usage Monitoring Control is supported over the Sxb and Sxc reference points by activating in the UP function the reporting of usage information towards the CP function, as specified in subclauses 5.3 and 7.8.4 of 3GPP TS 23.214 [2]. 
The CP function shall control the Usage Reporting in the UP function by: 

-
creating the necessary PDR(s) to represent the service data flow, application or session; 

-
creating a URR for each Monitoring key; and
-
associating the URR to 
-
all the PDRs of the Sx session, for usage monitoring at IP-CAN or TDF session level, possibly excluding the PDRs matching the SDFs or Applications excluded from the usage monitoring at session level; or
-
the PDR(s) of the Sx session associated to the individual or group of SDF(s) or Application(s), for usage monitoring at SDF or application level.
* * * Next Change * * * *

7.5
Sx Session Related Messages

Editor's Note:
In this subclause and the following the session related message and their content should be added.
7.5.1 General
This subclause specifies the session related messages used over the Sxa, Sxb and Sxc reference points.
7.5.2
Sx Session Establishment Request

The Sx Session Establishment Request shall be sent over the Sxa, Sxb and Sxc interface by the CP function to establish a new Sx session context in the UP function.

Table 7.5.2-1: Information Elements in an Sx Session Establishment Request

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	This IE shall uniquely identify the Sx session in the CP function
	X
	X
	X
	

	Create PDR
	M
	This IE shall include one or more PDRs to be associated to the Sx session. 
See Table 7.5.2-2.
	X
	X
	X
	Create PDR

	Create FAR
	M
	This IE shall include one or more FARs to be associated to the Sx session. 
See Table 7.5.2-4.
	X
	X
	X
	Create FAR

	Create URR
	C
	This IE shall be present if a measurement action shall be applied to packets matching one or more PDR(s) of this Sx session. 
Several IEs within the same IE type may be present to represent multiple URRs. 
See Table 7.5.2-7.
	X
	X
	X
	Create URR

	Create QER
	O
	This IE may include one or more QERs to be associated to the Sx session.
See Table 7.5.2-8.
	-
	X
	X
	Create QER


Editor’s note: IEs and conditions of IEs are FFS.
Editor’s note: It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identify uniquely an Sx session.
Table 7.5.2-2: PDR IE within Sx Session Establishment Request
	Octet 1 and 2
	
	Create PDR IE Type = 1(decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that Sx session.
	X
	X
	X
	PDR ID

	Precedence
	M
	This IE shall indicate the PDR's precedence to be applied by the UP function when looking for a PDR matching an incoming packet.
	X
	X
	X
	

	PDI
	M
	This IE shall contain the PDI against which incoming packets will be matched. 
See Table 7.5.2-3.
	X
	X
	X
	PDI

	FAR ID 
	M
	This IE shall contain the FAR IDs to be associated to the PDR.
	
	
	
	FAR ID

	URR ID
	C
	This IE shall be present if a measurement action shall be applied to packets matching this PDR.

When present, this IE shall contain the URR IDs to be associated to the PDR.
Several IEs within the same IE type may be present to represent a list of URRs to be associated to the PDR.
	X
	X
	X
	URR ID

	QER ID 
	C
	This IE shall be present over the Sxb and Sxc interface if a QoS enforcement action shall be applied to packets matching this PDR.

When present, this IE shall contain the QER IDs to be associated to the PDR.
	
	
	
	QER ID

	Application start/Stop Notification 
	C
	This IE shall be present over the Sxb and Sxc interface if the CP function requests the UP function to report an application start and stop. 
	
	
	
	Application Notification


Editor'sNote:
It needs to be clarified if Precedence in the PDR is associated to all PDR belonging to a session or if this is relevant for the node. This depends on how UP is designed to detect a packet looking for session and in second step for matching PDR. Or if UP detects packet based on precedence of the PDRs active in the UP.

Table 7.5.2-3: PDI IE within Sx Session Establishment Request
	Octet 1 and 2
	
	PDI IE Type = 2 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface Direction
	M
	This IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	
	
	
	

	Local F-TEID 
	O
	This IE may be present over the Sxa and Sxb interface. When present, it shall identify the local F-TEID to match for an incoming packet. 

This IE shall be set to the value x (FFS, meaning "choose") if the CP function requests the UP function to assign a local F-TEID to the PDR.
	
	
	
	

	PDN Instance
	O
	This IE may be present over the Sxb interface. When present, this IE shall identify the PDN instance to match for the incoming packet.
	
	
	
	

	UE IP address 
	O
	This IE may be present of the Sxb and Sxc interface. When present, it shall identify the source or destination IP address to match for the incoming packet. 
	
	
	
	

	SDF Filter
	O
	This IE may be present of the Sxb and Sxc interface. When present, it shall identify the SDF filter to match for the incoming packet. 
	
	
	
	

	Application ID
	O
	This IE may be present of the Sxb and Sxc interface. When present, it shall identify the Application ID to match for the incoming packet. 
	
	
	
	


Editor’s note: additional IEs and conditions of IEs are FFS.
Table 7.5.2-4: Create FAR IE within Sx Session Establishment Request
	Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that Sx session.
	
	
	
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See subclause 4.x.
	
	
	
	Apply Action

	Forwarding parameters
	
	This IE shall be present when the Apply-Action requests the packets to be forwarded. It may be present otherwise. 

When present, it shall contain the forwarding instructions to be applied by the UP function when the Apply-Action requests the packets to be forwarded. 

See table 7.5.2-5.
	
	
	
	Forwarding Parameters

	Buffering parameters
	
	This IE may be present. 

When present, it shall contain the buffering instructions to be applied by the UP function when the Apply-Action requests the packets to be buffered. See table 7.5.2-6.
	
	
	
	Buffering Parameters


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-5: Forwarding Parameters IE in FAR 
	Octet 1 and 2
	
	Forwarding Parameters IE Type = 4 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface direction
	M
	This IE shall identify whether the outgoing packet is sent to the "access side" (i.e. DL traffic), the "core side" (i.e. UL traffic), the "CP function side" (i.e. data forwarded to the CP function) or to "SGi-LAN".
	X
	X
	X
	

	Precedence
	C
	This IE shall be present if the PDR is associated to more than one FAR. When present, this IE shall indicate the FAR's precedence among all the FARs associated to the PDR, i.e. the order in which to apply the FAR.
	X
	X
	-
	

	PDN instance
	O
	When present, this IE shall identify the PDN instance towards which to send the outgoing packet.
	-
	X
	-
	

	Outer header removal 
	O
	This IE may be present over Sxa and Sxb. 
	X
	X
	-
	

	Outer header creation 
	O
	If present it shall contain the F-TEID of the remote PFCP peer.
	X
	X
	-
	

	Outer header marking 
	
	
	
	
	
	

	Forwarding policy 
	
	
	
	
	
	

	Container for header enrichment
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-6: Buffering Parameters IE in FAR 
	Octet 1 and 2
	
	Buffering-Parameters IE Type = 5 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.2-7: Create URR IE within Sx Session Establishment Request 
	Octet 1 and 2
	
	Create URR IE Type = 6 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for this Sx session.
	
	X
	X
	URR ID

	
	
	
	
	
	
	

	Volume Threshold
	C
	This IE shall be present if volume-based usage reporting is required. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	
	X
	X
	Volume Threshold

	Time Threshold
	C
	This IE shall be present if time-based usage reporting is required. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	
	X
	X
	Time Threshold

	Monitoring Time
	O
	When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	
	This IE may be present if the Monitoring Time IE is present. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	
	This IE may be present if the Monitoring Time IE is present. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	
	X
	X
	Subsequent Time Threshold

	Inactivity Detection Time
	C
	This IE shall be present if the Time Threshold IE is present and the time measurement need to be suspended when no packets are received during a given inactivity period. When present, it shall contain the duration of the inactivity period.
	
	X
	X
	Inactivity Detection Time

	Reporting Triggers
	M
	This IE shall indicate the trigger(s) for reporting network resources usage to the CP function.
	
	X
	X
	Reporting Triggers


Editor’s note: additional and conditions of IEs are FFS.
Table 7.5.2-8: Create QER IE within Sx Session Establishment Request 
	Octet 1 and 2
	
	Create QER IE Type = 7 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	QER ID
	M
	This IE shall uniquely identify the QER among all the QER configured for that Sx session
	X
	X
	X
	QER ID

	Precedence
	
	
	
	
	
	

	Gate status UL/DL 
	
	
	
	
	
	

	Maximum bitrate
	
	
	
	
	
	

	Guaranteed bitrate
	
	
	
	
	
	

	Transport level marking
	
	
	
	
	
	

	Extension Header
	
	
	
	
	
	


Editor’s note: additional and conditions of IEs are FFS.
Editor’s note:
Extension Header may be in the FAR as outer header marking.
* * * Next Change * * * *

7.5.4
Sx Session Modification Request 

The Sx Session Modification Request is used over the Sxa, Sxb and Sxc interface by the CP function to request the UP function to modify the Sx session.

Table 7.5.4-1: Information Elements in a Sx Session Modification Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Session-ID
	M
	
	X
	X
	X
	

	Remove PDR
	C
	This IE when present may contain one ore more PDR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove PDR

	Remove FAR
	C
	This IE when present may contain one or more FAR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove FAR

	Remove URR
	C
	This IE when present may contain one or more URR Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove URR

	Remove QER
	C
	This IE when present may contain one or more QER Rules which are requested to be removed. See Table 7.5.4-3.
	
	
	
	Remove QER

	Create PDR
	C
	PDRs which need to be created. 

See Table 7.5.2-2.
	
	
	
	Create PDR

	Create FAR
	C
	FARs which need to be created. 

See Table 7.5.2-4.
	
	
	
	Create FAR

	Create URR
	C
	URRs which need to be created. 

See Table 7.5.2-7.
	
	
	
	Create URR

	Create QER
	C
	QERs which need to be created. 

See Table 7.5.2-8.
	
	
	
	Create QER

	Update PDR
	C
	PDRs which need to be modified. 

See Table 7.5.4-2.
	
	
	
	Update PDR

	Update FAR
	C
	FARs which need to be modified. 

See Table 7.5.4-4.
	
	
	
	Update FAR

	Update URR
	C
	This IE shall be present if URR(s) previously created for the Sx session need to be modified.
Several IEs within the same IE type may be present to represent a list of modified URRs. Previously URRs that are not modified shall not be included.
See Table 7.5.4-7.
	
	
	
	Update URR

	Update QER
	C
	QERs which need to be modified. 
See Table 7.5.4-8.
	
	
	
	Update QER


Editor’s note: 
additional and conditions of IEs are FFS.
Editor’s note: 
The modification procedure it is assumed that only the delta changes are provided, it need to be clarified how to perform change of values, add new values and cancel values..

Editor’s note: 
It needs to be decided how to structure the session ID. 
It needs to be decided if Session ID should be moved to the message header.
It is FFS how the UP and CP identifying uniquely a session.
Table 7.5.4-2: Update PDR IE within Sx Session Modification Request
	Octet 1 and 2
	
	Update PDR IE Type = 9 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	
	X
	X
	X
	

	Precedence
	C
	This IE shall be present if there is a change in the PDR's precedence to be applied by the UP function when looking for a PDR matching an incoming packet.
	
	
	
	

	Update PDI
	C
	This IE shall be present if there is change within the PDI against which incoming packets will be matched. See Table 7.5.4-3.
	
	
	
	Update PDI

	FAR ID 
	
	If present, this IE shall contain the FAR IDs to be associated to the PDR which are new.
	
	
	
	FAR ID

	URR ID 
	
	This IE shall be present if a measurement action shall be applied or no longer applied to packets matching this PDR.

When present, this IE shall contains the list of all the URR IDs to be associated to the PDR.
	X
	X
	X
	URR ID

	QER ID 
	
	This IE shall be present if a QoS enforcement action shall be applied to packets matching this PDR.

When present, this IE shall contain the QER IDs to be associated to the PDR which are new.
	-
	X
	X
	QER ID

	Application start/Stop Notification 
	C
	This IE shall be present if the CP function requests a change in the UP function to report an application start and stop. 
	-
	X
	X
	Application Notification


Editor’s note: additional IEs and conditions are FFS.
Editor’s note: It needs to be clarified how to remove Rule ID from a PDR.
Table 7.5.4-3: Update PDI IE within Sx Session Modification Request
	Octet 1 and 2
	
	Update PDI IE Type = 10 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface Direction
	C
	If present, this IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	
	
	
	Interface-Direction

	Local F-TEID 
	O
	When present, it shall identify the local F-TEID to match for an incoming packet. 

This IE shall be set to the value x (FFS, meaning "choose") if the CP function requests the UP function to assign a local F-TEID to the PDR.
	X
	X
	-
	Local-F-TEID

	PDN Instance
	O
	This IE may be present over the Sxb interface. When present, this IE shall identify the PDN instance to match for the incoming packet.
	
	
	
	PDN-Instance

	UE IP address 
	O
	When present, it shall identify the source or destination IP address to match for the incoming packet. 
	-
	X
	X
	UE-IP-address

	SDF Filter
	O
	When present, it shall identify the SDF filter to match for the incoming packet.  
	-
	X
	X
	SDF-Filter

	Application ID
	O
	When present, it shall identify the Application ID to match for the incoming packet.  
	-
	X
	X
	Application-ID


Editor’s note: additional IEs and conditions are FFS.
Table 7.5.4-4: Update FAR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update FAR IE Type = 11 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	If present, this IE shall identify whether the PDR applies to incoming packets from the access side (i.e. UL traffic), the core side (i.e. DL traffic), or the CP function side (i.e. data forwarded from the CP function).
	X
	X
	X
	FAR ID

	Apply Action
	
	
	
	
	
	Apply Action

	Updated Forwarding parameters
	
	See table 7.5.4-5.
	
	
	
	Update Forwarding Parameters

	Updated Buffering parameters
	
	See Table 7.5.4-6.
	
	
	
	Update Buffering Parameters


Editor’s note: additional IEs and conditions are FFS.
Table 7.5.4-5: Update Forwarding Parameters IE in FAR 
	Octet 1 and 2
	
	Update Forwarding Parameters IE Type = 12 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Interface direction
	
	
	
	
	
	

	Precedence
	
	
	
	
	
	

	PDN instance
	
	
	
	
	
	

	Outer header removal 
	
	
	
	
	
	

	Outer header creation 
	
	
	
	
	
	

	Outer header marking 
	
	
	
	
	
	

	Forwarding policy 
	
	
	
	
	
	

	Container for header enrichment
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-6: Update Buffering Parameters IE in FAR 
	Octet 1 and 2
	
	Update Buffering Parameters IE Type = 13 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	
	
	
	
	
	
	


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-7: Update URR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update URR IE Type = 14 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session
	X
	X
	X
	URR ID

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Volume Threshold
	C
	This IE shall be present if the Volume Threshold needs to be modified. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	
	X
	X
	Volume Threshold

	Time Threshold
	C
	This IE shall be present if the Time Threshold needs to be modified. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	
	X
	X
	Time Threshold

	Monitoring Time
	C
	This IE shall be present if the Monitoring Time needs to be modified. When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	C
	This IE shall be present if the Subsequent Volume Threshold needs to be modified. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	C
	This IE shall be present if the Subsequent Time Threshold needs to be modified. When present, it shall indicate the time usage value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	
	X
	X
	Subsequent Time Threshold

	Inactivity Detection Time
	C
	This IE shall be present if the Time Threshold IE has been provided to the UP functiont and the Inactivity Detection Time needs to be modified. When present, it shall indicate the duration of the inactivity period after which time measurement needs to be suspended when no packets are received during this inactivity period. 
	
	X
	X
	Inactivity Detection Time

	Reporting Triggers
	C
	This IE shall be present if the Reporting Triggers need to be modified. When present, this IE shall indicate the trigger(s) for reporting network resources usage to the CP function.
	
	X
	X
	Reporting Triggers


Editor’s note: additional IEs and conditions are FFS.
Table 7.5.4-8: Update QER IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Update QER IE Type = 15 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	Rule ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that Sx session
	X
	X
	X
	QER ID

	Precedence
	
	
	
	
	
	

	QER correlation ID
	
	
	
	
	
	

	Gate status UL/DL 
	
	
	
	
	
	

	Maximum bitrate
	
	
	
	
	
	

	Guaranteed bitrate
	
	
	
	
	
	

	Transport level marking
	
	
	
	
	
	

	Extension Header
	
	
	
	
	
	


Editor’s note: additional IEs and conditions of IEs are FFS.
Table 7.5.4-9: Remove PDR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove PDR IE Type = 16 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	PDR ID
	M
	Identifies the PDRs to be deleted.


	
	
	
	PDR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-10: Remove FAR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove FAR IE Type = 17 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	FAR ID
	M
	Identifies the FARs to be deleted.
	
	
	
	FAR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-11: Remove URR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Remove URR IE Type = 18 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	Identifies the URRs to be deleted.
	
	
	
	URR ID


Editor’s note: IEs and conditions of IEs are FFS.
Table 7.5.4-12: Remove QER IE Sx Session Modification Request 
	Octet 1 and 2
	
	Remove QER IE Type = 19 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	QER ID
	M
	Identifies the QERs to be deleted.
	
	
	
	QER ID


Editor’s note: IEs and conditions of IEs are FFS.
* * * Next Change * * * *

8
Information Elements
8.x
Volume Threshold
Editor's Note: the encoding of this IE is FFS.
8.x
Time Threshold
Editor's Note: the encoding of this IE is FFS.

8.x
Monitoring Time
Editor's Note: the encoding of this IE is FFS.

8.x
Subsequent Volume Threshold
Editor's Note: the encoding of this IE is FFS.

8.x
Subsequent Time Threshold
Editor's Note: the encoding of this IE is FFS.

8.x
Inactivity Detection Time
Editor's Note: the encoding of this IE is FFS.

8.x
Reporting Triggers
Editor's Note: the encoding of this IE is FFS.

* * * End of Changes * * * *

