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1. Introduction
In TS23.389 (V6) v0.1.1, the AVP [V2X-Authorization-Data] reuses AVP [V2X-Permission] defined in TS23.388 (V4), to indicate the V2X permission authorized by the visited PLMN for roaming UE.
When a UE is in roaming, the V2X Control Function in HPLMN requests V2X service authorization from the V2X Control Function in VPLMN. The V2X Control Function in VPLMN determines the V2X permission based on e.g. the VPLMN capability for supporting V2X, the service/roaming agreement to which UE(s) the V2X is allowed, etc. As a result, the V2X authorization data provided by the VPLMN indicates the following V2X permission for this UE:

· Whether the VPLMN supports V2X over PC5 for this UE; and/or
· Whether the VPLMN supports V2X over MBMS for this UE;
However, as addressed in S2-166033(CR#006), the V2X permission stored in the HSS and provided to the MME / V2X Control Function is not the same as over V6 interface. The V2X permission from the HSS indicates the following:

· Whether the UE is allowed to use V2X over PC5 as Vehicle UE; and/or

· Whether the UE is allowed to use V2X over PC5 as Pedestrian UE; 
Hence, the TS29.389 cannot reuse the AVP [V2X-Permission] defined in TS29.388. Instead, the TS29.389 needs to define its own V2X permission used over V6 interface.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.389 v0.1.1.
* * * First Change * * * *

6.3.1
General
The following table (table 6.3.1-1) specifies the Diameter AVPs defined for the V6 interface, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32 e.g., PRR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 shall be used.
Table 6.3.1-1: V6 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Clause

 defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	V2X-Authorization-Data
	xx01
	6.3.2
	Grouped
	
	
	
	
	

	V2X-Permission-in-VPLMN
	xx02
	6.3.3
	Unsigned32
	
	
	
	
	

	V2X-Application-Server
	xx03
	6.3.4
	Grouped
	
	
	
	
	

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table (table 6.3.1-2) specifies the Diameter AVPs re-used by the V6 interface from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within V6 interface. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1-2.
Table 6.3.1-2: V6 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	
	
	
	

	Application-Server
	3GPP TS 32.299 [14]
	See subclause 6.3.5
	

	Geographical-Information
	3GPP TS 29.272 [10]
	See subclause 6.3.6
	

	Visited-PLMN-Id
	3GPP TS 29.272 [10]
	
	

	User-Identifier
	3GPP TS 29.336 [13]
	
	

	User-Name
	IETF RFC 3588 [3]
	
	

	MSISDN
	3GPP TS 29.329 [11]
	
	

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	
	

	OC-Supported-Features
	IETF RFC 7683 [12]
	
	Must set

	OC-OLR
	IETF RFC 7683 [12]
	
	Must set

	DRMP
	IETF draft-ietf-dime-drmp-03 [15]
	
	Must not set

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

6.3.2
V2X-Authorization-Data
The V2X-Authorization-Data AVP is of type Group. It shall contain the V2X related authorization data.

AVP format

V2X-Authorization-Data ::= <AVP header: xx01 10415>

[ V2X-Permission-in-VPLMN ]

* [ V2X-Application-Server ]

*[AVP]
* * * Next Change * * * *

6.3.3
V2X-Permission-in-VPLMN

The V2X-Permission-in-VPLMN AVP is of type Unsigned32 and it shall contain a bit mask that indicates the permissions for V2X service in the visited PLMN for a user. The meaning of the bits shall be as defined in table 6.3.3-1:
Table 6.3.3-1: V2X-Permission-in-VPLMN
	Bit
	Name
	Description

	0
	V2X communication over PC5 Allowed
	This bit, when set, indicates that the user is allowed to use V2X communication over PC5 in the visited PLMN.

	1
	V2X communication over MBMS Allowed
	This bit, when set, indicates that the user is allowed to use V2X communication over MBMS in the visited PLMN.

	NOTE:
Bits not defined in this table shall be cleared by the V2X Control Function in the VPLMN and discarded by the V2X Control Function in the HPLMN.


* * * End of Changes * * * *

