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1. Introduction
In SA2#117 meeting, SA2 approved a CR (S2-166033, CR#006) to describe the parameters of V2X subscription data stored in the HSS, and also addressed the parameters exchanged over V4/S6a interface.  
The S2-166033 (CR#006) describes the V2X subscription data as below:

	4.4.x
Subscription to V2X services
The user's profile in the HSS contains the subscription information to give the user permission to use V2X services.

At any time, the operator can remove the UE subscription rights for V2X services from user's profile in the HSS, and revoke the user's permission to use V2X services.

The following subscription information is defined for V2X services:

a)
whether the UE is authorized to perform V2X communication over PC5 reference point as Vehicle UE, Pedestrian UE, or both.
b)
UE-PC5-AMBR for V2X communication over PC5 reference point.
c)
the list of the PLMNs where the UE is authorized to perform V2X communication over PC5 reference point.
The HSS provides a) and b) to MME as subscription information and the MME provides a) and b) to eNB as part of the UE context information.

The HSS provides c) to V2X Control Function.


In order to align with stage 2 specification, TS29.388 v0.1.1 needs to be updated accordingly.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.388 v0.1.1.
* * * First Change * * * *

6.3.1
General
The following table specifies the Diameter AVPs defined for the V4 interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
Table 6.3.1-1: V4 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	V2X-PC5-Allowed-PLMN
	xx03
	6.3.4
	Grouped
	M,V
	
	
	
	No

	
	
	
	
	
	
	
	
	

	UXR-Flags
	xx05
	6.3.6
	Unsigned32
	M,V
	
	
	
	No

	VNR-Flags
	xx06
	6.3.7
	Unsigned32
	M,V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the V4 interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within V4.

Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1-2, but they may be re-used for the V4 protocol.
Table 6.3.1-2: V4 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	V2X-Subscription-Data
	3GPP TS 29.272 [10]
	See subclause 6.3.2.
	

	
	
	
	

	Visited-PLMN-Id
	3GPP TS 29.272 [10]
	
	

	User-Name
	IETF RFC 3588 [3]
	
	

	User-Id
	3GPP TS 29.272 [10]
	
	

	Reset-ID
	3GPP TS 29.272 [10]
	
	

	MSISDN
	3GPP TS 29.329 [11]
	
	

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	
	

	OC-Supported-Features
	IETF RFC 7683 [12]
	
	Must set

	OC-OLR
	IETF RFC 7683 [12]
	
	Must set

	DRMP
	IETF draft-ietf-dime-drmp-03 [13]
	
	Must not set

	NOTE 1:
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

6.3.2
V2X-Subscription-Data
The V2X-Subscription-Data AVP is of type Group. It shall contain the V2X related subscription data. The V2X-Subscription-Data is originally defined in 3GPP TS 29.272 [10].
AVP format when used over V4 interface:
V2X-Subscription-Data ::= <AVP header: xx01 10415>

 
[ V2X-PC5-Allowed-PLMN ]


*[AVP]
* * * Next Change * * * *

6.3.3
Void


	
	
	

	
	
	

	
	
	

	


* * * Next Change * * * *

6.3.5
Void





* * * Next Change * * * *

6.3.6
UXR-Flags

The UXR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits is defined in table 6.3.6-1:

Table 6.3.6-1: UXR-Flags

	Bit
	Name
	Description

	0
	Update 
	This bit, when set, indicates that the V2X subscriber related data are updated.

	1
	Removal 
	This bit, when set, indicates that all of the V2X subscriber related data are removed.

	2
	Reset-ID Update
	This bit, when set, indicates that the complete list on Reset-IDs is updated.

	3
	Reset-ID Removal
	This bit, when set, indicates that the complete list on Reset-IDs is removed.

	NOTE:
Bits not defined in this table shall be cleared by the sending HSS and discarded by the receiving V2X Control Function.


* * * Next Change * * * *

6.3.7
VNR-Flags 
The VNR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.3.7-1:
Table 6.3.7-1: VNR-Flags
	bit
	name
	Description

	0
	V2X communication over PC5 Revoked
	This bit, when set, shall indicate to the HSS that the authorization for V2X communication over PC5 is to be revoked on the indicated PLMN.

	
	
	

	1
	Purged UE
	This bit, when set, shall indicate to the HSS that the subscriber’s data has been deleted from the V2X Control Function.

	NOTE 1:
Bits not defined in this table shall be cleared by the sending V2X Control Function and discarded by the receiving HSS.
NOTE 2:
If Purged UE bit is set, all other bits in this table shall be cleared by the sending V2X Control Function and discarded by the receiving HSS.


* * * End of Changes * * * *

