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* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[3]
IETF RFC 3588: "Diameter Base Protocol".
[4]
3GPP TS 33.210: "3G Security; Network Domain Security; IP Network Layer Security".
[5]
IETF RFC 4960: "Stream Control Transmission Protocol".
[6]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".
[7]
3GPP TS 29.228: "IP multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and Message Elements".
[8]
3GPP TS 23.003: "Numbering, addressing and identification".

[9]
3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[10]
IETF RFC 5234: "Augmented BNF for Syntax Specifications: ABNF".

[11]
3GPP TS 29.329: "Sh Interface based on the Diameter protocol".

[12]
3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".
[13]
3GPP TS 29.338: "Diameter based protocols to support SMS capable MMEs".
[14]
3GPP TS 29.173: "Diameter-based SLh interface for Control Plane LCS".
[15]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)".
[16]
3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".
[17]
IETF RFC 4006: "Diameter Credit-Control Application".

[18]
IETF RFC 7944: "Diameter Routing Message Priority".

* * * Second Change * * * *

6.3
AVPs
The following table specifies the Diameter AVPs defined for the T4 interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
Table 6.3.1/1: T4 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	SM-Delivery-Outcome-T4
	3200
	6.3.1
	Enumerated
	M, V
	
	
	
	No

	Absent-Subscriber-Diagnostic-T4
	3201
	6.3.2
	Enumerated
	M, V
	
	
	
	No

	Trigger-Action
	3202
	6.3.6
	Unsigned32
	V
	
	
	M
	No

	MTC-Error-Diagnostic
	3203
	6.3.7
	Unsigned32
	V
	
	
	M
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the T4 interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within T4. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1/2, but they may be re-used for the T4 protocol.
Table 6.3.1/2: T4 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	User-Identifier
	3GPP TS 29.336 [12]
	
	

	SM-RP-SMEA
	3GPP TS 29.338 [13]
	
	

	Payload
	3GPP TS 29.368 [15]
	
	

	Serving-Node
	3GPP TS 29.173 [14]
	See 6.3.3
	

	Additional-Serving-Node
	3GPP TS 29.173 [14]
	See 6.3.4
	

	Reference-Number
	3GPP TS 29.368 [15]
	
	

	Old-Reference-Number
	3GPP TS 29.368 [15]
	
	

	Validity-Time
	IETF RFC 4006 [17] 
	
	

	Priority-Indication
	3GPP TS 29.368 [15]
	
	

	SMS-Application-Port-ID
	3GPP TS 29.368 [15]
	
	

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	
	

	IP-SM-GW-Name
	3GPP TS 29.336 [12]
	
	

	IP-SM-GW-Realm
	3GPP TS 29.336 [12]
	
	

	IP-SM-GW-Number
	3GPP TS 29.336 [12]
	
	

	MME-Number-for-MT-SMS
	3GPP TS 29.272 [16]
	
	

	DRMP
	IETF RFC 7944 [18]
	see section 6.3.8
	Must not set

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Third Change * * * *

6.3.8
DRMP

The DRMP AVP is of type Enumerated and it is defined in IETF RFC 7944 [18]. This AVP allows the SMS-SC and the MTC-IWF to indicate the relative priority of Diameter messages.
* * * Fourth Change * * * *

A.1
General

IETF RFC 7944 [18] specifies a Diameter routing message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes may leverage the relative priority of Diameter messages into routing, resource allocation and also abatement decisions when overload control is applied.

* * * Fifth Change * * * *

A.2.2
SMS-SC and MTC-IWF behaviour

When the SMS-SC and the MTC-IWF support the Diameter message priority mechanism over the T4 interface, the SMS-SC and the MTC-IWF shall comply with IETF RFC 7944 [18]. In particular, when priority is required, the SMS-SC and the MTC-IWF shall include the DRMP AVP indicating a priority level in the requests it sends, and prioritise received requests according to the priority level received within the DRMP AVP. They shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. They shall include the DRMP AVP in the answer to a received request if the required priority of the answer is different from the one of the request. The SMS-SC and MTC-IWF decisions for a required priority and for the priority level value are implementation specific.

Diameter requests related to high priority traffic should contain a DRMP AVP with a high priority of which the level value is operator dependent.
If the SMS-SC supporting the Diameter message priority mechanism receives a request message containing both the Priority-Indication AVP and the DRMP AVP, the SMS-SC shall prioritize the request according to priority level received within the DRMP AVP.
* * * End of Change * * * *

