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1. Introduction
It has been discussed in SA2 that the control plane and user plane should exchange some node level management parameters such as the identity of the user plane, features supported by the user plane etc. And the control plane can indicate how the user plane to report the load status is also discussed. However, as the management parameter delivery is highly dependent on the protocol used over Sx interface, it is left to stage3 to make a conclusion. PFCP is defined for the Sx interface, and this document analyze how to exchange the node level parameters between the CP and UP via the new protocol. 
2. Discussion
Q1: Parameters of the user plane needed at the control plane
At the control plane, the information about the UP is mainly used to determine an appropriate user plane for the UE. Clause 5.12 in TS 23.214 specify the parameters that the control plane should consider for SGW-U and PGW-U selection.
The following about the PGW-U selection is extracted from TS 23.214:

For PGW-U selection, the PGW-C shall be able to consider the following parameters:

-
the PGW-U's dynamic load, at the node level (the PGW-C may then derive the load at the APN level);

-
the PGW-U's relative static capacity (among PGW-Us supporting the same APN);

-
the PGW-U location configured in the PGW-C in order to e.g. select the appropriate PGW-U for SIPTO above RAN service;

-
the capability of the UP function and the functionality required for the particular UE session: An appropriate UP function can be selected by matching the functionality and features required for an UE (which can be derived from the information received over S11/S4/S5/S8 (e.g. APN, mapped UE Usage Type, UE location information) or from the PCRF (e.g. need to perform DPI)) with the capabilities of the UP function so as to fulfil the service for the UE, e.g. if L7 based traffic detection is needed then an UP function supporting corresponding functionality needs to be selected.

-
to enable APN-AMBR enforcement, whether a PDN connection already exists for the same UE and APN, in which case the same PGW-U shall be selected;

Based on the description above, PGW-U location (configured in the PGW-C), load status of UP, relative static capacity of the UP, capability supported by the user plane including APN all are essential information for the control plane to determine a user plane.

The following about SGW-U selection is extracted from TS 23.214:
For SGW-U selection, the SGW-C shall be able to consider the following parameters:

-
the location of the UE, provided by the MME/SGSN. The SGW-U selection function uses these parameters based on PGW-C configuration to select a UP function close to the UE's point of attachment;

-
the SGW-U's dynamic load;

-
the SGW-U's relative static capacity (versus other SGW-Us);

-
the capability of the UP function and the functionality required for the particular UE session: An appropriate UP function can be selected by matching the functionalities and features required for an UE (which can be derived from the information received over S11/S5 (e.g. individual CIoT capabilities, UE Usage Type, the APN (for selection of combined SGW/PGW)) with the capabilities of the UP function so as to fulfil the service requirement for the UE then a UP function supporting corresponding functionality needs to be selected.
Based on the description above, serving area (location of the UE), load status of UP, relative static capacity of the UP, capability supported by the user plane including APN all are essential information for the control plane to determine a user plane.
Additionally, F-TEID-U allocation is mandatory on the control plane, it means that the control plane should know the GTP-U IP addresses of the user plane in advance for the session management. 
Table: Summary of information
	Information
	Status of discussion

	PGW-U location, : 
	Stage 2 proposal:  to be configured in PGW 

	serving area (location of the UE), 
	

	load status of UP, 
	It is  proposed to provide load information within session management messages

	relative static capacity of UP, 
	

	capability supported by the user plane including APN
	

	F-TEID-U allocation is mandatory at the control plane
	


Conclusion1: Serving area, support APN, Capability, relative static capacity, GTP-U IP address are needed for the control plane.
Q2: How does the control plane get the essential user plane node information to select a proper user plane?
, 
It is has been discussed in last CT4 meeting session management message could be used for delivery of the load/over load information of the user plane. Here we only analyze the UE location, APN, Capability supported by the user plane. There are three alternatives for the control plane to get the those informations about the UP:
1. All the data are locally configured at the UP, and report to the CP. The control plane keeps the information of the UP. When the UE access the network, the control plane selects a proper UP based on the user subscriptions data/ UE capabilities and the UP supported features.

· Pros: As the number of the user plane maybe huge, When the user plane upgrade to support/not support one specific feature, or the support area/APN are adjusted, all the entries of the UP configured at the control planes need to update. Report the upgraded support features from the UP to CP can help the CP update information automatically without any manual operation. In virtual network, the user plane instance may be created or canceled frequently, the user plane can provide information to control plane initiatively without extra configuration work on the control plane.
2. Cons: New messages are introduced  to signal the UP node data
All the data can be configured at the control plane via OAM system, the control plane select a proper user plane based on the locally configuration data;
· Pros: avoid the configuration parameters exchanged between the CP and UP directly.

· Cons: Considering the number of the user plane may be huge, once the user planes upgrade to support/not support one specific feature, or the support area/APN are adjusted, all the entries of the user plane configured at the control plane need to update, and this lead to complex workload. Furthermore, the GTP-U IP addresses supported by the user plane may be added or removed frequently e.g. due to scale in/out of the user plane, it is almost impossible to statically configure the GTP-U IP address at the control plane. In virtual network, the user plane instance may be created or canceled frequently either, the user plane configuration data management on the control plane become more and more heavy. 
3. Using DNS to retrieve configured data, e.g. retrieve the IP address of core side/access side of the user plane.
· Pros: Avoid the configuration work on the CP.  

· Cons: lack of support of query Node IP address based on the features. DNS procedure enhancement is needed. As the GTP-U IP addresses supported by the user plane may be added or removed frequently, synchronizing the DNS entries promptly is difficult. In virtual network, the user plane instance may be created or canceled frequently either, the user plane entries management on DNS server become more and more heavy.
Conclusion 2: Based on the analysis above, alternative 1 is proposed to avoid the complex/heavy configuration work on the control plane.
Q3: how to deliver the essential user plane information between the control plane and user plane.

In current GTPv2 protocol, Echo Request/Response is a node level message used to deliver features supported. Re-use the GTPv2 mechanism when design the PFCP can be one alternative, and the other is to introduce a new node level message specific for the node level parameter. 
It should be noticed that Echo message is designed to detect the live of peer node, therefore it is sent periodically and the time interval is implemented based on the operator’s configuration. While the added or removed GTP-U IP addresses is quite unpredictable and irregular. If the interval is long, the latest IP address could not be reported to the control plane promptly, which will lead to the failure session management procedure. If the interval is short, the signaling will heavy and may be unnecessary.  As an optimization the echo request message would need to be triggered in addition to the periodic once to provide the data to CP once it is changed.
Furthermore, the informations reported to the control plane are more than the support features, serving area, supported APN introduced in the echo message will make this periodic message very heavy, and especially it is a periodic message. In the future, e.g. 5G, more and more node level information report may be introduced in Sx, echo message is lack of expansibility.  
Based on the analysis above it seems to be more appropriate to introduce a new message instead of misusing a message. Using a New message for configuration would also allow to enhance configuration information without touching message which are frequently send for control purpose.
New message would also allow to have message s for update or to take a node out of service. This would mean we have a standardized mechanism for this.
Conclusion3: New node level messages are more future proof and should be specified for node level information exchange.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244.
* * * First Change * * * *

6
Procedures
6.2.x
Sx management procedure
6.2.x.1 Sx Node Setup 
The Sx Node Setup Request is send form User Plane to Control Plane to provide application level data needed at the Control Plane and allow the Control plane to correctly interoperate on the Sx interface. This procedure should be the first Sx procedure triggered after the User plane node activation. 

The Sx Node Setup Request replaces any existing application level configuration data in the two nodes identified by the Node ID and shall replace it by the data received. This message also re-initialises the Sx UE-related contexts (if any) and erases all related signalling connections in the two nodes identified by the Node ID.

[image: image1]
Figure 6.x.1-1: Sx Node Setup Procedure
The User plane initiates the procedure by sending a Sx Node Setup Request message including the appropriate data to the Control Plane. The Control Plane responds with a Sx Node Setup Response message including the appropriate data.

The exchanged data shall be stored in respective node and used for the duration of the Sx node connection exists. When this procedure is finished, the Sx interface is operational and other Sx messages can be exchanged.
6.2.x.2 Sx Node Update 

The Sx Node Update Request message shall be send by the User Plane to the Control plane to update supported feature and capabilities of the user plane node. This procedure does not affect existing UE-related contexts, if any. 

[image: image2]
Figure 6.2.x.2-1: Sx Node Update Procedure
The User Plane initiates the procedure by sending an Sx Node Update Request message to the Control Plane including an appropriate set of updated configuration data that it has just taken into operational use. The Control Plane responds with Sx Node Update Response message to acknowledge that it successfully updated the configuration data. If information element(s) is/are not included in the Sx Node Update message, the Control Plane shall interpret that the corresponding configuration data is/are not changed and shall continue to operate the S1 with the existing related configuration data.
6.2.x.3 Sx Node Release 

Sx Node Release Request shall be used to terminate the Sx association between the Control plane and User plane due to e.g. OAM reasons. Sx Node Release Request can be initiated by control plane or user plane.

[image: image3]
Figure 6.2.x.3-1: Sx Configuration Release Procedure
* * * Second Change * * * *

7.4.x
Sx management messages
7.4.x.1
Introduction

In this subclause the message to provide the control plane node with the capabilities of the user plane node are described.
7.4.x.2
Sx Node Setup Request message

	The Sx Node Setup Request is send form User Plane to Control Plane. Information elements
	P
	Condition / Comment
	IE Type

	Node ID
	M
	This IE shall contain the node identity of the originating node of the message.
	

	Supported Features
	O
	
	

	Support APNs
	O
	
	

	Support TAI list
	C
	If the UP node acting as a SGW-U, the supported TAI list shall be provided.  Or as PGW-U supporting limited areas in some cases, e.g. SIPTO
	

	IP address for core side
	C
	If GTP is supported on Core side of the UP node
	

	IP address for access side
	C
	If GTP is supported on access side of the UP node.
	

	NOTE: 
As an alternative the support APNs and support TAI list, IP address for core side, IP address for access side may be locally configured at the control plane as and not provided in Sx Node Setup Request message.


Table 7.4.x.2-1: Information Elements in a Sx Node Setup Request

7.4.x.3
 Sx Node Setup Response message
The Sx Node Setup Response is send in reply to the Sx Node Setup Request from the Control Plane to the User plane.
	Information elements
	P
	Condition / Comment
	IE Type

	Cause
	M
	
	

	Node ID
	M
	This IE shall contain the Node identity of the originating node of the message.
	


Table 7.4.x.3-1: Information Elements in a Sx Node Setup Response
7.4.x.4
 Sx Node Update Request

The Sx Node Update Request message shall be send by the User Plane to the Control plane 
	Information elements
	P
	Condition / Comment
	IE Type

	Node ID
	M
	This IE shall contain the Node identity of the originating node of the message.
	

	Supported Features
	O
	
	

	Support APNs
	O
	
	

	Support TAI list
	C
	If the UP node acting as a SGW-U, the supported TAI list shall be provided.  Or as PGW-U supporting limited areas in some cases, e.g. SIPTO
	

	IP address for core side
	C
	If GTP is supported on Core side of the UP node
	

	IP address for access side
	C
	If GTP is supported on access side of the UP node.
	

	NOTE:
The UP node shall always provide the full list of Supported Features, Supported APN, Supported TAI or IP addresses if their is a change of the list.  As an implementation option, Supported APN, Supported TAI or IP addresses may be locally configured at the control plane and not provided within Sx Node Update Request.


Table 7.4.x.4-1: Information Elements in a Sx Node Update Request

7.4.x.5
 Sx Node Update Response

The Sx Node Update Response is send in reply to the Sx Node Update Request from the Control Plane to the User plane.

	Information elements
	P
	Condition / Comment
	IE-Type

	Cause
	M
	
	

	Node ID
	M
	This IE shall contain the Node ID of the originating node of the message.
	


Table 7.4.x.5-1: Information Elements in a Sx Node Update Response
7.4.x.6
Sx Node Release Request
	Information elements
	P
	Condition / Comment
	IE Type

	Node ID
	M
	This IE shall contain the Node ID of the originating node
	


Table 7.4.x.6-1: Information Elements in a Sx Node Release Request
7.4.x.7
Sx Node Release Response
Sx Node Release Response message shall be send in reply to a Sx Node Release Request message to report the result of the Sx Node Release Request.

	Information elements
	P
	Condition / Comment
	IE type

	Cause
	M
	
	

	Node ID
	M
	This IE shall contain the Node identity of the node initiating the response
	


Table 7.4.x.7-1: Information Elements in a Sx Node Release Response

* * * End of Changes * * * *
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