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6.4
User identity to HSS resolution

The User identity to HSS resolution mechanism enables the I-CSCF and the S-CSCF to find the identity of the HSS, that holds the subscriber data for a given Public Identity when multiple and separately addressable HSSs have been deployed by the network operator. The resolution mechanism is not required in networks that utilise a single HSS. An example for a single HSS solution is server farm architecture.

The resolution mechanism described in 3GPP TS 23.228 [1] shall use a Subscription Locator Function (SLF) or a Diameter Proxy Agent.

The I-CSCF and the S-CSCF accesses the SLF via the Dx interface. The Dx interface shall always be used in conjunction with the Cx interface. The Dx interface shall be based on Diameter. The SLF functionality shall use the routing mechanism provided by an enhanced Diameter redirect agent.

The SLF or the Diameter Proxy Agent shall be able to determine the HSS identity.

To get the HSS identity the I-CSCF and the S-CSCF shall send the Cx request normally destined to the HSS to a pre-configured Diameter address/name.

-
If this Cx Request is received by an SLF (acting as a Diameter redirect agent), the SLF shall determine the HSS identity and sends to the I-CSCF or S-CSCF a notification of redirection towards the HSS identity, in response to the Cx request. Multiple HSS identities may be included in the response, as specified in IETF RFC 3588 [9]. In such a case the ordering of HSS identities in the response is significant (i.e. the most preferred HSS identity is the first in the list and the least preferred HSS identity is last), and the I-CSCF or the S-CSCF shall select an HSS identity from the ordered list taking into account the ordering and - if the Diameter load control mechanism is supported (see IETF draft-ietf-dime-load-03 [xx]) - load values from Load AVPs of type HOST previously received from those HSSs. The I-CSCF or S-CSCF shall then send the Cx Request to the HSS identity selected from the ordered list received in the Cx Response from the SLF. If the I-CSCF or S-CSCF does not receive a successful response to the Cx Request, the I-CSCF or S-CSCF shall send a Cx Request to another HSS identity selected from the ordered list, again taking into account the ordering and - if the Diameter load control mechanism is supported - load values from Load AVPs of type HOST. This procedure shall be repeated until a successful response from an HSS is received.

-
If this Cx Request is received by the Diameter Proxy Agent, the Diameter Proxy Agent shall determine the HSS identity and shall forward the Cx request directly to the HSS. The I-CSCF and S-CSCF shall determine the HSS identity from the response to the Cx request received from the HSS.
While the I-CSCF is stateless, the S-CSCF shall store the HSS identity/name/Realm, as specified in 3GPP TS 23.228 [1] and shall use it in further Cx requests associated to the same IMS Public Identity.

In networks where the use of the user identity to HSS resolution mechanism is required, each I-CSCF and S-CSCF shall be configured with the address/name of the SLF or the Diameter Proxy Agent to enable use of these resolution mechanisms.
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Annex K (normative):
Diameter load control mechanism

K.1
General

The Diameter load control mechanism is an optional feature.

It is recommended to make use of IETF draft-ietf-dime-load-03 [xx] on the Cx interface where, when applied, the I-CSCF and the S-CSCF shall behave as receiving nodes and the HSS as a reporting node.

K.2
HSS behaviour

The HSS may report its current load by including a Load AVP of type HOST in answer commands as described in IETF draft-ietf-dime-load-03 [xx]. 

The HSS calculates its current load by implementation specific means. For example, the HSS may take into account the traffic over the Cx interface or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources, etc. 

The HSS determines when to send Load AVPs of type HOST by implementation specific means.

K.3
I-CSCF/S-CSCF behaviour

When performing next hop Diameter Agent selection for requests that are routed based on realm, the I-CSCF/S-CSCF may take into account load values from Load AVPs of type PEER received from candidate next hop Diameter nodes, as per IETF draft-ietf-dime-load-03 [xx].
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