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*************first change****************

7.2.3.2
Detailed Behaviour of the HSS

When the NIDD Information Request is received from the SCEF, the HSS shall, in the following order:

1.
Check that the User Identity for whom data is asked exists in HSS. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the NIDD Information Answer.

2.
Check that the requested service (e.g. NIDD-Authorisation-Request AVP) is authorized for the UE. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_SERVICE (5511) in the NIDD Information Answer.
3
Check that the APN sent in the Service-Selection AVP of the NIDD-Authorization-Request AVP is subscribed for the subscriber identified by the given MSISDN or the external identifier. If it is not subscribed, then the Experimental-Result shall be set to DIAMETER_ERROR_USER_NO_APN_SUBSCRIPTION (5451) in the NIDD Information Answer. 

4.
If the User-Identifier contains an external identifier the HSS shall include the IMSI and if available the MSISDN assigned to the external identifier in the HSS in the NIDD-Authorization-Response.

5
If the User-Identifier contains an MSISDN the HSS shall include the IMSI in the NIDD-Authorization-Response.

6
If the User-Identifier contains an IMSI the HSS shall include the MSISDN and the appropriate External Identifier assigned to the IMSI in the NIDD-Authorization-Response.
NOTE 1:
If several External Identifiers are mapped to one IMSI, some functions might not work in this release of the specification.

NOTE 2:
Step 6 above is applicable for the case where a the SCEF receives a T6a/b-CMR command while a valid NIDD configuration does not exist for the UE at the SCEF.
If there is an error in any of the above steps then the HSS shall stop processing and shall return the error code specified in the respective step.

If the HSS cannot fulfil the received request for reasons not stated in the above steps (e.g. due to a database error), it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY. Otherwise the Result-Code shall be set to DIAMETER_SUCCESS.
*************next change****************

8.4.45
NIDD-Authorization-Response

The NIDD-Authorization-Response AVP is of type Grouped, and it contains the information to be provided triggered by NIDD-Authorization-Request.

AVP format:

NIDD-Authorization-Response::=
<AVP header: 3151 10415>

[ MSISDN ]
[ User-Name ]

[ External-Identifier ]
*[AVP]
The User-Name AVP, when present, shall contain the IMSI.

*************end of change****************

