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	Reason for change:
	If the HSS receives a request to update data other than Repository Data while a previous request to update the same data for the same user identity is still in progress, it identifies the AS misbehavior (if both update requests come from same AS) or a network malfunction.
The HSS is not able to discard the second (or any subsequent) update request with an appropriate DIAMETER error, since the error should provide enough information to the receiver about the temporal failure and allow reattempt. E.g. UNABLE_TO_COMPY does not allow reattempt, or DIAMETER_TOO_BUSY does not identify properly the error, then the error would be useless for the AS that will not be able to react against, and not even valid for error identification.

However, if the HSS processed those requests it could cause a network unexpected behaviour, since e.g. the MME/SGSN may receive multiple (simultaneous) IDRs with same or different values.

In case the data requested to be updated is RepositoryData, updates are not required since it is already protected and avoided by the errors DIAMETER_ERROR_TRANSPARENT_DATA_OUT_OF_SYNC and DIAMETER_PRIOR_UPDATE_IN_PROGRESS. 



	
	

	Summary of change:
	If the HSS receives a request to update data other than Repository Data while a previous update request of the same data for the same user identity is still in progress, the HSS should stop processing the later request and set the Experimental-Result-Code to DIAMETER_PRIOR_UPDATE_IN_PROGRESS.


	
	

	Consequences if not approved:
	Potential IOT problems and network misbehaviour.

Either the HSS provides an existing error that does not allow to identify the error cause, or other nodes (e.g. MME/SGSN) will receive simultaneous similar requests (e.g. IDRs with same of different value) that may cause network malfunctioning.
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* * * First Change * * * *

6.2.3.2
DIAMETER_PRIOR_UPDATE_IN_PROGRESS (4101)

The request to update data at the HSS could not be completed for one of the following reasons:

- 
If the Data Reference is Repository Data, then the related Repository Data is currently being updated by another entity; 
-
If the Data Reference is other than Repository Data, then the related data is currently being updated. 
* * * End of changes * * * *

