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1. Introduction
The section 5.2.1 describes the changes in the security model introduced by the RFC 6733 compared to the RFC 6733. 
2. Reason for Change
The existing conclusion indicates that there is no issue of backward compatibility issue if IPsec is mandatory. But nothing is said about TLS.

If IPsec is made mandatory to support by 3GPP but Diameter implementations support both IPsec and TLS, TLS/TCP remains an option for securing Diameter based interfaces in 3GPP networks.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.819 v1.1.0.
*******
* * * First Change * * * *

5.2.1.4
Conclusion

As described above, the IETF RFC 6733 [3] is backward compatible with IETF RFC 3588 [2] regarding the change of security model if IPsec is supported by IETF RFC 6733 [3] based implementation as alternative security mechanism.

Assuming that Diameter implementations in mobile networks are compliant with the security requirements defined in the 3GPP TS 33.210 [9], the change of Diameter security model in the IETF RFC 6733 [3] does not really impact the existing implementations as there are not compliant anyway with the security requirements defined in the IETF RFC 3588 [2]. As long as the requirements given in the 3GPP TS 33.210 [9] remain valid for Diameter-based interfaces deployed in 3GPP networks, it is assumed that this security model prevails over the security requirements defined by IETF for the protection of Diameter.
In any case, in the specifications referencing the new IETF RFC 6733 [3], the 3GPP can mandate the support of IPsec to ensure backward compatibility with existing nodes deployed in an earlier release and therefore based on IETF RFC 3588 [2]. 
It is therefore concluded that there is no security concern when updating the 3GPP specification to indicate that the IETF RFC 6733 [3] is now the normative reference for Diameter implementation as long as IPsec support is required. TLS/TCP remains an alternative for implementations based on IETF RFC 3588 [2] supporting both IPsec and TLS.
* * * End of Changes * * * *

