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* * * First Change * * * *

B.2
Service profile

The following picture gives an outline of the UML model of the ServiceProfile class:
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Figure B.2.1: Service Profile
Each instance of the ServiceProfile class includes the following attributes:

· An optional instance of the attribute IFCServiceClassID, that identifies in the S-CSCF a set of configurable rules that specify some S-CSCF behaviour variants that apply when the corresponding service is triggered, except when the triggered Application Server includes an IFCASClassID attribute as part of the ApplicationServer class under InitialFilterCriteria class. 

· Zero or more instances of the attribute SharedIFCSetID. A SharedIFCSetID attribute points to a set of Initial Filter Criteria locally administered and stored at the S-CSCF. Shared iFC Sets may be shared by several Service Profiles.

Each instance of the ServiceProfile class consists of the following classes:
· One or several instances of the class PublicIdentity. PublicIdentity class contains the Public Identities associated with that service profile. The information in the CoreNetworkServicesAuthorization and InitialFilterCriteria classes apply to all PublicIdentification class instances, which are included in one ServiceProfile class.
· An optional instance of the class CoreNetworkServicesAuthorization. If no instance of the class CoreNetworkServicesAuthorization is present, no filtering related to subscribed media or restriction on IMS Communication Service Identifiers applies in the S-CSCF.
· Zero or several instances of the class InitialFilterCriteria. 


* * * Next Change * * * *

B.2.2
Initial Filter Criteria

The following picture gives an outline of the UML model of InitialFilterCriteria class:
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Figure B.2.2.1.1: Initial Filter Criteria
Each instance of the InitialFilterCriteria class includes the following attributes:
· One instance of Priority attribute that indicates the priority of the Filter Criteria. The higher the Priority Number the lower the priority of the Filter Criteria is; i.e., a Filter Criteria with a higher value of Priority Number shall be assessed after the Filter Criteria with a smaller Priority Number have been assessed. The same priority shall not be assigned to more than one initial Filter Criterion. 

· An optional instance of ProfilePartIndicator attribute that is an enumerated type, with possible values "REGISTERED and UNREGISTERED, indicating if the iFC is a part of the registered or unregistered user profile. If ProfilePartIndicator is missing from the iFC, the iFC is considered to be relevant to both the registered and unregistered parts of the user profile, i.e. belongs to the common part of the user profile.

Each instance of the InitialFilterCriteria class consists of the following classes:

· An optional instance of TriggerPoint class that describes the trigger points that should be checked in order to find out if the indicated Application Server should be contacted or not. Each TriggerPoint is a boolean expression in Conjunctive or Disjunctive Normal form (CNF of DNF). The absence of Trigger Point instance will indicate an unconditional triggering to Application Server.

The attribute ConditionTypeCNF attribute defines how the set of SPTs are expressed, i.e. either an Ored set of ANDed sets of SPT statements or an ANDed set of Ored sets of statements. Individual SPT statements can also be negated. These combinations are termed, respectively, Disjunctive Normal Form (DNF) and Conjunctive Normal Form (CNF) for the SPT (see Annex C). Both DNF and CNF forms can be used. ConditionTypeCNF is a boolean that is TRUE when the Trigger Point associated with the FilterCriteria is a boolean expression in Conjunctive Normal Form (CNF) and FALSE if the Trigger Point is expressed in Disjunctive Normal Form (DNF) (see Annex C).

Each TriggerPoint class is composed by 1 to n instances of the class SPT (ServicePointTrigger).

· One instance of ApplicationServer class that defines the application server, which is contacted, if the trigger points are met. 
Each instance of the ApplicationServer class includes following attributes:

-
One instance of ServerName attribute that is the SIP URL of the application server to contact. 
-
An optional instance of DefaultHandling attribute that determines whether the dialog should be released if the Application Server could not be reached or not; it is of type enumerated and can take the values: SESSION_CONTINUED or SESSION_TERMINATED. 

-
One optional instance of the ServiceInfo attribute. The ServiceInfo attribute allows to download to S-CSCF information that is to be transferred transparently to an Application Server when the trigger points of a filter criterion are satisfied. ServiceInfo is a string conveying that information. See 3GPP TS 23.218 [7] for a description of the use of this information element. 
-
An optional instance of IFCASClassID attribute that identifies in the S-CSCF a set of configurable rules that specify some S-CSCF behaviour variants that apply when the corresponding Application Server is triggered. This attribute takes precedence over IFCServiceClassID attribute if defined in ServiceProfile class.
Each instance of the ApplicationServer class includes following classes:

· One optional instance of the IncludeRegisterRequest class that indicates to the S-CSCF that the incoming SIP REGISTER request is to be transferred to an Application Server when the trigger points of a filter criterion are satisfied. See 3GPP TS 23.218 [7] for a description of the use of this information element. 
· One optional instance of the IncludeRegisterResponse class that indicates to the S-CSCF that the final SIP response to the incoming SIP REGISTER request is to be transferred to an Application Server when the trigger points of a filter criterion are satisfied. See 3GPP TS 23.218 [7] for a description of the use of this information element.

* * * Next Change * * * *

Annex E (normative):
XML schema for the Cx interface user profile

The file CxDataType_Rel14.xsd, attached to this specification, contains the XML schema for the user profile that is sent over the Cx interface. The user profile XML schema defines that are used in the user profile XML. The data that is allowed to be sent in the user profile may vary depending on the features supported by the Diameter end points, see 3GPP TS 29.229 [5]. The user profile XML schema file is intended to be used by an XML parser. The version of the Cx application sending the user profile XML shall be the same as the version of the sent user profile XML and thus it implies the version of the user profile XML schema to be used to validate it.

Table E.1 describes the data types and the dependencies among them that configure the user profile XML schema.

Table E.1: XML schema for the Cx interface user profile: simple data types

	Data type
	Tag
	Base type
	Comments

	tPriority
	Priority
	integer
	>= 0

	tProfilePartIndicator
	ProfilePartIndicator
	enumerated
	Possible values:

0 (REGISTERED)

1 (UNREGISTERED)

	tSharedIFCSetID
	SharedIFCSetID
	integer
	>= 0

	tInteger
	IFCServiceClassID,

IFCASClassID
	integer
	>= 0

	tGroupID
	Group
	integer
	>= 0

	tRegistrationType
	RegistrationType
	enumerated
	Possible values:

0 (INITIAL_REGISTRATION)

1 (RE-REGISTRATION)

2 (DE-REGISTRATION)

	tDefaultHandling
	DefaultHandling
	enumerated
	Possible values: 

0 (SESSION_CONTINUED)

1 (SESSION_TERMINATED)

	tDirectionOfRequest
	SessionCase
	enumerated
	Possible values: 

0 (ORIGINATING_REGISTERED)

1 TERMINATING_REGISTERED 

2 (TERMINATING_UNREGISTERED)

3 (ORIGINATING_UNREGISTERED)

4 (ORIGINATING_CDIV)

	tPrivateID
	PrivateID
	anyURI
	Syntax described in IETF RFC 2486 [14]

	tSIP_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3261 [11] or 3GPP TS 23003 (See Note 1)

	tTEL_URL
	Identity
	anyURI
	Syntax described in IETF RFC 3966 [15] or 3GPP TS 23003 (See Note 1)

	tIdentity
	Identity
	(union)
	Union of tSIP_URL, and tTEL_URL

	tIdentityType
	IdentityType
	enumerated
	Possible values:

0 (DISTINCT PUBLIC_USER_IDENTITY)

1 (DISTINCT_PSI)

2 (WILDCARDED_PSI) (See Note 2)

3 (NON_DISTINCT_IMPU) (See Note 3)

4 (WILDCARDED_IMPU) (See Note 4)

	tServiceInfo
	ServiceInfo
	string
	

	tString
	RequestURI, 
Method, 
Header, 
Content, 
Line, 
AccessType, AccessInfo, AccessValue
	string
	

	tBool
	ConditionTypeCNF, ConditionNegated, BarringIndication
	boolean
	Possible values: 

0 (false)

1 (true)

	tSubscribedMediaProfileId
	SubscribedMediaProfileId
	integer
	>=0

	tDisplayName
	DisplayName
	string
	

	tAliasIdentityGroupID
	AliasIdentityGroupID
	string
	

	tServiceLevelTraceInfo
	ServiceLevelTraceInfo
	string
	Syntax described in clause 14 within IETF draft-dawes-sipping-debug [20]

	tServicePriorityLevel
	ServicePriorityLevel
	enumerated
	Possible values:

0 (Highest priority)

1

2

3

4 (Lowest priority)

	tPriorityNamespace
	PriorityNamespace
	string
	Possible values are those of the namespaces that are defined in IETF RFC 4412 [22] or defined according to the IANA registration procedure described in IETF RFC 4412 [22] for Resource-Priority Namespaces. 

	tPriorityLevel
	PriorityLevel
	string
	Possible values depend on the PriorityNamespace and are specified with the associated namespace that is defined in IETF RFC 4412 [22] or defined according to the IANA registration procedure described in IETF RFC 4412 [22] for Resource-Priority Namespaces 

	tIMSI
	IMSI
	string
	Syntax described in 3GPP TS 23.003 [17]. ASCII encoded according to ANSI X3.4 [26].

	tMaxNumOfAllowedSimultRegistrations
	MaxNumOfAllowedSimultRegistrations
	integer
	>= 1

	NOTE 1:
Only when the “Identity” tag is a Wildcarded Identity the syntax is described in 3GPP TS 23.003. It applies to both WILDCARDED_IMPU and WILDCARDED_PSI.

NOTE 2:
Wildcarded PSI could optionally be included as well in tPublicIdentityExtension.
NOTE 3:
The IMPU is not explicitly provisioned in HSS. In this case, corresponding Wildcarded IMPU is included in tPublicIdentityExtension3.

NOTE 4:
WILDCARDED_IMPU indicates that the content of the identity in the “Identity” tag is a Wildcarded Public User Identity. In this case, Wildcarded IMPU could optionally be included as well in tPublicIdentityExtension3.


Table E.2: XML schema for the Cx interface user profile: complex data types

	Data type
	Tag
	Compound of

	
	
	Tag
	Type
	Cardinality

	tIMSSubscription
	IMSSubscription
	PrivateID
	tPrivateID
	1

	
	
	ServiceProfile
	tServiceProfile
	(1 to n) 

	
	
	Extension
	tIMSSubscriptionExtension
	(0 to 1)

	tIMSSubscriptionExtension
	Extension
	IMSI
	tIMSI
	(0 to 1)

	
	
	Extension
	tIMSSubscriptionExtension2
	(0 to 1)

	tIMSSubscriptionExtension2
	Extension
	ReferenceLocationInformation
	tReferenceLocationInformation
	(0 to n)

	tReferenceLocationInformation
	ReferenceLocationInformation
	AccessType
	tString (NOTE 4)
	(0 to 1)

	
	
	AccessInfo
	tString (NOTE 4)
	(0 to 1)

	
	
	AccessValue
	tString (NOTE 4)
	(0 to 1)

	tServiceProfile
	ServiceProfile
	PublicIdentity
	tPublicIdentity
	(1 to n

	
	
	CoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	(0 to 1

	
	
	InitialFilterCriteria
	tInitialFilterCriteria
	(0 to n)

	
	
	Extension
	tServiceProfileExtension
	(0 to 1)

	tServiceProfileExtension


	Extension


	SharedIFCSetID
	tSharedIFCSetID
	(0 to n)

	
	
	Extension
	tServiceProfileExtension2
	(0 to 1)

	tServiceProfileExtension2
	Extension
	IFCServiceClassID
	tInteger
	(0 to 1)

	tCoreNetworkServicesAuthorization
	CoreNetworkServicesAuthorization
	SubscribedMediaProfileId
	tSubscribedMediaProfileId
	(0 to 1)

	
	
	Extension
	tCNServicesAuthorizationExtension
	(0 to 1)

	tPublicIdentity
	PublicIdentity
	BarringIndication
	tBool
	(0 to 1)

	
	
	Identity
	tIdentity
	1

	
	
	Extension
	tPublicIdentityExtension
	(0 to 1)

	tInitialFilterCriteria
	InitialFilterCriteria
	Priority
	tPriority
	1

	
	
	TriggerPoint
	tTrigger
	(0 to 1)

	
	
	ApplicationServer
	tApplicationServer
	1

	
	
	ProfilePartIndicator
	tProfilePartIndicator
	(0 to 1)

	tTrigger
	TriggerPoint
	ConditionTypeCNF
	tBool
	1

	
	
	SPT
	tSePoTri
	(1 to n)

	tSePoTri
	SPT
	ConditionNegated
	tBool
	(0 to 1)

	
	
	Group
	tGroupID
	(1 to n

	
	
	Choice of
	RequestURI
	tString
	1

	
	
	
	Method
	tString
	1

	
	
	
	SIPHeader
	tHeader
	1

	
	
	
	SessionCase
	tDirectionOfRequest
	1

	
	
	
	SessionDescription
	tSessionDescription
	1

	
	
	Extension
	tSePoTriExtension
	(0 to 1)

	tSePoTriExtension
	Extension
	RegistrationType
	tRegistrationType
	(0 to 2)

	tHeader
	SIPHeader
	Header
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tSessionDescription
	SessionDescription
	Line
	tString
	1

	
	
	Content
	tString
	(0 to 1)

	tApplicationServer
	ApplicationServer
	ServerName
	tSIP_URL
	1

	
	
	DefaultHandling
	tDefaultHandling
	(0 to 1)

	
	
	ServiceInfo
	tServiceInfo
	(0 to 1)

	
	
	Extension
	tApplicationServerExtension
	(0 to 1)

	tApplicationServerExtension
	Extension
	IncludeRegisterRequest
	tIncludeRegisterRequest
	(0 to 1)

	
	
	IncludeRegisterResponse
	tIncludeRegisterResponse
	(0 to 1)

	
	
	Extension
	tApplicationServerExtension2
	(0 to 1)

	tIncludeRegisterRequest
	IncludeRegisterRequest
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tIncludeRegisterResponse
	tIncludeRegisterResponse
	(NOTE 2)
	(NOTE 2)
	(0 to 1)

	tApplicationServerExtension2
	Extension
	IFCASClassID
	tInteger
	(0 to 1)

	tPublicIdentityExtension
	Extension
	IdentityType
	tIdentityType
	(0 to 1)

	
	
	WildcardedPSI
	anyURI (NOTE 3)
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension2
	(0 to 1)

	tPublicIdentityExtension2
	Extension
	DisplayName
	tDisplayName
	(0 to 1)

	
	
	AliasIdentityGroupID
	tAliasIdentityGroupID
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension3
	(0 to 1)

	tPublicIdentityExtension3
	Extension
	WildcardedIMPU
	anyURI (NOTE 3)
	(0 to 1)

	
	
	ServiceLevelTraceInfo
	tServiceLevelTraceInfo
	(0 to 1)

	
	
	ServicePriorityLevel
	ServicePriorityLevel
	(0 to 1)

	
	
	Extension
	tPublicIdentityExtension4
	(0 to 1)

	tPublicIdentityExtension4
	Extension
	ExtendedPriority
	tExtendedPriority
	(0 to n)

	
	
	Extension
	tPublicIdentityExtension5
	(0 to 1)

	tPublicIdentityExtension5
	Extension
	MaxNumOfAllowedSimultRegistrations
	tMaxNumOfAllowedSimultRegistrations
	(0 to 1)

	tExtendedPriority
	ExtendedPriority
	PriorityNamespace
	tPriorityNamespace
	1

	
	
	PriorityLevel
	tPriorityLevel
	1

	tCNServicesAuthorizationExtension
	Extension
	ListOfServiceIds
	tListOfServiceIds
	(0 to 1)

	tListOfServiceIds
	ListOfServiceIds
	ServiceId
	tString
	(0 to n)

	NOTE 1: 
"n" shall be interpreted as non-bounded.

NOTE 2: 
empty cells shall be interpreted as complex XML elements without defined content.

NOTE 3: 
the syntax of Wildcarded Public User Identity and Wildcarded Service Identity shall be as described in 3GPP TS 23.003 [17].

NOTE 4: 
the syntax of AccessType, AccessInfo and AccessValue is as described in 3GPP TS 24.229 [8] for P-Access-Network-Info header fields: AccessType corresponds to the "access-type" field whereas AccessInfo and AccessValue correspond to the type and associated value defined for the "access-info" field.


* * * XML file - Changes * * * *

*************** Skipped text **************


<xs:simpleType name="tBool">



<xs:restriction base="xs:boolean"/>


</xs:simpleType>

<xs:simpleType name="tInteger">



<xs:restriction base="xs:int">




<xs:minInclusive value="0"/>



</xs:restriction>


</xs:simpleType>

*************** Skipped text **************


<xs:complexType name="tServiceProfileExtension">



<xs:sequence>




<xs:element name="SharedIFCSetID" type="tSharedIFCSetID" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Extension" type="tServiceProfileExtension2" minOccurs="0"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tServiceProfileExtension2">



<xs:sequence>




<xs:element name="IFCServiceClassID" type="tInteger" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>



</xs:sequence>


</xs:complexType>

*************** Skipped text **************


<xs:complexType name="tApplicationServerExtension">



<xs:sequence>




<xs:element name="IncludeRegisterRequest" type="tIncludeRegisterRequest" minOccurs="0" maxOccurs="1"/>




<xs:element name="IncludeRegisterResponse" type="tIncludeRegisterResponse" minOccurs="0" maxOccurs="1"/>




<xs:element name="Extension" type="tApplicationServerExtension2" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tIncludeRegisterRequest">



<xs:sequence>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tIncludeRegisterResponse">



<xs:sequence>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="tApplicationServerExtension2">



<xs:sequence>




<xs:element name="IFCASClassID" type="tInteger" minOccurs="0" maxOccurs="1"/>




<xs:element name="Extension" type="tExtension" minOccurs="0"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>

*************** Skipped text **************

* * * End of Changes * * * *
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