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1. Introduction
This pCR updates the IETF draft-ietf-dime-load to the version 02 and  the IETF draft-ietf-dime-ovli to RFC 7683. It also addresses some cleaning of the technical report.
2. Reason for Change
The IETF Draft draft-ietf-dime-load last available version is v02 which replace the current v00.
Abbreviations are listed. 
An introduction is added.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.810 v.5.0
* * * First Change * * * *

1
Scope

The present document investigates possible enhancements of the Diameter base protocol (IETF RFC 6733 [2] and existing Diameter applications to support load control mechanisms in 3GPP core networks.

This work is based on the related work done in the IETF Diameter Maintenance and Extensions (DiME) working group. It will be taken into account the Diameter overload control work and specifications done in IETF (e.g. IETF RFC 7068 [3] and IETF RFC 7683 [4]) and 3GPP.

This study will cover:

-
the identification of the set of requirements for load information exchange over Diameter based signalling interfaces used in 3GPP core networks, compared to those already expressed in IETF RFC 7068 [3] and any other requirements specified by the DiME working group;

-
the evaluation of the IETF solution for load information exchange and applicability to 3GPP;

-
possible enhancements specific to 3GPP;

-
the identification of the 3GPP interfaces as possible candidates for the support of the load information exchange.

The results of this study will contribute to and rely on the work done within the IETF DiME working group on Diameter load control. Objective is to use the solution(s) that will be defined for Diameter load control by IETF DiME for 3GPP Diameter based networks and to avoid 3GPP specific enhancements.

Depending on this study outputs, normative work may be required to support load control mechanisms over Diameter-based 3GPP interfaces and applications.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
IETF RFC 6733: "Diameter Base Protocol".

[3]
IETF RFC 7068: "Diameter Overload Control Requirements".

[4]
IETF RFC 7683: "Diameter Overload Indication Conveyance".

[5]
3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".

[6]
IETF draft-ietf-dime-load-02: "Diameter Load Information Conveyance".

[7]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows".

[8]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details".

[9]
3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol".

* * * Next Change * * * *

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] apply.



3.2
Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].


BBERF
Bearer Binding and Event Reporting Function

BPCF
Broadband Policy Control Function

BSF
Bootstrapping server functionality

DiME
Diameter Maintenance and Extensions
DRA
Diameter Routing Agent

ePDG
Evolved Packet Data Gateway

GMLC
Gateway Mobile Location Centre
MTC
Machine Type Communication

PCC
Policy and Charging Control

PCEF
Policy and Charging Enforcement Function

PCRF
Policy and Charging Rule Function
RCAF
RAN Congestion Awareness Function

TDF
Traffic Detection Function
4
Introduction

The Diameter base protocol is widely adopted in 3GPP as protocol support of numerous signalling interfaces in IMS, EPC, PCC and charging architectures.
Load control could be used to improve the distribution of the Diameter traffic within the 3GPP Diameter networks, which prevents, as much as possible, from overload situations to occur when the resources of one or several Diameter node(s) are insufficient to process all the incoming requests.
Although vendor-specific solutions might be already available in some networks, a standardization effort is required to cope with a multi-vendor/operator environment in large scale networks and roaming cases.

The following clauses describe main 3GPP use cases, load usage and analyse the IETF requirements for a load control mechanism. IETF having defined a solution for a Diameter load control, this report then analyses the applicability of the IETF solution to 3GPP Diameter networks and interfaces.
Any enhancement should have minimal impacts on existing infrastructures and be generic enough to be suitable for multiple Diameter based interfaces. The exact solution to implement will be decided per Diameter based interface, depending on the specific requirements of each interface.
* * * Next Change * * * *

6.2
IETF solution

IETF is specifying a Diameter load control solution in the IETF draft-ietf-dime-load-02 [6] (Diameter Load Information Conveyance). This solution is analysed as a solution for Diameter load control in the 3GPP networks. This analysis will evolve according to the evolution of the successive versions of the IETF draft-ietf-dime-load-02 [6] until it is considered stable enough to be recommended. 

Editor’s note: a summary of this solution is foreseen to be added in this subclause.

* * * Next Change * * * *

6.3.1
IETF solution applicability

This subclause will analyse how the IETF solution is applicable to 3GPP networks.

Editor’s note: this subclause will be updated according to the analysis of the further versions of the IETF draft-ietf-dime-load. The IETF draft-ietf-dime-load-02 [6] is at its first version and is still incomplete (e.g. no AVPs are yet proposed). Nevertheless, the technical report can analyse some described functionalities.

6.3.1.1
Server selection

The IETF draft-ietf-dime-load-02 [6] subclause 4.2 mentions that "Typically, server selection is performed by a node (a client or an agent) that is an immediate peer of the servers". For this, the load information of a server needs only to be transferred to the peers of a server. A Diameter agent or a client which is peer of several servers may then select the server to which it will send requests by taking into account the load information it has received from the peer servers.

It also mentions that: "However, there are scenarios where a client or proxy that is not the immediate peer to the selected servers performs server selection". In this case, the node doing the selection of the server destination needs to receive the load information of the servers, even if it is not peer of the servers, so to take into account the load of servers in the server selection process.

This question of transferring the load of a server to nodes which are not peers of the servers is currently under debate in IETF DiME. Hereafter it is analyzed if, in 3GPP networks, there is a need for this functionality.

In 3GPP networks, a first example concerns the node doing the user identity to HSS resolution mechanism to find the HSS destination (as described e.g. in 3GPP TS 29.229 [8] and 3GPP TS 29.272 [9]); this node may not be an immediate peer of HSSs. Nevertheless the node selecting the HSS destination when several destinations are possible (e.g. with a UDC architecture described in 3GPP TS 23.335 [7]) may take into account the load of the HSSs if it receives this load information.

Another example is with the DRA in the PCC architecture (see 3GPP TS29.213 [5]). The DRA selects the PCRF when the PCRF has not yet been allocated; the DRA may be not a peer of all the PCRFs of the concerned realm. The DRA when selecting the PCRF may take into account the load of the PCRFs if it receives this information.

Editor’s note: in subclause 5.2.2.4.3, there is an Editor’s note to assess if a DRA being not peer of all the PCRFs of a given realm is or not out of the 3GGP scope. The resolution of this editor’s note may impact the present subclause.

So from the above analysis, it can be considered that there may be a need to transfer the load information of a server not only to the peers of the server but also towards nodes achieving a server selection within a realm. This need depends on the network topology and the location of the node performing the server selection.
* * * End of Changes * * * *

