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	Reason for change:
	Overload control was specified over T6a for Monitoring events and needs an update with the support of non-IP data traffic.

In addition, it should be clarified that the IWK-SCEF may act as a reacting node, and in this case, does not  forward OC-OLR AVPs to the MME/SGSN. This applies for both the MONTE-CT and the CIoT-CT WIs.


	
	

	Summary of change:
	Addition of possible throttling of non IP-Data related messages by the MME/SGSN and the IWK-SCEF.
Addition that the IWK-SCEF may act as reacting node and in this case, it does not forward OC-OLR AVPS to the MME/SGSN.
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* * * First Change * * * *
A.1.1
General

The Diameter overload control mechanism is an optional feature over the T6a/b and T7 interface.
It is recommended to make use of the IETF RFC 7683 [9] on the T6a/b and T7 interface where, when applied, the MME/SGSN and possibly the IWK-SCEF shall behave as a reacting node and the SCEF as a reporting node.
* * * Next Change * * * *

A.1.3
MME/SGSN behaviour

The MME/SGSN apply required traffic reduction according to the OC-OLR AVPs received in answer commands from the SCEF to subsequent applicable requests, as per IETF RFC 7683 [9].

Requested traffic reduction is achieved by the MME/SGSN by implementation specific means. It may in particular implement:

-
throttling of monitoring event reports or stop reporting with prioritization (e.g. prioritisation on the type of events, or that one time reporting takes priority over continuous reporting, …);

-
throttling of new T6a connection establishment messages;
-
throttling of MO non-IP data messages.
A.1.4
IWK-SCEF behaviour

The IWK-SCEF may apply required traffic reduction received in answer commands from the SCEF to subsequent applicable requests, if it acts as a reacting node, as per IETF RFC 7683 [9]. In this case the IWK-SCEF does not forward OC-OLR AVPs to the MME/SGSN.
Requested traffic reduction is achieved by the IWK-SCEF by implementation specific means. For example, it may implement throttling of monitoring event report with prioritization.
* * * End of Changes * * * *

