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* * * First Change * * * *

7.3.1
General
The following table (table 7.3.1-1) specifies the Diameter AVPs defined for the MCPTT-2 and CSC-13 interfaces, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32 e.g., DPR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 shall be used.
Table 7.3.1-1: MCPTT-2 and CSC-13 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Clause

 defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	MCPTT-ID
	4400
	7.3.2
	UTF8String
	M, V
	
	
	
	No

	Requested-Data
	4401
	7.3.3
	Grouped
	M, V
	
	
	
	No

	Requested-Data-Index
	4402
	7.3.11
	Unsigned32
	M,V
	
	
	
	No

	Requested-Data-Flags
	4403
	7.3.12
	Unsigned64
	M,V
	
	
	
	No

	DPR-Flags
	4404
	7.3.13
	Unsigned32
	M,V
	
	
	
	No

	DPA-Flags
	4405
	7.3.14
	Unsigned32
	M,V
	
	
	
	No

	DUR-Flags
	4406
	7.3.15
	Unsigned32
	M,V
	
	
	
	No

	DUA-Flags
	4407
	7.3.16
	Unsigned32
	M,V
	
	
	
	No

	NDR-Flags
	4408
	7.3.17
	Unsigned32
	M,V
	
	
	
	No

	NDA-Flags
	4409
	7.3.18
	Unsigned32
	M,V
	
	
	
	No

	Data-Index
	4410
	7.3.19
	Unsigned32
	M,V
	
	
	
	No

	MCPTT-User-Profile-Data
	4411
	7.3.20
	Grouped
	M,V
	
	
	
	No

	Sequence-Number
	4412
	7.3.21
	Unsigned32
	M,V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table (table 7.3.1-2) specifies the Diameter AVPs re-used by the MCPTT-2 and CSC-13 interfaces from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within MCPTT-2 and CSC-13 interfaces. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 7.3.1-2.
Table 7.3.1-2: MCPTT-2 and CSC-13 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	DRMP
	IETF draft-ietf-drmp-03 [8]
	
	Must set

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	See subclause 7.3.10
	

	Feature-Id
	3GPP TS 29.229 [6]
	
	

	User-Data
	3GPP TS 29.329 [9]
	
	

	User-Identifier
	3GPP TS 29.336 [10]
	See subclause 7.3.8
	

	OC-Supported-Features
	IETF RFC 7683 [11]
	See subclause 7.3.6
	Must set

	OC-OLR
	IETF RFC 7683 [11]
	See subclause 7.3.5
	Must set

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

7.3.3
Requested-Data
The Requested-Data AVP is of type Grouped. It shall contain the Requested-Data-Index AVP and the Requested-Data-Flags AVP. The Requested-Data-Flags AVP contains a list of requested data. The Requested-Data-Index AVP identifies a unique set of possible requested data. 

AVP format

Requested-Data ::= 
< AVP header: 4401 10415 >

{ Requested-Data-Index }

{ Requested-Data-Flags }
*[AVP]
* * * Next Change * * * *

7.3.20
MCPTT-User-Profile-Data

The MCPTT-User-Profile-Data AVP is of type Grouped. It may contain an MCPTT User Profile data, a Sequence Number and a Data Index identifying a specific XML document.

AVP format:

MCPTT-User-Profile-Data ::= <AVP header: 4411 10415>

[ User-Data ]

[ Sequence-Number ]

[ Data-Index ]
*[AVP]
* * * Next Change * * * *

7.4.3.12
DIAMETER_ERROR_UNKNKOWN_DATA (5680)


The requested data received by the MCPTT User Database does not exist.

* * * Next Change * * * *

7.4.3.13
DIAMETER_ERROR_REQUIRED_KEY_NOT_PROVIDED (5681)
One or more access keys are missing in the request to be able to update the requested data.
* * * End of Changes * * * *

