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* * * First Change * * * *
4.1
Introduction

The T6a/b reference point between the MME/SGSN and the SCEF, the T6ai/bi reference point between the MME/SGSN in the VPLMN and the IWK-SCEF and the T7 reference point between the IWK-SCEF and the SCEF are defined in the 3GPP TS 23.682 [2].

This document describes the Diameter-based T6a/b, T6ai/bi and T7 related procedures, message parameters and protocol specification.

An excerpt of the 3GPP Architecture for the enhancements to facilitate communications with packet data networks and applications, as defined in 3GPP TS 23.682 [2] is shown in Figure 4.1-1, where the relevant interfaces towards the SCEF/IWK-SCEF are highlighted.
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Figure 4.1-1: 3GPP Architecture for the enhancements to facilitate communications with packet data networks and applications
In this architecture, the T6a/b reference point connects the MME/SGSN with the SCEF. 

The T6a/b interface shall allow the SCEF to:

-
receive reports of the monitoring events from the MME/SGSN configured via an HSS,

-
to configure the monitoring events at an MME/SGSN which are not UE related in the non roaming cases.

The T6ai/bi reference point connects the MME/SGSN with the IWK-SCEF in the visited network, if the IWK-SCEF is deployed. 
The T6ai/bi interface shall allow the IWK-SCEF to:

· receive configuration of the monitoring events from the MME or the SGSN and perform a filtering of the services which are allowed for this subscriber in this visited network based on roaming policies,
· receive reports of the monitoring events from the MME/SGSN that are configured via an HSS, perform a filtering and forward them to the SCEF (in the home network which has configured the event) via the T7 reference point.
The T7 reference point connects the IWK-SCEF in the visited network with the SCEF in the home network. 
The T7 interface shall allow the IWK-SCEF to:

· forward reports received on T6ai/bi to the SCEF indicated in the event report received on T6ai/T6bi.

· * * * Second Change * * * *
5.3.1
General

This procedure is used between the SCEF and the MME and between the SCEF and the SGSN to configure the monitoring events directly at the MME/SGSN through the T6a/b interface.

When the procedure is invoked by the SCEF, it is used for configuring the event(s):

-
the number of UEs at a given geographic location
This procedure is mapped to the commands Configuration-Information-Request/Answer in the Diameter application specified in clause 6. The tables 5.3.1-1 and 5.3.1-2 detail the involved information elements.
Table 5.3.1-1: Configuration Information Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Monitoring Event Configuration

(see 3GPP TS 29.336 [5] subclause 8.4.2)
	Monitoring-Event-Configuration
	C
	If present, this Information Element shall contain the details of the Monitoring event(s) configured. 

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this Information Element shall contain the list of features supported by the origin host.


Table 5.3.1-2: Configuration Information Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/T6b errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Monitoring Event Report

(see 3GPP TS 29.336 [5] subclause 8.4.3)
	Monitoring-Event-Report
	C
	If an immediate report is available this information element shall contain the requested data available in the MME/SGSN.

	Monitoring Event-Configuration Status

(see 3GPP TS 29.336 [5] subclause 8.4.24)
	Monitoring-Event-Config-Status
	O
	If present it shall contain the status of each monitoring event configuration identified by an SCEF-Reference-ID


* * * Third Change * * * *
5.3.2
Detailed Behaviour of the MME/SGSN
Monitoring Events configuration and deletion directly at the MME/SGSN for roaming scenarios is not supported. For the non roaming cases, when the Configuration-Information-Request is received from the SCEF, the MME/SGSN shall, in the following order:

1. Check whether the requesting SCEF is authorized to request the specified service (e.g: number of UEs at a given geographic location). If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration-Information-Answer.
2. If the TA / RA / ECGI location requested by the SCEF is not served by the MME/SGSN, then the MME/SGSN shall set the Experimental-Result AVP to DIAMETER_ERROR_REQUESTED_LOCATION_NOT_SERVED (5650) in the Configuration-Information-Answer.

1. 
If there is an error in any of the above steps then the MME/SGSN shall stop processing and shall return the error code specified in the respective step.

If the MME/SGSN cannot fulfil the received request for reasons not stated above, it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.

If CIR message includes multiple SCEF-Reference-ID and for a SCEF-Reference-ID the monitoring events cannot be handled, the MME/SGSN shall report the failed SCEF-Reference-ID to the SCEF with an appropriate status in the Monitoring-Event-Config-Status AVP.
For the number of UEs in a geographic location monitoring event, for each SCEF-Reference-ID that the MME/SGSN is able to successfully process, the MME/SGSN shall include in the Configuration-Information-Answer, the exact count of the number of UEs at the requested location. If the requested location type is current location, then the MME/SGSN may activate the paging and RAN location reporting procedures (if required) before providing the response in the Configuration-Information-Answer.

If the MME receives the DIAMETER_ERROR_SCEF_REFERENCE_ID_UNKNOWN within an RIA command, it shall delete the event stored for the indicated SCEF-Reference-ID (see 3GPP TS 23.007 [19]).

* * * Fourth Change * * * *
5.3.3
Detailed Behaviour of the IWK-SCEF

Monitoring Events configuration and deletion directly at the MME/SGSN for roaming scenarios is not supported. Consequently the IWK-SCEF is not impacted for Monitoring Events configuration and deletion directly at the MME/SGSN from the SCEF.

1. 






* * * End of Changes * * * *
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