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* * * First Change * * * *
5.7
Connection Management Procedure. 
5.7.1
General

This procedure shall be used between the MME and the SCEF, between the MME and the IWK-SCEF and between the IWK-SCEF and the SCEF.
When the procedure is invoked by the MME, it is used 

-
to establish a T6a connection between the MME and  the SCEF.
- 
to release a T6a connection between the MME and the SCEF.
This procedure is used according to 3GPP TS 23.682 [2] subclause 5.13.1, 5.13.5 and 5.13.6. The IWK-SCEF may be in the path between the MME and the SCEF for roaming cases when the IWK-SCEF is deployed by the operator of the visited PLMN.
When the procedure is invoked by the IWK-SCEF, it is used to forward the Connection Management Request received from the MME to the SCEF.
This procedure is mapped to the commands Connection-Management-Request/Answer (CMR/CMA) in the Diameter application specified in clause 6.
The tables 5.7.1-1 and 5.7.1-2 detail the involved information elements.
Table 5.7.1-1: Connection Management Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
	User-Identifier
	M
	This Information Element shall contain the identity of the UE. This is a grouped AVP containing the IMSI.

	EPS Bearer Identity
	Bearer-Identifier
	M
	This Information Element shall be present and shall contain the identity of the EPS bearer identifying the T6a connection to which the request applies.



	T6a Connection Action
	Connection-Action
	M
	This Information element shall be present and shall contain a T6a connection management action indicating a T6a connection establishment or a T6a connection release or a T6a connection update.



	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Editor’s Note: Transfer of additional parameters on T6a to aid T6a connection to SCS/AS session binding at SCEF is FFS.
Table 5.7.1-2: Connection Management Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.



	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


* * * Second Change * * * *
5.7.2
Detailed Behaviour of the MME

The MME shall make use of this procedure to request one of the following T6a connection management actions:

-
for aT6a connection establishment, the MME shall:

-
fill the EPS Bearer Identity AVP with the identity of the EPS bearer that MME allocated to the Non-IP PDN connection as described in 3GPP  TS 23.682 [2];


-
for a T6a connection release, the MME shall:

-
fill the EPS Bearer Identity AVP with the identity of the EPS bearer of the T6a connection which is released as described in 3GPP TS 23.682 [2];

- 
upon getting the Connection Management Answer from the SCEF, delete the T6a connection context.
-
for a T6a connection update, the MME shall:


-
fill the User Identity AVP with the IMSI and/or the MSISDN of the UE;

-
fill the EPS Bearer Identity AVP with the identity of the EPS bearer of the T6a connection that needs to be updated with the new serving MME address as described in 3GPP TS 23.682 [2].
* * * Third Change * * * *
5.7.3
Detailed Behaviour of the SCEF

When the SCEF receives a Connection Management Request from the MME or the IWK-SCEF, the SCEF shall, in the following order:

-
check that the User Identity exists in the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Connection Management Answer;

-
if the T6a connection action indicates a T6a connection establishment:

-
check whether a valid NIDD configuration exists for the UE at the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE in the Connection Management Answer;

-
create an EPS bearer context;
-
store the MME Address identified by the Origin-Host AVP of the T6a Connection Management Request, and the MME realm identified by the Origin-Realm AVP of the T6a Connection Management Request in the EPS bearer context. If successful, Result shall be set to DIAMETER_SUCCESS in the Connection Management Answer;

-
if the T6a connection action indicates a T6a connection release:

-
 check whether, for this user and the received EPS bearer ID, a T6a connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_ INVALID_EPS_BEARER in the Connection Management Answer.

-
Delete the T6a connection context at the SCEF. If successful, Result code shall be set to DIAMETER_SUCCESS in the Connection Management Answer.
- 
if the T6a connection action indicates a T6a connection update:


-
 check whether, for this user and the received EPS bearer ID, a T6a connection context exists. If not, the SCEF shall behave as above for the T6a connection establishment procedure ;

-
If successful, store the MME Address identified by the Origin-Host AVP of the T6a Connection Management Request and the MME realm identified by the Origin-Realm AVP of the T6a Connection Management Request, in the EPS bearer context and the Result shall be set to DIAMETER_SUCCESS in the Connection Management Answer.
* * * Fourth Changes * * * *
6.4.16
User-Identifier

The User-Identifier AVP is of type Grouped and it contains the different identifiers used by the UE.

It is originally defined in 3GPP TS 29.336 [5]

AVP format:

User-Identifier ::= <AVP header: 3102 10415>

[ User-Name ] 
[ MSISDN ]
*[AVP]

This AVP shall contain at least one of the identifiers used by the UE, i.e., it shall not be empty. The IMSI of the UE, when present shall be included in the User-Name AVP.
* * * Fifth Change * * * *
6.4.18
Connection-Action
The Connection-Action AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 6.4.18-1:

Table 6.4.18-1: Connection-Action
	Bit
	Name
	Description

	0
	Connection establishment
	This bit shall be set if the request applies to a T6a Connection establishment.

	1
	Connection release
	This bit shall be set if the request applies to a T6a Connection release.

	2
	Connection update
	This bit shall be set if the request applies to a T6a Connection update for updating the serving node address at the SCEF, due to UE mobility.

	NOTE:
Bits not defined in this table shall be cleared by the sender and discarded by the receiver of the command.


* * * End of Changes * * * *
