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* * * First Change * * * 
5.8
Notification of data modification
5.8.1
Description

The Notification procedure shall be used by the UDR to notify an FE about modification of data, when data in the UDR is added, modified or deleted, and an FE needs to be informed about this, due to a previous subscription to notifications procedure (as defined within section 5.7) or due to local configuration policy in the UDR. No notification should be done towards the FE at the origin of a data modification or to a FE belonging to the cluster of the FE at the origin of a data modification. When the subscription to notification procedure is used, the UDR shall correlate the subscription credentials and the LDAP credentials of the FE doing the data modification.
The information flow for the Notification procedure is shown in figure 5.8-1:


[image: image1.emf]FE

UDR

1. check whether a 

notification needs to be 

sent

2. select an appropriate 

FE

4. notification request

3. construct a notification 

message

5. notification response


Figure 5.8-1: Notification procedure

1.
The Notification procedure in the UDR is started by the Update data procedure, the Create procedure, or the Delete procedure; see section 5.6, 5.4 and 5.5 respectively.
The UDR shall check whether the relevant notification condition(s) are met. If not met, the following steps shall be skipped and the procedure terminates. 

NOTE:
The conditions based on local configuration policy in the UDR (e.g. application type of the FE which performs the create, delete or update procedure, presence or absence of other user data) are operator specific and out of scope of this specification.

2. 
If the notification condition(s) are met the UDR shall select an available FE that supports the relevant application. If the notification is the result of a Subscription to Notification procedure, the FE selection shall take into account the value of the Notification Type information element:

-
If the Notification Type indicates that the notification is to be sent to the FE requesting the subscription, the UDR shall select the FE that requested the notification.

-
If the Notification Type indicates that the notification is to be sent to any FE of the application type or cluster identifier, the UDR shall select an appropriate FE of the application type or cluster identifier as applicable. 

NOTE:  Details of the FE selection algorithm can be operator specific and are out of scope of this specification.

3. 
The UDR shall fetch the data that are needed by the FE to perform the relevant application logic, such as the value of updated data, and may fetch other additional data based on local configuration policy in the UDR, such as the previous value of updated data, the original subscribing entity identity, etc. to construct a notification request message that includes data (in FE data view).

4. 
The UDR shall send the notification request message to the selected FE. The FE shall perform the relevant application logic.

5. 
The FE shall return a response message to the UDR to indicate success or failure. If no response is received or a failure is indicated, the UDR shall repeat the procedure starting with step 2 and selecting a different FE.

* * * End of Change * * * 
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