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[bookmark: _Toc437509890]3.1	Definitions
For the purposes of the present document, the following terms and definitions apply.
Address: term used for "network address" (IP address)
End-to-access edge security: media protection extending between an IMS UE and the first IMS core network node in the media path without being terminated by any intermediary node.
Port: term used for "transport port" (L4 port).
Transcoding: transcoding in general is the translation from one type of encoded media format to another different media format, e.g. G.711 A-law to μ-law or vice versa, G.729 to AMR with 4.75 rate.
NOTE 1:	The definition of "transcoding" is according clause 3.10/ITU-T Recommendation V.152 [23].
NOTE 2:	Transcoding belongs to the category of "media aware" IP-to-IP interworking.
Transparent Forwarding: media gateway packet forwarding behaviour with the characteristic of Lx-PDU integrity. This is a unidirectional characteristic of an Lx-PDU flow.
NOTE 3:	The definition is according clause 3.2.10/ITU-T Recommendation H.248.88 [x1].
Transport Address: term used for the combination of a Network Address and a Transport Port. 
For the purposes of the present document, the following terms and definitions as defined in 3GPP TS 23.334 [23] apply:
	ICE lite
	Full ICE.

* * * Next Change * * * *
[bookmark: _Toc438116855]5.2	Summary
This Profile describes the minimum mandatory settings and procedures required to fulfil the requirements of the Iq interface (see 3GPP TS 23.334 [23]):
-	allocation and translation of IP addresses and port numbers (NA(P)T and NA(P)T-PT);
-	opening and closing gates (i.e. packets filtering depending on "IP address / port");
-	remote NA(P)T traversal;
-	policing of incoming traffic;
-	QoS packet marking for outgoing traffic;
-	IP realm/domain indication;
-	Hanging termination detection;
-	RTCP handling;
and when ATCF/ATGW is supported:
-	handover of bearer connections between PS and CS access networks;
-	IP version interworking;
-	audio transcoding;
and when WebRTC is supported:
-	interworking for WebRTC audio, video and optionally MSRP data between WebRTC IMS clients and non-WebRTC user equipment;
-	transparent forwarding of WebRTC bearer traffic in case of end-to-end WebRTC calls between WebRTC IMS clients.
In addition, optional settings and procedures are described which fulfil optional features and where supported, the minimum mandatory settings within the optional procedures and packages are identified that must be supported in order to support that feature.
"Optional" or "O" means that it is optional for either the sender or the receiver to implement an element. If the receiving entity receives an optional element that it has not implemented it should send an Error Code (e.g. 445 "Unsupported or Unknown Property", 501"Not Implemented", etc.). "Mandatory" or "M" means that it is mandatory for the receiver to implement an element. Whether it is mandatory for the sender to implement depends on specific functions; detail of whether elements of the core protocol are mandatory to be sent are defined in the stage 2 procedures, stage 3 procedures and/or the descriptions of individual packages. 
The setting or modification of elements described in the profile under the heading "Used in Command" has the meaning that the property can be set/modified with that command. The property may be present in other commands (in order to preserve its value in accordance with ITU-T Recommendation H.248.1 [10]) when those commands are used for other procedures that affect the same descriptor.

* * * Next Change * * * *
[bookmark: _Toc438116922][bookmark: _Toc437509957]5.15	Mandatory support of SDP and Annex C information elements
Table 5.15.1: Mandatory Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	The value must always be equal to zero: v=0

	c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required. 
The network type shall be set to "IN".
The address type may be IPv4 or IPv6.  
The MGC may apply parameter underspecification to the <connection address> subfield. 

	m-line
	"SDP_M "
	There are four fields (or SDP values) <media>, <port>, <proto> and <fmt> in the "m=" line (see IETF RFC 4566 [17];NOTE 1).
The "m=" line may be omitted from SDP. 

<media>, <port>, <proto >  and <fmt-list> are required if the "m=" line is included.

Media type <media> :

The <media> field shall be set to "audio", "video", "message", "application" or  "-". When "-" is used for the media value then no media resources are required to be reserved at this stage (NOTE 1). If the MG does not support the requested media value it shall reject the command with error code 515.


Transport port <port>
The port value may be underspecified with CHOOSE wildcard.

Transport protocol <proto>
As in table 5.15.2.

Media format <fmt>
Various values may be used for media-format, dependent on the related <media> (NOTE 3).

"-" may be used for the format list value if no media reservation is required at this stage.
If the  MG does not support the requested media format value the MG shall reject the command with error code 449.

	b-line
	"SDP_B "
	Shall not be used without a "m=" line.

The modifier values shall be "AS", "RS" and "RR".

The AS modifier implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/ IETF RFC 4566 [17]). The bandwidth-value relates therefore to the peak bitrate (NOTE 2).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream.

For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the IMS-ALG may also supply additional RTCP bandwidth modifiers (i.e. RR and RS, see IETF RFC 3556 [28]). The AS bandwidth value will include the bandwidth used by RTP. In the absence of the RTCP bandwidth modifiers the IMS-AGW shall allow an additional 5% of the AS bandwidth value for the bandwidth for RTCP, in accordance with IETF RFC 3556 [28].

	o-line
	"SDP_O"
	The origin line consists of six fields:
(<username>, <sess-id>, <sess-version>, <nettype>, <addrtype> and <unicast-address>).

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen
- <session ID> and <version> should contain one or mode digits as described in IETF RFC 4566 [17]
- <network type> shall be set to IN
- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6” depending on the addressing scheme used by the network to which the MG is connected. 
- <address> should contain the fully qualified domain name or IP address of the gateway.

	s-line
	"SDP_S"
	The session name "s=" line contains a single field 
s= <session name>.
The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:
- "s=-"

	t-line
	"SDP_T"
	The time "t=" line consists of two fields 
t= <start time> and <stop time>.

The MGC is not required to supply this line but shall accept it (see clause 7.1.8/ITU-T Recommendation H.248.1 [10]).

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:
"t=0 0"

	NOTE 1:    IETF RFC 4566 [17] enables "-" as a valid character. 
NOTE 2:	The unit for the bandwidth-value (peak bitrate) is "kbit/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic. 
NOTE 3:	In particular, WebRTC uses value "webrtc-datachannel" in case of WebRTC data applications.



Table 5.15.2: Transport Protocol 
	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [19]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [25]. See 3GPP TS 26.114 [26]. Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVP
	SRTP profile according IETF RFC 3711 [30] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	RTP/SAVPF
	Extended SRTP profile for RTCP-based Feedback (RTP/SAVPF) according IETF RFC 5124 [31] (NOTE 3). Allow only L4 protocol = UDP (see NOTE 1).

	TCP
	Allow only L4 protocol = TCP (NOTE 2)

	TCP/MSRP
	Message service using IETF RFC 4975 [18] (NOTE 6).

	TCP/TLS
	Application agnostic indication with L4 protocol = TCP (NOTE 4).

	TCP/TLS/MSRP
	Application-specific indication with L4 protocol = TCP and TLS-based transport security (SDP codepoint see IETF RFC 4975 [18]) (NOTE 6).

	udptl
	Allow only L4 protocol = UDP

	udp
	Allow only L4 protocol = UDP (NOTE 1, 7).

	UDP/DTLS
	Application agnostic indication with L4 protocol = UDP and DTLS-based transport security (NOTE 5).

	UDP/TLS/RTP/SAVP
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/TLS/RTP/SAVPF
	Indication for WebRTC end-to-access edge transport security using DTLS-SRTP, where DTLS is used to establish keys for extended SRTP according to IETF RFC 5763 [60] and IETF RFC 5764 [61].

	UDP/DTLS/SCTP
	See IETF draft-ietf-mmusic-sctp-sdp [68]. For WebRTC data channel support (for the indication of the protocol stack segment "SCTP-over-DTLS").

	NOTE 1:	Parameter "udp" is introduced by IETF RFC 4566 [17].
NOTE 2:	Upper case TCP is defined by IETF RFC 4145 [20] and registered by IANA. 
NOTE 3:	The IMS AGW does not need to reserve resources for end-to-access edge media (e2ae) security en-/decryption at this stage if RTP profile identifiers "RTP/SAVP" or "RTP/SAVPF" are signalled without the “a=crypto” property  for that stream. For e2e media security either "RTP/SAVP" is signalled at all terminations in a context, or "RTP/SAVPF" is signalled at all terminations in a context and no media attribute will be signalled; the IMS AGW shall then not terminate the SRTP / SRTCP protocol, but shall pass the encrypted media and control flows (as indicated with the rtcph/rsb property) transparently.
NOTE 4:	Parameter "TCP/TLS" is defined by IETF RFC 4572 [55] for the TLS protocol according to IETF RFC 5246 [53].
NOTE 5:	Parameter "UDP/DTLS" is introduced by IETF draft-schwarz-mmusic-sdp-for-gw [54] (based on ITU-T Recommendation H.248.93 [50]).
NOTE 6:	Conditional support, dependent on application-aware interworking.
NOTE 7:	Codepoint used for e.g. "UDP payload transparent forwarding" (such as DTLS-encrypted end-to-end WebRTC bearer traffic).
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