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1. Introduction

The paper is intended for a global editorial clean-up of the TR 29.819.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.819 v1.0.0.

*******
* * * First Change * * * *

3
Definitions, symbols and abbreviations


3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. 







3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].


AVP
Attribute-Value Pair
CCF
Command Code Format
DNS
Domain Name Server

DTLS
Datagram Transport Layer Security
IPsec
IP Security
IPX
Internetwork Packet Exchange
NAPTR
Naming Authority Pointer
S-NAPTR
Straightforward-Naming Authority Pointer
SCTP
Stream Control Transmission Protocol
SLP
Service Location Protocol
SRV
Service Record

SRVLOC
Service Location

TLS
Transport Layer Security
* * * Next Change * * * *

4
General

* * * Next Change * * * *

5.2.2.3
Impacts on 3GPP specifications
For existing applications, defined with commands explicitly including the Vendor-Specific-Application-Id AVP as required AVP in the command CCF description, there is no need to modify the command's CCF specification to remove (or make optional) this AVP in the command. It was and it will remain useless information but this is not an issue. Any command received  with the Vendor-Specific-Application-Id AVP will not cause an error in a node based on IETF RFC 6733 [3]. Moreover, it is not possible to modify the set of required AVP in a command's CCF specification without defining a new command. It is therefore recommended not to modify the existing commands.

For existing applications, defined with commands including the Vendor-Specific-Application-Id AVP as optional AVP, it is possible to either modify the command's CCF specification to remove it from the list of optional AVP to include or to add an information note to indicate that its presence in the CCF specification is due to historical reason but it is not used in this release and onward. Even with the Vendor-Specific-Application-Id AVP set as required in the command's CCF specifications, existing applications are compliant with the IETF RFC 6733 [3]. The presence of this AVP in the command is not incorrect but only useless.

For existing application for which nothing has been specified regarding the presence of the Vendor-Specific-Application-Id AVP, it assumed that implementations rely on the Diameter base protocol and therefore on the IETF RFC 3588 [2] for the time being. Therefore, it is assumed that the requirement on the mandatory presence of the Vendor-Specific-Application-Id AVP applies. For those applications, the same conclusions given for existing applications defined with commands explicitly including the Vendor-Specific-Application-Id AVP apply. In addition, if it is decided to move to the IETF RFC 6733 [3], it will be required to add a note in the specification to indicate the Vendor-Specific-Application-Id AVP should be including in the command in order to remain backward compatible with earlier implementations based on IETF RFC 3588 [2]. This note is required as these specifications do not explicitly include the Vendor-Specific-Application-Id AVP as required AVP in the command CCF description. Another option would be to modify the command CCF description to include the Vendor-Specific-Application-Id AVP as required AVP.

For new application, it is recommended not to include the Vendor-Specific-Application-Id AVP defined as required AVP in the command's CCF specification.

It is often asked what will be the behaviour of a proxy in the Diameter signalling path if the Vendor-Specific-Application-Id AVP is not present in the command. A proxy is not supposed to validate the content of a received command, except if the proxy is application-aware. And this validation would be done anyway per application. So as long as the command received by the proxy is compliant with the command's CCF specification defined in the application specification, there is no issue. The same proxy could receive command including the Vendor-Specific-Application-Id AVP (e.g. Cx command) and command without (e.g. new application). The only issue would come if the command's CCF specification would change between two releases, that is not recommended, or if the proxy would arbitrarily check the presence of the Vendor-Specific-Application-Id AVP in any vendor-specific command, that is not expected/defined. In the latter case, even if unlikely, such proxy would have to be anyway upgraded to comply with any new application (defined by 3GPP or not) in which the commands would be defined without the Vendor-Specific-Application-Id AVP. Moreover, if the proxy enforces a (too) strict validity check of the presence of the Vendor-Specific-Application-Id AVP in vendor-specific commands claiming to be only compliant with the Diameter base protocol, the solution is simple: because the IETF RFC 6733 [3] obsoletes the IETF RFC 3588 [2], those proxies will have to be anyway upgraded to remain compliant with the Diameter base protocol.

* * * Next Change * * * *

5.3
Other Changes


* * * Next Change * * * *

5.3.2.2
Backward compatibility with IETF RFC 3588

In the IETF RFC 3588 [2], only the manual configuration was mandatory to support for peer discovery. SLP and DNS-based schemes were defined as optional. The SLP protocol has not been widely adopted by vendors and was then not commonly supported by existing implementations. Moreover, even if it was implemented, SLP can still be used if Directory/service agents are deployed in the local network. The deprecation of the use of SLP has therefore no impact on existing implementations.

The enhancement of the dynamic discovery mechanisms to support S-NAPTR application service and application protocol tag values is something new to support for implementations strictly based on the IETF RFC 3588 [2]. However, because the DNS-based mechanism itself is optional to support, any node supporting manual configuration for peer discovery remains compliant with the IETF RFC 6733 [3].

It is then considered that there is no backward compatibility issue regarding the evolution of the dynamic peer discovery mechanism.

* * * End of Changes * * * *

