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1. Introduction
During non-3GPP attachment procedure in both Trusted and Untrusted Environment, the PGW has to register itself to the 3GPP AAA server (through S6b interface). As the PGW is not aware of the 3GPP AAA server that was used by the TWAN/ePDG, it will select a "random" AAA server and if this AAA is not correct, the HSS will be in charge to provide the correct one to PGW (using the redirect mechanism).

During internal tests, we have realized that this redirection mechanism was frequent and that it was clearly not scalable in case we had to deploy a pool of 3GPP AAA servers (e.g. for VoWiFi service) for millions of subscribers.

2. Possible approaches
Solution #1: the AAA information is passed from the AAA infrastructure to the PGW via the TWAN/ePDG.

In this approach, the 3GPP AAA server will indicate to the PGW its identity (FQDN or IP address) on which it wants to be joined. We will have to handle Local Breakout case in case of roaming. This information will be passed through TWAN or ePDG.
Pros:

· Flexible: the 3GPP AAA server can even provide another identity if it wants to separate traffic between S6b and SWm/STa

· Work in all cases (non-roaming/roaming/LBO or Home Routed)
Cons:

· S2a/S2b/STa and SWm are impacted and new procedures are defined at 3GPP AAA and PGW. The ePDG/TWAN just has to transfer the information.

Solution #2: the ePDG/TWAN provides to the PGW the AAA information it has used.

Here, the ePDG/TWAN directly provides to the PGW the information on the AAA it has used
Pros:

· Only S2a/S2b interface is impacted

Cons:

· Does not work in roaming case

Solution #3: proprietary mechanism at AAA level

We could also imagine proprietary solution with a "AAA database" which would be in charge of registering which AAA server is in charge of which IMSI. The PGW will have to contact this "AAA" server and will be automatically redirected towards the correct AAA server. This will require new proprietary procedure at ePDG or AAA to feed this database.

Other proprietary solutions are obviously possible.

Pros:

· We have nothing to do

Cons:

· Different operators may have different views on what to do which may result in different system
3. Conclusion
The goal of this DISC paper was first to introduce 3GPP CT4 WG with this problem. 

We would like then to get an agreement on:
1. The CT4 WG should define a standard way to solve this.

2. We should go with the solution #1.
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