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* * * First Change * * * * 
7.2.x
Reset
7.2.x.1
General
The Reset Procedure shall be used by the HSS, after a restart, to indicate to the MME and to the SGSN that a failure has occurred.  

The Reset Procedure may also be used by the HSS as part of operation and maintenance actions e.g. to allow planned HSS outage without service interruption.
This procedure is mapped to the commands Reset-Request/Answer (RSR/RSA) in the Diameter application specified in chapter 7. 

Table 7.2.x.1/1 specifies the involved information elements for the request.

Table 7.2.x.1/2 specifies the involved information elements for the answer.

Table 7.2.x.1/1: Reset Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Supported Features

(See 3GPP TS 29.229 [9])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Supported Service Masks
(see 3GPP TS 29.336 [54])
	Supported-Servce-Masks
	O
	If present, this Information Element is sent only on S6t shall contain AVPs indicating details of the services supported by the HSS.

	Reset-IDs

(See 7.3.184)
	Reset-ID
	O
	If present, this information element identifies the set of impacted subscribers. 


Table 7.2.x.1/2: Reset Answer

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Supported Features
(See 3GPP TS 29.229 [9])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.

	Result

(See 7.4)
	Result-Code / Experimental-Result
	M
	This IE shall contain the result of the operation.

The Result-Code AVP shall be used to indicate success / errors as defined in the Diameter Base Protocol.

The Experimental-Result AVP shall be used for S6a/S6d errors. This is a grouped AVP which shall contain the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

There are no Experimental-Result codes applicable for this command.


7.2.x.2
Detailed behaviour of the HSS
The HSS shall make use of this procedure in order to indicate to all relevant SCEFs that the HSS has restarted and may have lost the actual status of remaining reports of some subscribers and the SCEF is requested to  send all pending/failed requests. 
If the Reset-ID feature is supported by the SCEF, the HSS optionally may include one (or several) Reset-ID AVPs identifying e.g. failed hardware components if the occured failure is limited to those subscribers associated with e.g. the identified failed hardware components.

The HSS should include the Supported Service Masks to report to the SCEF the Services it supports. As a consequence the SCEF should only trigger the configuration of events which are indicated as supported. 
7.2.x.3
Detailed behaviour of the SCEF
When receiving a Reset message the SCEF shall initiate the sending of  pendind or  failed configuration commads to the HSS identified by the HSS Identity received in the Origin-Host AVP.

.
* * * Next Change * * * *

8.2.x
Reset-Request (RSR) Command

The Reset-Request (RSR) command, indicated by the Command-Code field set to 322 and the 'R' bit set in the Command Flags field, is sent from HSS to SCEF. 

Message Format when used over the S6t application:
< Reset-Request> ::=

< Diameter Header: 322, REQ, PXY, 16777345 >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
*[ Supported-Features ]

*[ Reset-ID ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

[ Supported-Service-Masks ]

* * * Next Change * * * *

8.2.y
Reset-Answer (RSA) Command

The Reset-Answer (RSA) command, indicated by the Command-Code field set to 322 and the 'R' bit cleared in the Command Flags field, is sent from SCEF to HSS.
Message Format when used over the S6t application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, 16777345 >

< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

8.3.3.x
DIAMETER_ERROR_SCEF_RERENCE_ID_DOES_NOT_EXIST (5yyy)

This result code shall be sent by the SCEF to indicate that the SCEF_Reference-ID in the RIR does not exist in the SCEF.
* * * End of Changes * * * *

