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1
Introduction and impacted specification
The document intents to provide a summary of the requirements on MONTE by stage 2 in CT4
1
Overview

	Specification
	Title, issue
	source
	Tdoc#
	remark

	29.272
	Enhancements to insert subscriber data, enhancements to detach procedure
	ZTE, Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Ericsson
	C4-152279
	

	29.230
	Define new Diameter code introduced  in 29.272
	
	
	None identified so far

	29.336
	Monitoring configuration messages
	Huawei
	C4-151394, C4-151806 
	

	29.336
	Monitoring reporting message
	Huawei
	C4-151394, C4-151806 
	C4-151806 revision needed because of  PRA

	29.274
	enhancements to the MM-Context for Monitoring events
	Huawei
	C4-151417
	Only adds Monitoring event data to the Forward relocation request and context response message

	29.274
	add monitoring events to  identification response to retrieve data during attach procedure
	Huawei
	C4-152365
	

	23.008
	Storage information for Monitoring events
	Huawei
	C4-151404  
	clarification on usage of P and T needs further discussion

	23.008
	Usage of P and T in table  5.9-1
	Huawei
	
	at least the  Editor's note under the table  to be  removed

	29.230
	Define new Diameter code introduced  in 29.336
	Huawei
	C4-151403
	

	29.336
	add S6t Application ID and Command Codes
	Ericsson
	C4-151512
	

	29.230
	add S6t Application ID and Command Codes
	Ericsson
	C4-151513
	

	29.336
	Monitoring feature identification, (BITMASK)
	Huawei
	C4-151807
	

	29.336
	Diameter Overload control
	Huawei
	C4-151837
	

	29.336
	Multiple instances in a configuration request command
	Huawei
	C4-152370
	

	29.272
	Roaming and interaction with the IWK-SCEF
	Huawei, Cisco
	C4-152272
	

	29.272
	Introducing a Bitmask to inform the HSS of the Monitoring capabilities of the MME/SGSN
	Huawei
	C4-152371
	

	29.274
	Monitoring Events in Identification Response
	Huawei
	C4-152060
	

	29.272

29.336
	deletion of all Monitoring events assigned to a subscriber(UE)
	Huawei
	C4-152339
C4-152367
	

	29.336
	clarification on multiple instances in a command
	Huawei
	C4-152370
	

	29.128
	Protocol selection
	Cisco, Ericsson
	C4-151174, C4-151514, C4-151673
	

	29.128
	Scope
	Huawei 
	C4-151937
	

	29.128
	Introduction Overview
	Huawei
	C4-152254
	

	29.128
	Pseudo-CR on T6a/b Procedures
	Cisco
	C4-152334
	

	29.128
	transport
	Cisco 
	C4-152250
	

	29.128
	Message definition for configuration
	Cisco 
	C4-152250
	

	29.128
	Message definition for reporting
	Cisco 
	C4-152250
	

	29.128
	Error handling
	Cisco
	C4-152334
	

	29.128
	pCR  Rel-13 Pseudo-CR on T6a/T6b Protocol Specification and Implementation
	Cisco
	C4-152250
	

	29.230
	AVP codes for MONTE T6a/b interface
	Cisco
	C4-152253
	

	29.336
	Corrections to some MONTE AVPs, references and procedures
	Cisco
	C4-152189
	

	29.128
	Overload control
	Huawei
	C4-152338
	

	29.128
	Reporting of overload by the SCEF to MME/SGSN 
	Huawei
	
	Editor's Notes in:

-TS 29.128 subclause 6.2.6.

About overload, to state if SCEF can report OLRs to request a traffic reduction by the MME/SGSN.



	29.336
	Reporting of overload by the SCEF to MME/SGSN and HSS
	Huawei
	
	Editor's Notes in:

-TS 29.336 subclause 8.2.6: About overload, to state if SCEF can report OLRs to request a traffic reduction by the HSS

	29.274
29.336, 
	AVP definitions

SCEF ID
	Huawei
	C4-152365
	

	29.128
	cleanup of 29.128 1.0.0
	Huawei
	
	i.e.  assign AVP numbers

	29.336,

29.230
	AVP definition,

SCEF reference ID and SCEF-reference ID for deletion as an unsigned32
	Cisco
	C4-152252
	

	29.336
	deletion of all Monitoring events assigned to a subscriber(UE)
	Huawei
	C4-152367
	

	29.272
	Monitoring feature identification, (BITMASK)
	Huawei
	C4-15 2371
	

	29.272
	Event reporting in insert subscriber data answer
	ZTE, Huawei, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Ericsson
	C4-152279
	

	23.007
	HSS restart
	Huawei
	
	It needs to be analysed, if the HSS has to inform the SCEF about its restart

	23.007
	SCEF restart
	Huawei
	
	The following issues need to be investigated:

-Is it useful to send reset indication to MME/SGSN to stop reporting of events for which the SCEF does not know to whom it should  distribute the Reports.
- if the SCEF should try to cleanup resources in the network by sending negative replies to the MME/SGSN to reports before it starts configuration of new events.

- if an HSS should send Insert subscriber data update to all or to  a restricted number of impacted UE's after receiving a Reset from an SCEF.

	29.336
	SCEF restart, reset message
	Huawei
	
	dependency SCEF restart in 23.007

	29.128
	SCEF restart, reset message
	Huawei
	
	dependency SCEF restart in 23.007

	29.336
	reporting of availability after DDN failure
	Huawei
	
	

	29.272
	Remaining number of reports maintained in HSS
	ZTE
	
	Stage 2 proposed  notification response, but in CT4 concerns were raised and the following alternatives were mentioned:

· If the remaining number of reports could be conveyed using the Purge Request and the Cancel Location Answer messages to the HSS as part of existing signalling. i.e. Purge Request in case the MME/SGSN purges the UE before the UE attaches to another MME/SGSN and Cancel Location Answer from the old MME/SGSN in case the UE attaches to another MME/SGSN before purge.(or)

· There is no need to inform the remaining number of reports to the HSS upon UE detach as the SCEF anyways tracks the remaining number of reports and upon reaching the maximum number of reports the SCEF deletes the monitoring event configuration at the HSS as specified in 3GPP TS 23.682 sub-clause 5.6.3.1 step 3,

When the maximum number of reports is reached for a Continuous Monitoring Request or in case of an One-time Monitoring Request, the SCEF requests the HSS (for monitoring events configured via HSS) or MME(s)/SGSN(s) (for monitoring events configured directly with the MME/SGSN) to delete the related monitoring event configuration and deletes also its associated Monitoring Event configuration.
CT4 needs to make a decision and inform SA2.

	29.336,

29.272, 23.008
	Subscription per Monitoring event, or Monitoring or no subscription, and related error handling
	
	
	Stage 2 TR mention subscription for Monitoring events but this is not reflected in the TS It is open if Subscription per Monitoring event, or for Monitoring or no subscription should be defined per subscriber. Depending on the subscription type related error handling needs to be updated.

SA2 reply pending. 
CT4 should make a decision and  inform SA2.

	29.272
29.336
	Reporting of the stop of reporting of monitoring events to the SCEF
	Huawei
	
	It is open if the SCEF needs to be informed when the HSS has successfully configured an event in the MME/SGSN. Furthermore it is open if there is a requirement to perform Reporting of the stop of reporting of monitoring events to the SCEF e.g. in case of roaming.

SA2 S2-154378 see 2.4 .


	29.128
	Whether the MME/SGSN needs to authorize an IWK-SCEF and if needed how to do it is FFS
	Cisco
	
	Editor's Note in TS 29.128 subclause 5.3.2

	29.128


	Reporting of configuration results in IWK-SCEF to HSS and possibly SCEF
	Cisco
	
	Editor's Note in TS 29.128 subclause 5.4.3.

How the MME/SGSN reports the failure of configure Monitoring event(s) at the IWK-SCEF to the HSS is FFS.



	29.336

29.272
	Sending of ISD ack before  interacting with IWK-SCEF
	Cisco
	
	Regarding the need to acknowledge the Insert Subscriber Data message to HSS (with ISD Ack) before interacting with the IWK-SCEF CT4 agreed to add the following NOTE:.
In roaming scenarios the MME/SGSN can reply immediately to the HSS without waiting for the outcome of the interaction with the IWK-SCEF.

One editor's Note remains in TS 29.272 subclause 5.2.2.1.2:
It is open how the HSS and possibly the SCEF are informed about an unsuccesful event configuration in the MME/SGSN.

	29.272
29.336

29.128
	Deletion of a Monitoring event by an SCEF who has not configured the event 
	
	
	It is open if Deletion of a Monitoring event by an SCEF who has not configured the event is allowed (stored SCEF-ID and received SCEF-ID do not match).
SA2 reply pending


	29.272
	ISR 

Send InsertSubscriberdataRequest to both MME and SGSN when events are configured at the HSS
	ZTE
	
	

	29.274
	ISR, 
Monitoring event data in detach notification message
	
	
	

	29.336
	Subscription for MONTE
	
	
	subclause 7.2.1.2 Do we have a subscription for MONTE in HSS or a subscription for each MONTE event, or is MONTE allowed for all subscribers?

	29.336
	Configuration status in HSS when subscriber is  registered in MME and SGSN
	
	
	subclause 7.2.1.2 Which serving node's monitoring event configuration status the HSS applies when the HSS supports dual registration and both an MME and SGSN are registered for a UE, is FFS

	
	
	
	
	


2
Discussion
2.1
Reporting of overload by an SCEF
For diameter based interfaces a mechanism is introduced to request a node to reduce the traffic.

Up to now these kind of request are limited to be initiated by an HSS.

An SCEF  may trigger reporting of monitoring events but does not have  any influence how many reports will be send by the nodes generating  the reports. Some report may be more important than others so it may be useful to limit the reports to reports which are seen as more important when the SCEF is reaching the status of overload. Therefore it is propsoed to introduce the capability that the SCEF can report overload to nodes generating reports to trigger reduction of the amount of reports initiated.

2.2
HSS restart
Most of the data for Monitoring are fixed data, the only variable part is the number of remaining reports to be send. The SCEF will send a CIR command to modify the number of remaining reports or will initiate the deletion of the event. 
If the HSS Recovery, restart or partly restarts, the SCEF will send CIR commands to the HSS and will not get any response.

After restart the HSS will inform all MME/SGSN  about loss of  data.  When data is downloaded to the MME/SGSN it is for monitoring the status before HSS restart which means the number of remaining reports might be wrong.
Especialy MME/SGSN changes may trigger a number of  unnecessary reports when the HSS missed the information that max number of reports was already send from the previous MME/SGSN. Assuming that the old MME will delete the event when max number of  reports is reached.

Possible solutions to guaranty that the number of remaining reports are up to date:

a) The SCEF continuously repeats CIR commands until it receive a CIA command back. The repetition time of CIR commands would be the maximum time during which the HSS would provide wrong remaining number of reports.

b) During the time the HSS is not reachable the SCEF stores the CIR commands and when the HSS sends a restart notification to the SCEF and the SCEF sends the stored CIR commands to the HSS.
Analysis:

If a monitoring is in use solution a) would trigger a lot of traffic on S6t and may also trigger generation of unwanted reports on T6a/b, If reports are charged to the customer the charging tool would need to check for such reports which are generated because of a network failure

Solution b) would mean to introduce a message restart to inform the SCEF about the availability of the HSS.

Proposed way forward:

Sending Restart notification has less signalling impacts and has the shortest time for possible event configurations with out of date information.
2.3
SCEF restart

When an SCEF restarts it may lose all his data. This means SCEF-reference ID and the association to which SCS the received information's in a report should  be send. After restart the SCEF may receive reports with SCEF reference Id for which it does not have any information. This means monitoring events are configured in the HSS and/or MME/SGSN. It needs to be clarified how the SCEF should handle such reports, i.e. discard , reject. 
Possible solutions:
a) Discard the reports, (do nothing)
HSS, MME and SGSN will resend the reports and perform this for all further ones until max number of reports is reached and the event is deleted.
For events configured in the MME/SGSN via an HSS the event remains configured in the HSS until the SCEF sends CIR command with the same SCEF-reference-ID to overwrite the event out of date.

b) Reject the report with error cause SCEF reference ID does not exists.
On receiving the error cause in RIA command the receiving node delete the event and stops reporting. Works fine for event configured in HSS, but for event in MME/SGSN configured via the HSS the event remains stored in the HSS. To clear the event in the HSS either the MME/SGSN has to inform the HSS of the deletion of the event (i.e. with notify command) or the SCEF shall initiate the deletion of the event in the HSS. To do so the MME/SGSN would need to provide UE identity (e.g. the MSISDN) to the SCEF so that the SCEF can generate a CIR command to the HSS to delete the event in the HSS.
If HSS is informed about unsuccessful configuration of an event in MME/SGSN when interacting with an IWK-SCEF the notify command is used to inform the HSS about the status of the event.

Alternatively to use notify command on S6t the Public identity/MSISDN would need to be added to the report and the SCEF would need to trigger the deletion of the event in the HSS.

c) SCEF sends reset message after its restart

When SCEF restarts it sends a reset message to all HSS, MME and SGSN to which it is allowed to send configuration messages. On receiving the reset message the HSS, MME and SGSN delete the monitoring events received from this SCEF.
Analysis:
Solutions a) Minimum impacts (regarding implementation effort) on the nodes the only addition is signalling to the HSS to clean resources in the HSS.

Causes unnecessary signalling (sending of messages just to discard them) on T6a/b and S6t interface and would occupy resources in MME/SGSN and HSS. Therefore this is not recommended.

Solution b) Introduces a new error cause and increases signalling to the HSS on S6t to clean resources in the HSS. The alternative solution to delete the resources in the HSS via the SCEF would add additional signalling to all reports and the  SCEF would generate a CIR command to delete the event and  the HSS may send a IDR to the MME/SGSN to delte the event in the MME/SGSN. 
Solution c) Introduces new command pairs on S6t and T6a/b. Requires that the SCEF knows to which HSS, MME and SGSN is allowed to communicate or to which nodes Configuration commands are send and from which reports where received before the restart.

Proposed way forward:

Chose solution b (using notify command to the HSS) seem to have minimal impact to the nodes. The negative point is the signalling on the S6t sending notify command to the HSS to inform the HSS about the deletion of the Monitoring event.

2.4
Reporting of the start and stop of the reporting of monitoring events to the SCEF due to network capabilities
Stage 2  has  agreed to  add 2 options in stage 2 (23.682 CR 0152):

The HSS should either perform:
a) 
Notify the SCEF that the configured Monitoring Event is cancelled, and
-
shall delete the Monitoring Event, if the Monitoring Event is configured in the HSS, and

-
may include a “retry after” value to inform the SCEF of when (re)-configuration of the Monitoring Event(s) can be attempted again.  The “retry after” value can be configured in the HSS by the operator. The SCEF can further notify the SCS/AS and provide the “retry after” value to the SCS/AS.
(b)
Notify the SCEF that the configured Monitoring Event is considered to be suspended. The SCEF interprets this to mean that the network will temporarily be unable to serve the configured Monitoring Event. In this case, 

-
When the MME/SGSN for the UE changes (eg due to UE mobility), and the new MME/SGSN supports the suspended Monitoring Event, the HSS shall configure the new MME/SGSN with the Monitoring Event and notify the SCEF of resumption of the suspended Monitoring Event;

-
If the criteria for Continuous Reporting expire while the Monitoring Event is suspended, the HSS and the SCEF shall independently delete the Monitoring Event.
The criteria which option to chose seen as out of scope of  stage 2 specification
Analysis:

If subscriber moves into an MME/SGSN which does not support a current active Monitoring event the reporting to the SCEF is stopped.
Current stage 3 does not foresee the deletion of events by an HSS towards an SCEF.

The HSS can detect the support of Monitoring events based on Supported-Services AVP received in IDA command or that the event is cancelled by IWK-SCEF within notify command. 
1)
The HSS forward supported-service AVP received from MME/SGSN to the SCEF and the SCEF can retrieve the services which are stopped based on the not supported monitoring events in supported-service AVP.

This would inform the SCEF of the capabilities for monitoring in the current serving node (MME/SGSN).

2)
A New AVP is introduced which contains a bitmask for not supported services which are currently active in the HSS. This would avoid that the SCEF is informed about the capabilities of the MME/SGSN.
3)
A new AVP is introduced indicating that the event is suspended/resumed.

If the SCEF receives the information that an event is not active in a serving node it can decide to delete the event by sending a delete request to the HSS.
Proposal:

Based on operator policy either the HSS or the SCEF may be configured not to  suspend events and prefere the deletion of an event.

Introduce a new AVP with the following values: suspend, resume, delete/cancel. In addition a new AVP is introduced for the retry-after value

3
Next step
Provide CRs to cover the open issues to complete the work.
