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1
Introduction

This discussion paper analyses a certain number of points related to the CSC-13c interface between the configuration management server and the MCPTT user DB. Some have relations with what CT1 is specifying for CSC-4, CSC-11 between the configuration management server and the UE and for CSC-5 between the configuration management server and the MCPTT-server.
2 
Configuration  data supported over CSC-13

TS 23.179 lists the following configuration data  in Annex B.1:
-
UE configuration data, as specified in subclause B.2;

-
User configuration data, as specified in subclause B.3;  

-
Group configuration data, as specified in subclause B.4; 

-
Service configuration data, as specified in subclause B.5; and

-
Initial configuration data, as specified in subclause B.6.
It is understood that only User configuration data ( i.e. MCPTT user profile)  as specified in subclause B.3 is stored  in the MCPTT user DB. This is to be confirmed.

So other configuration data such as UE configuration data is out of the MCPTT user DB and CSC-13 scope.

3
Procedures 
Over CSC-13, the configuration management server can create, update and delete MCPTT user profiles. 

Updates to the MCPTT user profiles can be done by the service provider (OAM) at the console of a configuration management server or by a specific user (e.g. a dispatcher) from a UE via another configuration management server.

- it should be confirmed that a normal user is not allowed to request updates to its MCPTT user profile (e.g about the list of  user with which this normal user would like to do private calls). 

Then such updates need to be notified to the impacted MCPTT user so via the configuration management server supporting the CSC-4 interface with the impacted UE. It is also assumed that several configuration management servers may exist in the network.

It means that a subscription/ notification mechanism is needed over CSC-13, this is to be confirmed.

As concurrent updates may occur, a data synchronisation mechanism is needed to be offered over CSC-13 (see the sequence number mechanism with Sh)

4
MCPTT User Profile content 

TS 23.179 identifies common on/off network user data, on network user data, off network user data. This is reminded in C1-160312.
It is assumed (but to be confirmed) that:

-
these 3 types of user data are part of the MCPTT user profile but separately identified in the MCPTT user DB and over CSC-13 (and also over MCPTT-2)

-
in particular  off network user data are stored in the MCPTT user DB

-  the content of these  3 types of user data is the same when transferred to the configuration management server over CSC13 (and then to the UE via CSC6/CSC11) or to the MCPTT server over MCPTT-2

-
otherwise it would mean to differentiate data sent to MCPTT server from those for configuration management server in the MCPTT user DB 
CT1 foresees to use  encoding of these user profile data according to OMA DM Xml files (to be confirmed) over CSC-4 and CSC-11,. It can be considered to use  the same OMA DM Xml files to be stored in the  MCPTT user DB by the configuration management server (and so also downloaded to the MCPTT server) 

Protocol choice 
It is here considered a Sh based protocol to be used over CSC-13. 

A Sh based protocol answers the various above considerations

-
the 4 procedures (Pull, Update, Subscription/notifications) allows the configuration management server to fully manage  the  MCPTT user data

-
 sequence number mechanism allows concurrent updates of these user data

-  
the MCPTT  user data can be encoded into XML files (e.g. according to OMA DM) and stores them as transparent  data in the user MCPTT DB which has no need (to be confirmed)  to be aware of the content of these XML files.

The MCPTT user DB will only use Sh based interfaces, avoiding to support other protocols.

As for MCPTT-2, there is a discussion between the two approaches (option A and B) presented for MCPTT-2 in C4-160004 but now for CSC-13. It would be worthwhile if the same approach can be used for MCPTT-2 and CSC-13, so to minimize the protocol impacts on the MCPTT user DB. The differences should be limited as much as possible to the access rights configured in the permission list. 

This paper does not present a comparison of the option A and B applied to CSC-13.

Alternative protocol may be proposed, but not addressed in this aper. 

The current proposal is in favour to use the same Sh based protocol for CSC13 as for MCPTT-2. 

