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1. Introduction

The document captures the working assumptions taken after the CT4 ad-hoc meeting on MCPTT held in Nashville (2016, January 11-15) and the remaining open issues that need to be closed before the CT4#72 to complete the work on the AAA-1, MCPTT-2 and CSC-13 reference points.
2. AAA-1 Reference Point
1. It is assumed that there is no difference between Cx and AAA-1 in the handling of IMS user.

2. The remaining question is about the application id to use i.e. Cx or a new one.

3. MCPTT user database:

1. It is assumed that the MCPTT user database is provisioned with MCPTT ID and the associated user profile(s).

2. It is assumed that the MCPTT ID is the primary key to access data in the user profile.

3. It is assumed that data are stored and conveyed in containers. It is assumed that the MCPTT user database is not aware about potential commonality among possible multiple containers. As a result the clients (MCPTT server or Configuration Management Server) need to ensure the data consistency.

4. It is assumed that only user configuration data (as defined in Annex B.3) are stored in the MCPTT user database.

5. It is assumed that the containers used over CSC-13 are the containers retrieved over MCPTT-2. But additional info could be retrieved over MCPTT-2.
6. It is assumed that CSC-13 and MCPTT-2 are intra-domain interfaces.

4. MCPTT-2 Reference Point
1. It is assumed the following operations need to be supported:

a. retrieve data from the user database

b. notify the MCPTT server of any change in the profile

2. It is assumed that there is no need for a stand-alone subscription mechanism. 

3. FFS: need for an explicit unsubscription mechanism

4. It is assumed that the MCPTT 2 is only intra-domain.

5. It is assumed that one single MCPTT server is in charge of the MCPTT ID at a given time.

6. It is assumed MCPTT user profile is meant to be accessible only by MCPTT servers and configuration management servers.

Q: if multiple profiles are defined per MCPTT ID, is there any need for MCPTT user profile id as a secondary access key? (CT1)

5. CSC-13

1. It is assumed the following operations need to be supported:

a. retrieve data from the user database
b. update data in the user database
c. notify the configuration management server of any change in the profile

2. It is assumed that it is possible to add additional profiles to an existing MCPTT ID using "Update".

3. It is assumed that there is no need for a stand-alone subscription mechanism.

4. FFS: need for an explicit unsubscription mechanism

5. With multiple servers acting on the same user profile (associated with the same MCPTT ID), it is needed to handle possible concurrent accesses (e.g. MCPPT user and authorized user using different CSC-4 interfaces).

6. It is assumed that the freshness of the data is relevant when updating data stored in the user database.
6. Protocol for MCPTT-2 and CSC-13

It is assumed that the same protocol could be used for MCPTT-2 and CSC-13, even if a given reference point will not use all the operations supported by the protocol.
Candidates:

· Sh application

· a new Diameter application reusing Sh commands (Sh*)

· a new Diameter application (Diam)
· Ud (LDAP/SOAP)
Pros and cons for each candidate are described in the table below.

NOTE:
This table is a work in progress and meant to be the basis for further discussions. This table does not reflect the CT4 agreement/decision/preference.

	Protocol
	Description
	pros
	cons

	Sh application
	Restricted to the use of Repository data
	existing protocol
	- impacts on existing application

- use of new access key (MCPTT ID) impacting HSS

- Impact on the provisioning of the HSS

- no benefit for non-HSS implementation of MCPTT database

- MCPTT user database limited to the use of repository data

- difficult to maintain and update the documentation

- MCPTT server is not a normal AS and the MCPTT user database is not an HSS.

	Sh*
	new application but reuse of the Sh commands/AVP
	- based on an existing application

- no impact on existing deployment

- new functionality can be supported
	- more standardization effort than Sh

- extensibility as long as the commands and required AVP are not modified

- 

	Diam
	Define a new diameter application

define new command/AVP
	- no impact on existing deployment

- flexibility

- future proof extensibility


	- Development cost if defined from scratch

- more standardization effort

- time constraint to complete the specification to meet Rel-13 timeframe

	Ud
	Reuse UDC concept

reusing the Ud protocol based on LDAP and SOAP

imply that MCPTT user database is the UDR
	- existing protocol

- not limited to repository data

- easy to integrate if UDC is already deployed
	- not applicable if UDC is not deployed

- LDAP/SOAP to support as a new protocol in the architecture.

- update of the MCPTT architecture

- define a data model

- routing aspect to consider

- explicit subscription is required to receive notifications 

- Interoperability is an issue.


