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1
Introduction

This discussion paper presents two options (Sh extension or a new Diameter application Sh*) for the specification of the MCPTT-2 interface and analyses the impacts on procedures and protocol contents.
2
Assumptions

This discussion paper relies on Stage 2 TS 23.179 13.0.0 and on “MCPTT high level questions from CT4 minutes” Excel file from the joint CT4/SA6 confcall on Dec 4th 2015.
The principle is to reuse the Sh protocol plus necessary updates to cover the MCPTT-2 interface requirements with the two following options:
-
Option A: Sh extension.
Extensions required by MCPTT-2 are added to the existing Sh specifications described in TS 29.328/TS 29.329. Sh is extended to cover not only the general IMS AS connection to the HSS but as well MCPTT Server connection to the MCPTT user database.
-
Option B: New Diameter application Sh*.

It only covers the MCPTT Server connection to the MCPTT user database. Sh protocol and procedures are reused as much as possible.
NOTE: Sh* is preferred to Sh’ as more readable and * is also used by CT3 (e.g. S9a*) but another acronym can be used
Following subclauses analyse the solutions addressing the MCPTT-2 interface requirements according to these two options. 

3
Procedures and AVPs
3.1
Requirement

The requirement is to have the 4 types of User Data Handling Procedures defined for Sh:
-
Data Read (Sh Pull).

-
Data Update (Sh-Update)

-
Subscription to notifications (Sh-Subs-Notif)

-
Notifications (Sh-Notif)

3.2
Option A: 

The 4 Sh procedures defined in 29.328 are reused with some extensions (see further subclause) and limitations (see Data reference subclause 6). The associated command pairs defined in TS 29.329 are reused. 
The information elements (AVPs) to be used should be
-
for the Sh-Pull procedure: 
· Request: User Identity (see hereunder subclause 4), Requested Data (Data-Reference AVP), Service Indication, Application Server Identity, DRMP;
· Response: Result , Data (User-Data AVP), DRMP
-
for the Sh-Update  procedure:
· Request: User Identity, Requested Data (Data-Reference AVP), Data (User-Data AVP), Application Server Identity, DRMP

· Response: Result, Repository Data ID (optional), DRMP.
-
for the Sh-Subs Notif  procedure:

· Request: User Identity, Requested Data (Data-Reference AVP), Subscription Request Type, Send-Data-Indication (optional), Service Indication, Application Server Identity, Expiry Time (optional), DRMP;
· Response: Result, Expiry Time (optional), Data (User-Data AVP), DRMP.
-
for the Sh-Notif  procedure:

· Request: User Identity, Data (User-Data AVP),  DRMP;

· Response: Result, DRMP.
3.3
Option B: 

The 4 Sh procedures are reused but limited to MCPTT (see subclause 4 Identities and subclause 6 Data references). The associated command pairs defined in TS 29.329 are reused. 

The same list of mandatory or conditional information elements as in option A is proposed, in order to maximize Sh reuse and since there is no reason against this reuse. It is to be assessed if the following optional information elements are described or not for option B, in order to minimize cost due to standardization:

- 
ExpiryTime (for Sh-Subs-Notif): it will not be described if it is considered that a subscription to notification does not need to expire with a timer in the HSS (the AS can unsubscribe it);.

- 
Repository-Data-ID (for Sh-Update): it will not be described if Update-Eff is not in the list of option B features.

In the context of MCPTT, are there cases where an expiry timer would be useful?
If multiple services indications are specified with CT1, it is proposed in subclause 8 to introduce Update-Eff feature for option B. Then there is an interest to allow the optional use of Repository-Data-ID for Sh-Update.
4
Identities

The User-Identity AVP is used as primary access key for the existing Sh procedures. It contains an IMS Public Identity (SIP URI, Tel URI) or an MSISDN. 

The requirement for MCPTT-2 is to use the MCPTT ID which is a URI.
 - 
For option A, a new MCPTT-ID AVP is added in the grouped User-Identity AVP. This MCPTT-ID AVP is only present when the procedure relates to MCPTT. In continuity of the TS 29.329 6.3.1 statement, User-Identity AVP will contain either a Public- Identity AVP or an MSISDN AVP or, if MCPTT, a MCPTT-ID AVP.

-
For option B, the User-Identity AVP is mandatory (Sh* reusing the same command) and will only contain an MCPTT-ID AVP. This solution is homogeneous with Sh and allows to add other user identities if needed in the future.
See subclause 5 on routing aspects for other consequences.
5
Routing considerations

MCPTT-2 is an intra-domain interface as Sh.

TS 29.329 refers to TS 29.229 about routing considerations. By following the same approach:
-
if MCPTT server knows the address/name of the MCPTT user DB for a certain user, both the Destination-Realm and Destination-Host AVPs shall be present in the request. This can happen when there is only one MCPTT user DB.
-
Otherwise, only the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node, e.g. the SLF or a Diameter Proxy Agent

-
then the SLF or the Diameter proxy agent shall use the user identity contained in the MCPTT-ID AVP (see subclause on identities) to do the user resolution to the MCPTT user DB. This is an additional requirement, as currently the user resolution is based on the user identity received in the Public-Identity AVP or MSISDN AVP.
 
This mechanism can apply for option A or option B. Currently, the fact that, in option B, another Diameter application ID is used does not seem to bring an additional help to the above user resolution mechanism and routing aspect, this can be more investigated. 

6
Data references and Access control
A main principle of Sh is to rely on data references which allow:
-
adding new functionalities independently of existing ones (by creating new data references) 
-
performing related access control of the AS
For existing Sh, the HSS manages an AS permission list which restricts an AS to only access the data allowed by the data references configured for this AS.

Solution a):  existing RepositoryData data reference

As MCPTT-2 is an intra-domain interface within a trusted network, it can be considered that there is no need to define a new data reference for MCPTT data and no new MCPTT-RepositoryData XML element in the XML schema. Existing RepositoryData data reference value and existing RepositoryData XML element are used. Trusted ASs which are not MCPTT servers will not access repository data with MCPTT related service indications. (See discussion paper C4-16xxxx).
It is to be assessed if the HSS nevertheless should check and allow that only MCPTT servers have the right to access MCPPT user data, 

TS 29.328 subclause 6 states that “It is a matter of operator policy to further restrict the AS permission rights defined in table 7.6.1”. An operator policy example is that AS permissions also take into account Service Indications defined for MCPTT. Such an example of operator policy can be added in the specification or even more it can be added a normative sentence with a “may” such as “the AS permission list may in addition include service indications defined for MCPTT identifying the ASs allowed to access these service indications”.
Solution b): new “MCPTT Repository Data” data reference

A new “MCPTT Repository Data” data reference is created. This solution also needs to add a new MCPTTRepositoryData XML in the XML schema for this data reference (see subclause 7). Only the MCPTT servers, due to the AS permission list, will be allowed to access MCPTT user data.
-
for option A, this “MCPTT Repository Data” data reference is specific to MCPTT. Other new data references may be added if needed in the future. 
- 
for option B, the solution to also have a “MCPTT Repository Data” data reference is not strictly needed but would be future safe as allowing to add future data references for other purposes. It also maintains reusability from Sh.
Intermediate conclusion;

Solution a) with the existing AS permission list optionally complemented with an operator policy is considered sufficient for the access control. It may be still discussed to have a statement for an addition control in the AS permissions based on the service indications for MCPTT. Solution a) has no impact on existing Sh apart the HSS if the AS access rights takes into account an operator policy or a control of service indications defined for MCPTT.
Solution b) impacts existing Sh as requiring the support of a new Data reference and a new MCPTTRepositoryData XML element in the XML schema. 
A preference is given to the solution a).
7
MCPTT user data and repository data
7.1
Use of a repository information element

As the structure of the MCPTT user data will be XML files (defined by CT1), it is proposed to transfer MCPTT user data in (a) repository data information element(s).

7.2
Existing RepositoryData data reference (solution a) only)
When Existing RepositoryData data reference is used (see solution a)), the RepositoryData XML element specified in the Sh XML schema is used with service indications defined for MCPTT data.
-
 for option A, the existing Sh XML schema is valid so without any impact

- 
for option B, the XML schema can be a subset of the existing Sh XML Schema limited to a ShData element containing 0 to several RepositoryData XML elements plus an Extension element and an  “Any” element

7.3
New MCPTT-RepositoryData data reference (solution b) only)
Here a new MCPTT-RepositoryData data reference is introduced (see solution b)),

- 
for option A.
The proposal is to define a new element in the XML schema e.g. <xs:element minOccurs="0" maxOccurs="unbounded" name="MCPTTRepositoryData" type="tMCPTTRepositoryData" />. 
The XML file when used for MCPTT will have a ShData XML element containing one or more MCPTT-RepositoryData XML elements.

· ShData type contains <xs:any minOccurs="0" maxOccurs="unbounded" namespace="##other" processContents="lax" />. This in principle allows adding any new XML element and be backward compatible with a previous release XML schema (to be confirmed).

· The other possibility currently used with Sh is to change the type of the Extension XML element defined in tSh-Data-Extension5 with a new tSh-Data-Extension6 type containing the new MCPTTRepositoryData XML element. An inconvenient is a lot of embedded Extension XML elements.
- 
for option B, the solution for option A is applicable where the XML schema has an ShData element containing 0 or more MCPTTRepositoryData elements plus an Extension element and an “Any” element.
7.4 RepositoryData element content (both solution a) and b))
In the existing Sh XML schema, the RepositoryData element is composed of:

-
ServiceIndication element

-
SequenceNumber element

-
ServiceData element

For solution a), RepositoryData is reused for MCPTT user data; this structure is relevant for MCPTT-2 with the following considerations:
· ServiceIndication allows splitting the MCPTT user data into several ServiceData elements identified by a ServiceIndication. In the CT4/SA6 conference call, it was highlighted that a certain granularity of MCPTT user data should be considered, so to not have all the MCPTT user data contained in only one ServiceData element, so with only one service indication. Some granularity may be helpful as well in case  there are MCPTT data containing the UE configuration that the MCPTT server will forward over CSC-5 while other MCPTT data is useful for AS but not downloaded to the UE. This is to be further investigated with CT1. For CT4, allowing the possibility of several service indications for MCPTT user data will give flexibility and be future safe.
· Sequence number allows handling data synchronisation when MCPTT user data are updated, especially if different sources can do updates. An example is that updates due to provisioning are done by the provisioning part of a MCPTT server, and other updates resulting from a UE initiative or from the received SIP signalling are done by the MCPTT server where the user is registered. The sequence number mechanism is also future safe. 

This structure is also applicable for solution b) (new MCPTTRepositoryData element) with the same considerations.
8
Features
TS 29.329 defines the following features: Notif-Eff, Update-Eff, Update-Eff-Enhance.
If several MCPTT-RepositoryData are defined, Notif-Eff, Update-Eff will be useful as to diminish the number of requests. There is currently no MCPTT case of multiple Data references, so Update-Eff-Enhance will not be used
- 
For option A, as Notif-Eff, Update-Eff are specified, they can be used.

-
For option B, Notif-Eff and Update-Eff should be introduced if several MCPTT-RepositoryData elements are defined. (This is to be decided with CT1).
If so, it may discussed if these features should be introduced in rel13 or Rel14, and if they are mandatory or optional (Notif-Eff is mandatory, Update-Eff optional for Sh)

For option A it is not foreseen to introduce a feature indicating MCPTT support as the control will be done through the AS permission rights where an accepted request means support of MCPTT. This is to be confirmed.
9
MCPTT user database deployment alternatives
According to 3GPP TS 23.179, the MCPTT user database may be either collocated with the HSS or be deployed as a stand-alone network element.
If the MCPTT user database is deployed as a stand-alone network element then the MCPTT-2 reference point may be implemented as an Sh extension (Option A) or as a new Diameter application Sh* (Option B):
- 
Option B: it fits easily, as long as this is a new Diameter application, only what is required for MCPTT-2 is documented and implemented.

-
Option A: in this case, not everything implemented for Sh Diameter application is required. Then, 3GPP TS 29.328 should clearly document what is required for MCPTT-2. Whether the definition of a new feature is suitable should be further study.
If the MCPTT user database is deployed as part of the HSS, 
-
 option A will: 
· use the existing Sh application plus the support of a new access key (MCPTT-ID) with solution a);or

· use the existing Sh application plus the addition of a new data reference, an evolution of the XML schema and the support of a new access key (MCPTT-ID) with solution b)
-
option B is a new diameter application to be supported in the HSS in parallel of the existing Sh application. Option B has to support initially one data reference, a dedicated XML schema and initially one access key (MCPTT-ID)

10
Implementation cost

MCPTT user data is defined as XML data, the assumption is that for future releases this principle will be maintained. 

Based on this assumption, option A is a natural and quite simple extension of already existing mechanisms for Repository Data (it applies equally for a new MCPTT-Repository Data). Therefore, option A minimizes standardization and implementation cost.

Conclusions
Both option A and option B could be used to support the MCPTT-2 interface.
There is a clear advantage of Option A (Sh) in relation to the minimization of standardization and implementation cost. Time constrains of this feature, both for standardization in Rel-13 but as well for a fast deployment, may be considered as a key argumentation for decision.
There is as well a clear preference for solution a) (reuse of existing RepositoryData) instead of solution b) (new MCPTT-RepositoryData) since it minimizes standardization and implementation cost.

