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1. Introduction

Rel-13 version of TS 23.179 limits MCPTT calls between MCPTT users on different MCPTT systems are considered, however, for roaming only EPC-level roaming and IMS-level roaming are considered i.e. partner MCPTT system based roaming (also known as "migration") is out of scope.
Further more it describes that a public user identity can be assigned  to  more than one MCPTT-ID.

This document  analysis  establish of calls  and the involvemennt of the databases.

The target is to identify possible enhancements to Cx interface. 

2. Analysis

TS23.179 describes 3 data basis

· HSS  (database for LTE)

· SIPcore database (IMS database for MCPTT support)

· MCPTTuser database (database for MCPTTusers)

It allows different network configurations to have these databasis colocated or  separated.

a. HSS and SIPcore do not have information about the MCPTT-ID.

b. SIPcore database has  the information to which public userID a subscriber identified by his IMSI is assigned/registered. 

c. MCPTTuserdatabase has the knowledge which public identidy (IMPU)  is assigned to an MCPTT-ID

d. Multiple MCPTT-IDs can be assigned to one public identidy (IMPU)

e. MCPTTuserdatabase does not know the IMSI associated to the subscriber registered to an MCPTT-ID, it only knows the public userID (IMPU).

TS 23.179 did not define the procedures and message flows. 

For callsetup  between two MCPTTusers identified by its MCPTT-ID:

On IMS level  there is no knowledge about a MCPTT-IDs. MCPTT user data base has the knowledge which public identity is assigned to  an MCPTT-ID. As a consequence the MCPTT user data base has to be interrogated  to retrieve the public identity assigned to a MCPTT-ID to find the user in the IMSnetwork by interrogating SIPcore data base.

Assigning a public identity (IMPU) to a MCPTT-ID.

Possible  ways to  do this according to the interfaces shown in TS 23.179:

· Relationship MCPTT-ID and public identity is configured by MCPTT database provider.

· Relationship MCPTT-ID and public identity is assigned via a CSC-4, CSC-13

· Relationship MCPTT-ID and public identity is assigned via a CSC-1, CSC-6, MCPTT-2

· Relationship MCPTT-ID and public identity is assigned via SIPcore network mentioned interfaces in TS 23.179.

The MCPTT user data base has 3 possible interfaces

1. CSC-13

2. MCPTT-2

3. AAA-1 (only in cloclacted case MCPTT user data base and SIP core data base)

Description of the interfaces in TS23.179:

The CSC-13 reference point, which exists between the MCPTT user database and the configuration management server, is used for:

-
the configuration management server to store the user profile data in the MCPTT user database; and
-
the configuration management server to obtain the user profile from the MCPTT user database for further configuration in the MCPTT UE.
The MCPTT-2 reference point, which exists between the MCPTT server and the MCPTT user database, is used by the MCPTT server to obtain information about a specific user. The MCPTT-2 reference point utilises the Sh reference point as defined in 3GPP TS 23.002 [3].
The AAA-1 reference point, which exists between the SIP database and the SIP core, is used by the SIP core to retrieve signalling plane data from the SIP database. The AAA-1 reference point utilises the Cx reference point as defined in 3GPP TS 23.002 [3].

In some deployment scenarios the registrar and SIP database are located in the MCPTT service provider's network while the registrar finder is in the PLMN operator's network and the AAA-1 reference point is an inter-network interface.
Based on the description above two principle sceanrios are discussed: callsetup/session setup to an MCPTT user and assignment of  a IMPU to an MCPTT-ID.

Remark : 
The  discusison paper deals with session setup and variants on how to assign an IMPU to an MCPTT-ID.

The message flows in the annex of  29.228 are used as a basis. 
Which principle sceanrios we need to analyse in addition, which may lead to enhancements to current Cx interface?
4. Discussion

4.1 Session setup to a MCPTT-ID

4.1.1
Session setup to a MCPTT-ID variant1
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Figure 4.1.1: Session setup to a MCPTT-ID variant 1
Step 1: Invite contains the MCPTT-ID


Invite is routed acording to the MCPTT provider domain part of the MCPTT-ID to the prefered SIP-core (IMS network) of the  MCPTT provider
Step 2, 3: Interrogation to MCPTTuser database to  retrieve the public userID (IMPU) assigned to the MCPTT-ID, additional interrogation, not needed if MCPTTuserdatabase is colocated in the HSS, new command pair!
Step 4, 5: Location  retrieval of the subscriber based on retrieved IMPU, S-CSCF information (shall take into accout that th user is envolved in MCPTT interactions), ....


The ICSCF may not be in the home network of user identified by the IMPU.  The interface HSS/SIP-core database to the I-CSCF is an interdomain interface. 

Step 6: S-CSCF selection based on IMPU

Step 7: Invite send to the S-CSCF MCPTT-ID 

Step 8,9 :  server assignmnet procedure takes place


Assuming that the S-CSCF selected in the the same network as the I-CSCF, the interface between S-CSCF and the HSS/SIP-core database is a interdomain ninterface.

Step 10: Service control (interaction with MCPTT-server) IMS session establishment follows.

Analysis:

1. For the interorgation to the MCPTTuser data base to retrieve the public identity a new command pair is needed, this command pair is on an interface not mentioned in TS23.179.

2. If MCPTT user database is colocated with SIPcoredatabase, step 2 and 3 are not needed.

3. Requires new functionlaitiy in the I-CSCF ( two interrogations)

4. LIR/LIA are internetwork interfaces

5. An S-CSCF is assigned which can serv the target user and MCPTT service and not only the MCPTT service or only the other services the user is allowed to use, there is  a subscription for MCPTT required in the HSS/SIP-core database.

6. Is it  useful to select an S-CSCF which can handle the subscriber? Does it  adds sufficient value for this effort? 

Open:

Is it  an advantage if the S-CSCF  based on capabilities of the target user is selected.
4.1.2
Session setup to a MCPTT-ID variant2 (PSI routing)
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Figure 4.1.2-1: Session setup to a MCPTT-ID variant2
Step 1: Invite contains the MCPTT-ID


Invite is routed acording to the MCPTT provider domain part of the MCPTT-ID to the prefered SIP-core (IMS network) of the  MCPTT provider
Step 2, 3: Location  retrieval of the subscriber based on MCPTT-ID (PSI), S-CSCF information, ....


The MCPTT-ID needs to  be defiend in a way that  it can be clearly identified as an public service identity. The HSS/SIPcore data base need to know for each MCPTT provider who is using the SIPcore the PSI. The I-CSCF and the HSS/SIPcore data base are in the same network. The same applies for S-CSCF and  the HSS/SIPcore data base.

Step 4: S-CSCF selection on PSI information provided, by the HSS/SIPcore data base

Step 5: Invite

Step 6, 7  server assignment 

Step 8: Service control, i.e. invite is routed to the MCPTT server which handles the request .

After step 8 an invite with an IMPU is send by the S-CSCF which is routed to an I-CSCF of the homenetwork of the target user  (see next figure).

Analysis:

· HSS needs to hold  data for the MCPTT provider domains for i.e. S-CSCF selection. MCPTT-ID has  to be defined in a way to uniquly identify the service.

· Existing basic functionality PSI routing is used.

· No new functionalitz is added to I-CSCF and HSS.
· MCPTT-IDs needs to be defined in a way that they are identified as an PSI

· In the home network of the user identified by its IMPU it needs to be considered that the call was originally targeted to an MCPTT-ID so when a S-CSCF is selected this needs to be one which supportsMCPTT. Does it mean every user who is allowed to use has an MCPTT service description to guaranty thta an S-CSCF is selected for him which supports MCPTT (has an interface to an MCPTT server?

[image: image3.emf]I-CSCF

HSS/

SIPcoredatabase

MCPTT-Server S-CSCF

1. Invite (IMPU, 

MCPTTID)

2 LIR (IMPU)

3. LIA

4. S-CSCF 

selection

8. Service control interaction 

with MCPTT-server

5. Invite  (IMPU, MCPTT-ID)

6. SAR

7. SAA


Figure 4.1.2-2: Session setup to a MCPTT-ID variant2 at home network
Step 1: Invite IMPU and  possibly MCPTT-ID (to be verified with CT1)


Routing is doen based on IMPU
Step 2, 3: Location  retrieval of the subscriber based on IMPU, S-CSCF information, ....


If the  session setup needs some control from an MCPTT-server, i.e there may be some restrictions special treatments for call forwarding for session to be  setup up to an MCPTT-ID. This needs to be taken into accound whe n selecting the S-CSCF. 

Step 5: Invite


Routed based on IMPU

Step 6, 7  server assignment 

Step 8: Service control, i.e. invite may be  routed to the MCPTT server which handles the request depends on requirements.

Analysis:

· It needs to be clarifed if in the home network a special treatment for calls to an "MCPTT-ID" is required (i.e. if the call is to be established to the MCPTT user a different callforwarding takes place than for the case where the call was originaly intended for  the IMPU). In this case an S-CSCF needs to be selected in the home network which may than interact with the MCPTT-server identifed by the MCPTT-ID, this would require that the HSS needs to have a subscription for subscribers which are allowed to assign their IMPU's to an MCPTT-ID to guaranty that an S-CSCF is selected which can interact with an MCPTT-server. 

4.1.3
Summary:

If we rely on PSI routing and it is suffcient that the I-CSCF selects an S-CSCF supporting MCPTT service (can interact with the MCPTTserver) no new requirements for Cx interface are needed

AAA-1 interface is in this cases always an intra IMS network interface.

A MCPTT service subscription may be  needed to perform correct S-CSCF selection.

4.2
Assignment of an IMPU to an MCPTT-ID

4.2.1
Assignment of an IMPU to an MCPTT-ID variant 1( assignment of an registered IMPU to an MCPPTuserID
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Figure 4.2.1: Assignment of an IMPU to an MCPTT-ID variant 1
User has to be already registeredin IMS

Step 1, 2: Register with MCPTT-ID as public identity and user-name

Step 3, 4 : Normal UAR/UAA comand exchange

Step 5: S-CSCF selection

Step 6: Register message is forwarded to the S-CSCF

Step 7: normal server assignmnet request is performed

Step 8:  SAA message needs to provide IMPU (i.e. Default IMPU) to S-CSCF for service control procedure

Step 9 Service control interaction with MCPTT server Providing IMPU and MCPTT-ID to the MCPTT server to perform the assigment

Step 10 and the following provide the  result of the servcie control to the user

.

Analysis:
1. Principle question is there a need to guaranty that the subscriber who want to assign an IMPU to an MCPTT-ID is the one who is registered to the IMPU or is this only done by the MCPTTuserdatabase?
2. The proposal adds the IMPU to which the username is registered.
4.2.2
Assignment of an IMPU to an MCPTT-ID variant 2 (assignment by configuration)

Using CSC-4 and CSC-13

If assignmnet MCPTT-ID to IMPU belongs to configuration data, this realtionship could be uploaded and downloade and possibly changed via CSC-4 and CSC-13

Remark for interaction with HSS:

 No interaction with AAA-1 interface

No possibility to verify if the IMPU is assigned to the subscriber who has initiated the request.
4.2.3
Assignment of an IMPU to an MCPTT-ID variant 3 

Using CSC-1, CSC-6 and MCPTT-2

If assignment MCPTT-ID to IMPU belongs to user identity managment, this realtionship could be uploaded and downloade and possibly changed via CSC-1, CSC-6 and MCPTT-2.

Remark for interaction with HSS:

 No interaction with AAA-1 interface.

No possibility to verify if the IMPU is assigned to the subscriber who has initiated the request.
Possible CT4 impacts are limited to MCPTT-2.

4.2.4
Summary on Assignment of an IMPU to MCPTT-ID:
The principle how the assignment is done will be decided by SA6 and SA3.

Based on the current interfaces mentioned in TS 23.179 no interface is defined which perform a check if the IMPU to be assigned to an MCPTT-ID is registered or registered to the User requesting the assignment.

Using the IMS registration procedure to assign an IMPU to an MCPTT-ID does not have much impact to the system.

4.3
Definition of an MCPTT-ID

A MCPTT-ID is any identity used by a user within the MCPTT subsystem for requesting communication to another MCPTT user. 

The MCPTT Identity shall take the form of either a SIP URI (see IETF RFC 3261 [26]) or a Tel URI (see IETF RFC 3966 [45]). 

Example: PublicSafetyuserpart@publicsafetydomain.plmndomain.net
The MCPTT-ID is interpreted in the HSS as a wildcarded PSI. It is stored in the HSS in the form of a wildarded PSI (see subclause 13.5). For each MCPTT provider who is allowed to use the IMS network a wildcarded PSI is stored in the HSS. The wildcarded PSI is provided by the MCPTT network provider. 

Example: sip:*@publicsafetydomain.plmndomain.net
3. Conclusion possible way forward

For session setup it needs to be gurantied that the HSS can identifyMCPTT-ID as an PSI. So each MCPTT provider has to provide a filter mask which identifies an URI as an PSI. If this is done there is "no "impact" on Cx interface to support session setup to an MCPTT user. 

The only impact identified is  the case when the IMS has to provide a registered IMPU to perform the assignmnet of an IMPU to an MCPTT-ID but this needs to be decided by SA3 and SA6.

For a check if the IMPU requested to be registered to an MCPTT-ID no interface is currently foreseen (i.e. no interface between MCPTT-user database/MCPTT server to HSS/SIP-core database, IMSI/IMPI are not known in the MCPTT-user database/MCPTT server).
Proposed way forward:

In Rel-13 we use the normal Cx interface on AA-1 interface. If requirements are enhanced which  require changes on Cx commands which are not backward compatible a new application identifier has to be assigned for the AAA-1 interface.
Define the MCPTT-ID in TS 23.003.
