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	Reason for change:
	New versions of the following drafts as referenced in 3GPP TS 29.333 have been submitted to IETF:

[61] draft-ietf-mmusic-sctp-sdp

Changes from the currently referenced version:

- specified that all ICE candidate pairs associated with an SCTP association on 
  top of a DTLS connection belong to the same DTLS connection. Thus, there 
  will only be one DTLS handshake even if there are multiple valid candidate 
  pairs, and shifting from one candidate pair to another will not impact the DTLS 
  connection. If new candidates are added, they will also be part of the same 
  DTLS connection;

- specified 40 as maximum digit character length for the SDP maxmessage-size 
  value;

- added ABNF clarification that token and port are defined in RFC 4566; and
- miscellaneous editorial corrections.

The changes listed above do not require any change in the main body of 3GPP TS 29.333.

[62] draft-ietf-mmusic-data-channel-sdpneg

Changes from the currently referenced version:

- clarified that not only those attributes which are specifically defined for the 
  sub-protocol may be encapsulated in a "dcsa" attribute, but that also other 
  attributes may be encapsulated if they are related to the specific sub-protocol 

  instance;

- modifications of the text in sections 5.1.1.2 and 5.1.2.2 in order not to explicitly
  restrict usage of the "a=dcmap:" and "a=dcsa:" attributes to "m" lines with 
  proto values "UDP/DTLS/SCTP" or "TCP/DTLS/SCTP";

- added dcmap attribute specific IANA registration;

- added dcsa attribute specific IANA registration;

- addition of new section 5.1.1.2 describing the mux category of the dcmap SDP 
  attribute;

- addition of new section 5.1.2.2 describing the mux category of the dcsa SDP 
  attribute;

- clarified that the empty string MAY also be explicitly used as 'subprotocol' 
  value, such that 'subprotocol=""' is equivalent to the 'subprotocol' parameter 
  not being present at all;
- throughout the document replacement of "external negotiation" with "SDP 
  offer/answer negotiation";

- throughout the document replacement of "internal negotiation" with "DCEP";

- clarified that draft defines an SDP extension by which two clients can 
  negotiate data channel-specific and subprotocol-specific parameters without 
  using DCEP and that this SDP extension only defines usage in the context of 
  SDP offer/answer;

- clarified that the "max-retr" parameter indicates the maximal number of times 
  a user message will be retransmitted;

- added that not all SDP attributes are suitable as "a=dcsa:" parameter;

- clarified that an SCTP stream MUST NOT be referenced in a dcmap or dcsa 
  attribute of an SDP offer/answer exchange if the associated SCTP stream has 
  already been negotiated via DCEP;

- clarified that by definition max-retr and max-time are mutually exclusive, so at 
  most one of them MAY be present in a=dcmap";
- former section 5 moved to new Appendix A which provides information how 
  data channels work in general and especially summarizes some key aspects, 
  which should be considered for the negotiation of data channels if DCEP is 
  not used;

- removal of text parts which discussed JavaScript or other API specific 
  aspects; and

- miscellaneous editorial corrections.

The changes listed above do not require any change in the main body of 3GPP TS 29.333.

	
	

	Summary of change:
	The version numbers of the IETF drafts are updated to reflect the latest draft versions:

- [61] draft-ietf-mmusic-sctp-sdp-15; and
- [62] draft-ietf-mmusic-data-channel-sdpneg-06.
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